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1  Introduction

In S2#11, S2 discussed about push service (S2-000053) and asked S1 to explain the requirements more (S2-000182) for S2’s further studies.
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The requirements have already incorporated in TS 22.060v4.0.0 as follows (please see the underlined texts): 

7
Normal procedures with successful outcome

7.7
Activation

The subscriber shall be able to activate each of the registered interworking profiles independently within the limitations of the subscription profile. As an option the GPRS network may request the activation of a specific interworking profile for a GPRS attached mobile, when an mobile terminated packet or activation request from external data network with user-ID (e.g. MSISDN) packet is received even if a mobile is inactive. This option may be available for one or more PDP. The activation of the inter-working profile(s) may be performed automatically by the MS immediately after GPRS Attach. When an interworking profile  is activated a dynamic binding between the GSM/GPRS identity of the MS and the external data network user-ID and/or address is made by the system, and the appropriate service parameters are applied thus establishing a virtual connection between the MS and the GPRS network. Activation of an interworking profile results in a dynamic binding until de-activation is performed.

And S1 answer is presented as S1-000150 and that S1 requests S2 to consider the architecture that enables GPRS to use dynamic PDP address for push services because of convenient management of PDP addresses (without assigning PDP address in advance) and saving PDP addresses (sharing PDP addresses for GRPS users).
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R00 network would support the IM Subdomain over GPRS that can serve applications like VoIP to notify users to receive PDUs (user wait PDUs from the GPRS network for a long time). And operators wants to offer every user to use those services e.g. to use GPRS. Therefore R00 GPRS architecture shall support capabilities to serve such applications with efficient use of GPRS resources.

This tdoc discusses the architecture satisfies that requirement.

2  Discussion

2.1.  An architecture for network requested PDP context activation with User-ID

There are two alternatives for PLMN to request a user to activate PDP context with a trigger with a user-ID (not a PDP address) from external data network when there is no PDP context for the user. (See figure1).

Alt 1. An GPRS application send the request via SMS-MT to a MS, then the MS activates PDP context with dynamic PDP address. (assuming that the MSISDN can be deduced from user-ID) (Figure 1)

Alt 2. An GPRS application send the request by the new method based on network requested PDP context activation that is optional for GPRS.(Figure 2)
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Figure 1 Alt 1:PDP Context activation with user-ID via SMS-MT
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Figure 2 Alt 2:PDP Context activation with user-ID via GPRS
Alt 1. can be supported within the R99 specs but it is necessary for the application server to support an interface to SMS-SC and for the PLMN and MSs to support SMS. The goal is to establish PS session between application server and MS, so the method only with GPRS and external PDN connected to GPRS should be supported. In conclusion R00 architecture shall support alt 2 as option.

2.2.  An architecture for PDP context activation with User-ID via GPRS

This section shows an architecture for PDP context activation with user-ID via GPRS.

2.2.1.  Entities

The architecture includes the following entities: Application server(AS)  in the external PDN that wants to communicate with GRPS MS, a GRPS Mobile Station(MS) that waits requests from ASs,  Notification Agent(NA) in GGSN that processes the requests from the ASs, Address Resolver(AR) that keeps relations between user-ids and their correspond IMSI, and other GPRS network entities(Figure  3).
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Figure 3 an architecture for PDP context activation with User-ID through GPRS
2.2.2.  Interfaces

The AS and NA communicate over the Gi I/F. The specifications of applications are outside the scope. Figure 3 shows an example protocol stacks. 
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Figure 4 an example protocol stacks for PDP context activation with User-ID through GPRS
The interface between NA and AR is basically outside the scope. However if AR is installed in HLR when MSISDN is used as User-ID, they may use a procedure on the Gc interface to be standardized under this development. Other GPRS interfaces are necessary to request PDP context activation.

2.2.3.  Application Server (AS) 

AS serves application that requests MS to communicate with the server over GPRS like VoIP or push application. AS may or may not be able to know that there is no PDP context for the MS beforehand. If AS wants to be aware the status of the user’s PDP context, it is necessary the procedure for GPRS network to inform AS them, but the procedure is FFS. As one possibility, there is a method that AS decides the status of users PDP context by means of the status of other session to the same user. AS sends application’s PDUs to the user’s address (it is PDP address for the user) that NA assigns while PDP context activation procedure and is sent to AS by NA. 

2.2.4.  Notification Agent (NA)

NA in GGSN controls the users PDP context activation with dynamic PDP address requested by AS. The GGSN receiving the request may be chosen statically or may change dynamically on session basis depends on the load of PDN or GGSN etc. To achieve dynamic GGSN selection, there may be DNS in the external PDN and AS inquires the IP address for GGSN to the DNS.

NA identifies the requested MS by means of AR that resolves its IMSI from user-ID and activates network requested PDP context activation for MS to invite PDP context activation with dynamic IP address. This delays the PDP address allocation as far as possible and it enables the efficient use of GGSN PDP address or other Gn I/F resources. After assigning the address, NA sends it to the AS.

2.2.5.  MS Address Resolver (AR)

AR keeps the relations between external User-IDs and IMSIs and provides the information for NA to identify the requested MS. AR may be integrated with GGSN. In case of the type of user-ID is MSISDN, it is realistic for HLR to integrate AR. By this integration, a visited network or a GGSN in the visited network via which AS wants to connect to a MS doesn’t have to equip AR for the visited MS.

2.2.6.  Mobile Station（MS）

MS may deactivate a PDP context but still keep the application active when the application enters the state waiting requests from the server. This helps the GPRS network to save the resources. When some applications run at the same time in the MS, the coordination function in the MS may be required.

2.2.7.  GPRS Network

GRPS network may release a PDP context of the MS for which the radio connection becomes broken, then NA in the GGSN notifies AS that the PDP address for the MS shall be released and AS enters the state for the MS that there is no valid PDP context.

2.2.8.  Network Requested PDP Context Activation Procedure with delayed PDP address allocation

Figure 5 shows the overall procedure Network Requested PDP Context Activation. In this procedure, GGSN requests MS to activate PDP context with APN and PDP type and without PDP address. SGSN sends this request to the MS and MS replies it with the same APN and the PDP type and without PDP address. GGSN assigns the PDP address for the MS when it receives the requests and sends it both the MS and the AS. With this PDP address MS and AS are able to communicate with each other via GPRS network.
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Figure 5:Network requested PDP Context Activation procedure with delayed PDP address allocation 

3  Proposal

NTT COMWARE proposes that the text in the section 2 of this tdoc is to be included in 23.821 as the new chapter and asks S2 to approve the work item for this area. The proposed WID is in tdoc S2-000945.
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1  Introduction


At the S2#11 meeting, S2 got the LS (S2-000068) from S1 ragarding push services. This cotribution introduces service requirements to provide push services in 3G PS Domain. Then, it proposes ncessary procedures to satisfy the service requirements.

2.1  Discussion


2.2  Service Requirements

(1) A number of current and future services require the capability for an external IP network to “Push“ data to 3G terminals in PS Domain.  Cuurent R99 specifications allow operators to provide push services by using static IP address and only when GGSN stores static PDP information for the IP address.  Since, however, mobile application services in PS Domain is emerging in the future, the following addional service requirements should be considered. 


(2) Push services should be provided whenever networks can reach mobile users.  In other words, even though the connection between network and MS is not established, users should be able to enjoy push services.


(3) Considering that the volume of contents provided by push services increases, the network should be able to provide push services with high volume of data.


(4) IP address (IPv4) is a valuable resource.  In order to effectively use the limited address spaces, IP address should be assigned not only statically but also dynamically.  Also, in order to use dynamic IP address, other identites than IP address are necessary.

(5) In order to identify the terminating mibile users from external network, User-ID i.e. MSISDN should be able to be used, because all users can be identified by using MSISDN, and the services provided by circuit swtiched services can be reused.


(6) After PDP context is activated, various kinds of applications shall be applied.  One example may be WAP push technique.

2.3  Necessary Procedures

Step 1-1) Currenly SMS can provide a kind of push services.  Since, however, SMS cannot satisfy the requirements mentioned in (2), it may not be appropriate solution.  In order to satisfy the all requirements mentioned in section 2.1, the following procedures should be investigated and specified.

Step 1-2) GGSN receives a PDP PDU inculuding User-ID i.e. MSISDN instead of  IP address.


Step 2) GGSN decides which identity should be used for the incoming packet, MSISDN or IP address.  (The decision may be based on information already stored in GGSN, or indicator included in the PDP PDU received via Gi interface. Detailed protocols specified over Gi interface is out of scope of 3GPP.) 


Step 3) GGSN sends Send Routing Info for GPRS including User-ID i.e.MSISDN to HLR.


Step 4, 5) GGSN sends PDU Notification Request including indication telling that dynamic PDP address is used and  the call is terminated with using User-ID(i.e. MSISDN). 


Step 4, 6) PDP context activation procedure is performed. (this procedure is the same as existing one.)
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Figure1: Successful Network-Requested PDP Context Activation Procedure

According to 23.060 ver3.2.1, only static PDP addressing is applicable in case of the network-requested PDP context activation. However, the above proposed procedure allow operators to use dynamic PDP address when Network-Requested PDP context activation procedure is performed. 


2  Conclusion


In order to satisfy the all service requirements mentioned in section 2.1, stage2 procedures introduced in section 2.2 should be investigated and specified in 23.060.  The necessary CRs are coming at the future meeting.
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___________________________________________________________________________


S1 thanks S2 for the liaison statement in T-doc S2-000182 where S2 requests clarification of S1’s requirements on push services. 


S1 is happy that S2 discussed this, but S1 asks S2 to study further the following topics.

S2 has already understood S1’s requirement for a realization of push services. The majority of content for push services need to be sent to users in a timely fashion. It is the best time to send these in real time.  Hence, S1 takes it for granted that S2 understands that it is important to send contents for push service to users as soon as possible.

Taking into consideration an actual equipment implementation, S1 considers it is impossible to guarantee the state where millions of users always are active. S1 thinks that many users will not always be in “active”.


On the other hand, the aims of using dynamic IP address are as follows. 


1. Convenient management of IP address


2. Saving of IP address

The convenient management of IP address is needed for both pull services and push services. It is clear that NW need not assign MS IP address before communication. 

Management of static IP addresses is a big problem, because we need registering or deleting within context and MS or Data terminals.   Moreover, GGSN also needs to have tables for static IP addresses. For example, if a subscriber registers for a push service, the configuration in MS remains in undesirable condition unless users try to change the registrations. In the case of changing the registration, users need to set up themselves. This is difficult for the user.  


For the above reasons, S1 requests the use of dynamic IP address for push services because of the convenience, and easier management. S1 would like to realize push services to users that are active and inactive.


S1 requests S2 to add this fourth method to the three methods that S2 already stated.  
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