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1. Introduction

The basic assumption for any QoS scheme to work is that a user/application must have sufficient permission to request and receive its QoS guarantees. Admission control based on certain set of rules and conditions, therefore, is the preliminary requirement for QoS schemes to work. For example, based on a user/call-specific QoS Policies such as the service access eligibility, the required bandwidth and delay, etc, CAC will decide if there are enough resources to admit this user/call. Therefore, there must be a set of agreed rules and conditions for CAC to perform the call admission control. Policies are administratively prescribed rules and conditions that specify actions in response to defined criteria.  In practice, policies are implemented and executed as a set of rules, each of which has a set of conditions and a corresponding set of actions.  The actions are the behaviors that should be enforced if the set of conditions is satisfied.  Policies, in general, are based on service level agreements (SLA) between service providers and between users and service providers.  SLAs specify aspects of network behavior expected by the customer, such as performance of the network in terms of bandwidth, delay, and jitter and security of communication streams.  The SLAs are mapped into policies that can be executed by the system.

A model for policy-based networks is shown in Figure 1.  A management system converts SLAs into policies that are then stored in a policy repository (database).  Various database protocols may be used to store the policies. Policy Decision Points access the repository in response to a request from a Policy Enforcement Point (PEP) to determine what policy rule should be enforced. 
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Figure 1 - Policy Model

Policy Decision Points are network elements that respond to policy-related requests from other network elements called Policy Enforcement Points (PEPs), using a policy protocol such as Common Open Policy Service (COPS [6]) and AAA [7]. Policy Decision Points are more commonly referred to as Policy Servers, and may in turn access other policy databases using protocols such as SQL, TCAP [8], LDAP [3] etc. Policy servers are, by definition, distinct and remote from their associated client PEPs.

Policy Enforcement Points are the network elements that actually enforce specified and applicable policies. Policies may be (pre-) provisioned into PEPs, though they retain the capability to make policy-related queries of policy servers - thus both the server-push and client-pull mechanisms are supported.  

Policy-based Networks today primarily focus on two types of policies - those for QoS and those for network security. The following section introduces a   QoS Policy Control element , the QoS Policy  Manager, in existing UMTS QoS Architecture (Control Plane).

2. The QoS Policy  Manager in UMTS QoS Architecture

  The following figure illustrates QoS policy concept based the UMTS QoS Architecture for UMTS bearer services in the control plane.  .   

 A QoS Policy Manager makes policy decisions related to resources and updates its PEPs.  Likewise, the external network can be QoS and policy enabled and interacts the UMTS QoS Policy Manager for an end-to-end policy enabled QoS provisioning.  

Each network implementing service level agreements SLAs at the edges achieves end-to-end QoS. Each of the UMTS network elements is a Policy Enforcement Point (PEP). For example, the CAC control element performs admission control based on the QoS policies adopted for a call set-up request.  The Resource Manager allocates and manages according to the QoS decision (e.g. specific QoS parameters) made by the QoS Policy Manager.    The policy control interface between the QoS Policy Manager and other PEP’s such as the SGSN, UTRAN and UE is for further study.
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Figure 2 - Policy Enabled UMTS QoS Architecture

The PEPs can be statically provisioned to provide the same QoS for each UMTS QoS class (conversational, streaming, interactive, and background).  All packet flows in each of these classes would be treated the same, independent of source and destination.  

Dynamic QoS Policies allow the behavior for QoS provisioning to be modified during the session.  Multiple streams from mobile terminals can be established independently for each service. This section describes the control plane for establishing dynamic, session-oriented QoS.

In comparison with the IP BS Manager that may manages IP Bearer Layer related policy control functions, the QoS Policy Manager manages the policy-related control at the UMTS Bearer Layer. The interaction and the relations between the IP BS Manager and the QoS Policy Manager is for further study.

4. Proposal


The QoS Policy Manager is introduced into UMTS QoS Architecture (Control Plane) as depicted in Figure 2 and included in the  “QoS” section of TR 23.821.
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