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1. Introduction

The requirement to provide transparent support for IPv6 client-server application through the network has already been established.  The immediate business driver behind this requirement is to provide sufficient addressing space to address the predicted explosive growth in mobile devices but it also resolves a number of other technical issues.

Despite this, legacy IPv4 networks and applications will remain in existence for the foreseeable future. Therefore, to maximize the available services and accessibility to R'00, it is essential that the R'00 architecture supports existing IPv4 applications, PCs and PDAs as well as new IPv6 services and new integrated mobiles. 

The discussion to provide support for existing IPv4 clients is based on the following client-server model.
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This diagram shows an IPv4 client with examples of connectivity via UMTS R'00 and xDSL (but not simultaneously).  The choice of xDSL simply serves as an example of an alternative access technology over which IP connectivity may be provided. 

It is assumed that the same terminal equipment may be accessing multimedia services and independently web browsing.

Within the context of UMTS R'00, to access multimedia services on the CSCF the UE (MT-TE) is required to support an IPv6 connection, which suggests that interowkring will be provided in the handset (MT).  Whereas, within the context of alternative access technology, the same terminal equipment may be used to access multimedia services located on the same CSCF i.e. the multimedia services are common to both access technologies.  Consequently, since the terminal equipment only supports IPv4 then the CSCF is also required to support IPv4 or provide the appropriate interworking. 

It is assumed that web browsing does not involve the CSCF and therefore IPv4 may be used end-to-end in both cases.

2. Solutions

As demonstrated above, the requirement to support IPv4 clients in an access independent way needs to be addressed.  

Two solutions to this problem are presented with the objective of meeting the key requirements of:

· Support for both IPv4 and IPv6 clients, and

· Access independence.

2.1 Interworking in the Mobile Terminal

Supporting IPv4-to-IPv6 interworking in the mobile terminal would provide support for IPv4 clients within UMTS R'00, as shown in the following diagram. 
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It is assumed that interworking cannot be selectively applied without intercepting every packet and consequently for the purpose of web browsing UMTS R'00 would be required to support a second interworking function in the core network to access IPv4 networks and services.  It could be argued that this is a useful addition and could be reused to provide support for IPv4 clients accessing the CSCF from fixed lines.  

The interworking would consist of NAT and IPv4-to-IPv6 type functionality that will then require management and upgrading, which is difficult since the majority of the interworking functions will be distributed i.e. in the mobile terminal.

2.2 Interworking in the Core Network

An alternative mechanism to support IPv4 clients could be to provide IPv4-to-IPv6 interworking in the core network. 
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Placing the interworking function in the core network provides an access independent mechanism to support IPv4 clients, by providing a common resource across access types.  Furthermore, this mechanism removes the need to support interworking in the mobile terminal and the associated management problems. However, this goes against the decision to mandate support of IPv6 between the UE and CSCF.
3. Proposal

Nortel Networks fully supports the adoption of IPv6 to focus the development of IPv6 services on the CSCF.  However, in order for TSG-SA2 to provide a complete solution, it is essential that support of the vast number of existing IPv4 clients and access to IPv4 networks are addressed in an access independent way to facilitate inter-system roaming 

Two possible solutions have been presented, each having pros and cons, but both identifying the need to provide an IPv4-to-IPv6 interworking function. Therefore, it is proposed that the following text (based on S2-000766) is included in TR23.821 to capture the identified problem.

10. Transport 

[Editor’s note: this chapter deals with user and control plane transport issues for relevant interfaces]

10.1 IP version issues

The R00 architecture will be designed to support IPv4 / IPv6 based on the statements below.

· IP transport between network elements of the IP Connectivity services (between RNC, SGSN and GGSN) and IP transport for the CS Domain. 

· Both IPv4 / IPv6 are already options within R99 for IP connectivity.  No change moving to R00

· IP Multimedia CN subsystem elements (UE to CSCF and the other elements e.g. MRF).

· The architecture shall make optimum use of IPv6.

· The R00 IM CN subsystem shall exclusively support IPv6.

· The R00 UE shall exclusively support IPv6 for the connection to R00 IM services.

NOTE: The exact set of the functionality available in the whole IPv6 protocol suite (such as IPSec, IP multicast etc.) that will be mandated in R00 standards is FFS.

· Access to existing data services (Intranet, Internet, …).

· The UE shall be able to access IPv4 and IPv6 based services.
The requirement to support a variety of user equipment including the existing IPv4 clients and provide transparent access to IPv4 networks makes it necessary to support IPv4-to-IPv6 interworking.  However, the location of this interworking function requires further study. 
The location of the IPv4-to-IPv6 interworking shall meet the requirement of access technology independence.  Two solutions have been identified;

10.1.1 Interworking in the Mobile Terminal

Supporting IPv4-to-IPv6 interworking in the mobile terminal would provide support for IPv4 clients within UMTS R'00, as shown in the following diagram. 
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· For the purpose of web browsing, UMTS R'00 would also be required to support an IPv6-to-IPv4 interworking function in the core network. 
· An IPv4-to-IPv6 interworking function in the core network is essential to provide support for IPv4 clients accessing CSCF Services from fixed lines e.g. xDSL, Cable.  
· Location of the IPv4-to-IPv6 interworking function in the mobile terminal will preclude upgrade of this function and address translation in the mobile terminal will require management.
10.1.2 Interworking in the Core Network

An alternative mechanism to support IPv4 clients could be to provide IPv4-to-IPv6 interworking in the core network. 
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· Placing the interworking function in the core network provides an access independent mechanism to support IPv4 clients, by providing a common resource across access types.  
· This mechanism removes the need to support interworking in the mobile terminal but goes against the decision to mandate support of IPv6 between the UE and CSCF. 
· Providing an IPv4-to-IPv6 Interworking function in core network would allow focused development of services on the CSCF based on IPv6.
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