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Abstract of the contribution:  This contribution proposes some clarifications on solution 39.
Discussion
The goal of solution 39 is to allow CN to notify only a subset of all the AFs that subscribed to the "Availability after DDN failure" event (e.g., only the AF(s) that previously sent the data which trigged the DDN failure, or only the AF(s) that want to be notified for a specific traffic type). There are three aspects need to be further clarified.
1) First, in 5G system network triggering service request as described in clause 4.2.3.3 TS 23.502, according to the step 2a, the UPF shall send Data Notification message to the SMF on arrival of the first downlink data packet for any QoS Flow. In the case that AF1 and AF2 DL data packets are bond to same QoS Flow, the UPF send Data Notification message to the SMF only once, i.e. the second application traffic on the same QoS flow will not trigger the Data Notification message.

2) Second, according to the step 3a in clause 4.2.3.3 TS 23.502, the SMF will not contact the AMF if the SMF had previously been notified that the UE is unreachable. Therefore, the SMF will contact the AMF only once even if the SMF received multiple Downlink data notifications for multiple AFs. In these case, the AMF could not receive all of the AFs’s information and set the Notify-on-available-after-DDN-failure flag for all of the AFs that sent the data.

3) Third, it is unclear how to handle the roaming with home routed case. In this case the UDM stores the H-SMF address so the UDM will subscribe the event to H-SMF. However the Downlink Data Notification is triggered from V-UPF to V-SMF. How to subscribe the UE available after DDN failure event to V-SMF is unclear. There are several solutions to address this issue. One possible way is when the AMF receives the event subscription from UDM, it further subscribes the event in the V-SMF. Another possible way is when the H-SMF receives the event subscription from UDM, it further subscribes the event in the V-SMF. The H-SMF stores the V-SMF address in the UDM is also a possible way. 
This contribution also propose a new solution to address the same key issue. 
Proposal
It is proposed to agree the following changes in TR 23.724
***** Start of Change *****

6.39
Solution 39: UE availability after DDN failure for multiple AFs
6.39.1
Introduction
This solution addresses Key Issue 3 (High latency communication) in case of multiple Application Functions (AFs).

When multiple AFs communicate with a UE, each of them can subscribe to the "Availability after DDN failure" event. When a Downlink Data Notification (DDN) failure occurs it should be possible for the CN to notify only a subset of all the AFs that subscribed to the "Availability after DDN failure" event (e.g., only the AF(s) that previously sent the data which trigged the DDN failure, or only the AF(s) that want to be notified for a specific traffic type).
6.39.2
Functional Description

When an AF subscribes to the "Availability after DDN failure" event, the AF includes a Traffic Descriptor to identify the data sent by the AF. The event is subscribed to UDM through NEF.

When the AF send the downlink data, CN identifies which AF sent the down link data by using the Traffic description information received from AF. When the UE becomes available, the CN notifies the AF that has subscribed to the event and sent the data.
The function can be divided into Event Subscription and Activate Event Report:

-
Event Subscription

-
AF subscribe the "availability after DDN failure event". The subscribing event includes traffic description information to identify the data sent by the AF. The event is subscribed to UDM through NEF. The NEF generate NEF Reference for the event. The NEF Reference ID identify the correlation between the event and the AF that subscribe the event.
-
The UDM send the subscription to AMF including NEF Reference ID and Event type
-
The UDM send the subscription to SMF for existing PDU Session or during PDU Session establishment. The SMF send traffic filters to detect the traffics sent by the AF. These traffic filters are designed according to the traffic description info sent by AF. The UPF detects the traffic sent by AF and report to the SMF in the DDN message.
-
Activate Event Report

-
After receiving the DDN message for the AF service, the SMF send message to AMF including the NEF Reference ID.
-
AMF activate the event after DDN failure based on the NEF Reference ID.
-
When the UE become reachable, the AMF notify the corresponding AF that has subscribed the event and sent the data.
6.39.3
Support of EPC interworking
The solution is only applied for 5GC.
6.39.4
Procedures

6.39.4.1
Event Configuration
The procedure of Event Configuration is depicted in Figure 6.39.4.1-1.
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Figure 6.39.4.1-1: Event Configuration - Availability Notification after DDN Failure
1.
The AF subscribes to the "Availability after DDN failure" event by invoking Nnef_EventExposure_subscribe(UE ID/Group ID, AF ID, Availability after DDN failure, DNN/S-NSSAI/AF-Service-ID, Traffic Descriptor) service of the NEF. The "Availability after DDN failure" element is used to identify the event type of the subscription.


The Traffic Descriptor is sent by the AF if it wants to be notified of the availability after DDN failure for a specific traffic type. The Traffic Descriptor can be e.g. an IP-3-Tuple(destination IP address/IPv6 prefix, port number, protocol in use), an Application ID, a non-IP descriptor, or an Ethernet traffic descriptor or other descriptor information that can be used to identify specific AF service. UE ID can be GPSI and Group ID can be external group ID.

2.
The NEF receives the request from the AF and invokes Nudm_EventExposure_subscribe (UE ID/Group ID, AF ID, Availability after DDN failure, DNN/S-NSSAI/AF-Service-ID, Traffic Descriptor, NEF ID, NEF Reference ID) towards the UDM. The NEF Reference ID is used to identify the correlation between the event and the AF that subscribe the event.

3.
From UDM to AMF: Namf_EventExposure_Subscribe request(Availability after DDN failure, NEF ID, NEF Reference ID). The AMF responds to the request.
4.
The UDM determines the SMF based on the Slice information, DNN, and/or AF Service ID. From UDM to SMF: Nsmf_EventExposure_Subscribe(Availability after DDN failure, Traffic Descriptor, NEF ID, NEF Reference ID). Traffic Descriptor is used to indicate the traffic corresponding to the event and identify the AF that provide the service. The SMF generates a Traffic Indicator that allows the SMF to correlate the Traffic Descriptor, NEF ID and NEF Reference ID for future events.

5.
The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Traffic Descriptor and the related Traffic Indicator to the UPF.

6.
The SMF acknowledges the execution of Nsmf_EventExposure_Subscribe.

7.
The UDM acknowledges the execution of Nudm_EventExposure_Subscribe.

8.
The NEF acknowledges the execution of Nnef_EventExposure_Subscribe.

6.39.4.2
Notification
The procedure for notification after DDN failure is depicted if Figure 6.39.4.2-1.
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Figure 6.39.4.2-1: Notification - Availability Notification after DDN Failure
1.
UPF receives the downlink data sent by AF.

2.
UPF sends Downlink Data Notification (DDN) message to the SMF, including the Traffic Indicator related to the Traffic Descriptor that triggered the event so the SMF can determine which service the downlink data belongs to. If multiple applications are bond to the same QoS flow, the UPF sends the DDN message per application to the SMF for this QoS flow. 
3.
Based on the Traffic Indicator, the SMF can determine which Event the downlink data belongs to and determine the NEF ID and the NEF Reference ID to be sent to the AMF. The SMF sends Namf_CommunicationN1N2MessageTransfer to AMF including the NEF ID and the NEF Reference ID. This message is sent even if the SMF had previously been notified that the UE is unreachable.
4.
If DDN fails (e.g. UE is not reachable), the AMF sends Namf_CommunicationN1N2MessageTransfer response to SMF to notify if of the DDN failure.

5.
The SMF sends DDN failure indication to UPF.

6.
The AMF notes the subscription option for notification of availability after DDN failure for the UE, and sets a Notify-on-available-after-DDN-failure flag corresponding to the NEF ID and NEF Reference ID received in step 3.

7.
At some later time, the UE contacts the network, e.g., to perform registration, or as it executes a service request.

8.
If the Notify-on-available-after-DDN-failure flag for the UE is set then AMF sends Namf_EventExposure_Notify(UE ID, NEF Reference ID) to the NEF to notify that the UE is available.

9.
NEF identifies the corresponding AF based on NEF Reference ID and sends Nnef_EventExposure_Notify to AF to notify that the UE is available. Only the AFs linked to the Traffic Indicator (and related Traffic Descriptor) are notified.

6.39.5
Impacts on existing entities and interfaces

NEF:

-
Receives the Traffic Descriptor from the AF and passes to the UDM.

UDM:
-
Subscribes to the AMF event "Availability after DDN failure", passing the NEF ID and NEF Reference ID to the AMF.
-
The UDM sends the subscription to "Availability after DDN failure" to the SMF for an existing PDU Session or during PDU Session establishment including Traffic Descriptor, NEF ID and NEF Reference ID.
SMF and UPF:

-
The SMF sends the Traffic Descriptor to the UPF so it can detect the traffic sent by the AF along with a Traffic Indicator for UPF to relate the Traffic Descriptor with the Traffic Indicator. The UPF detects the traffic sent by AF and sends to the SMF the DDN message including the Traffic Indicator. If multiple applications are bond to the same QoS flow, the UPF sends the DDN message per application to the SMF for this QoS flow.
-
After receiving the DDN message with Traffic Indicator, the SMF sends a message to AMF including the NEF ID and the NEF Reference ID. The SMF sends this message even if it had previously been notified that the UE is unreachable.
AMF:

-
AMF activates the event after DDN failure based on the NEF ID and the NEF Reference ID.
-
When the UE becomes reachable, the AMF notifies the corresponding AF that has subscribed the event and sent the data.
6.39.6
Evaluation

The Solution proposes the Availability after DDN failure notification procedure in case of multiple Application Functions (AFs). The AF provides the Traffic Descriptor information during the Event Configuration procedure, and the Traffic Descriptor information can be used by the network to determine the corresponding AF.

The solution addresses the architectural requirements for key issue 3 "Provide the AF (i.e. SCS/AS) with UE status information (e.g. reachability notification or the time when the UE is expected to be reachable)".
Editor’s Note: It is FFS how to subscribe the availability after DDN failure event in V-SMF for PDU session with home routed traffic.
***** Next Change *****
6.x
Solution x: AF Notifications after DDN failure 
6.x.1
Introduction
This solution addresses Key Issue 3 (High latency communication) in case of multiple Application Functions (AFs).

When multiple AFs communicate with a UE, each of them can subscribe to the "Availability after DDN failure" event. When a Downlink Data Notification (DDN) failure occurs it should be possible for the CN to notify only a subset of all the AFs that subscribed to the "Availability after DDN failure" event (e.g., only the AF(s) that previously sent the data which trigged the DDN failure, or only the AF(s) that want to be notified for a specific traffic type).
6.x.2
Functional Description

When an AF subscribes to the "Availability after DDN failure" event, an application ID which identifies the AF is included in the message. The event is subscribed to UDM through NEF.

When the AF send the downlink data, CN identifies the AF by using the application detection function. When the UE becomes available, the CN notifies the AF that has subscribed to the event and sent the data.
The function can be divided into Event Subscription and Activate Event Report:

-
Event Subscription

-
AF subscribe the "availability after DDN failure event" together with application ID. The event is subscribed to UDM through NEF. The NEF generate NEF Reference for the event. The NEF Reference ID identify the correlation between the event and the AF that subscribe the event.
-
The UDM send the subscription to (h)SMF including NEF Reference ID and Event type.
-
The UDM send the subscription to (h)SMF for existing PDU Session or during PDU Session establishment. The (h)SMF activates the application detection in the (h)UPF for the application ID. The (h)UPF detects the traffic sent by AF and report to the (h)SMF in the N4 Report message.
-
After receives N4 Report message from the (h)UPF, the (h)SMF activates the "availability after DDN failure event" based on the application ID reported by UPF. The (h)SMF maintains the list of AF which has subscribed the event and sent the downlink data, and need to be notified after the UE is available.
-
If the (h)SMF has not subscribed "availability after DDN failure event" in AMF, it send the subscription to AMF directly or via (v)SMF in case of roaming with home routed case. The (h)SMF only subscribes this event once per UE.
-
Event Report

-
When the UE become reachable, the AMF notifies the (h)SMF which has subscribed the event. 

-
The (h)SMF notifies the corresponding AF that has subscribed the event and sent the data.
6.x.3
Support of EPC interworking
The SMF+PGW-C can subscribe the "availability after DDN failure event" to the MME. After it receives notification from the MME about the UE availability after DDN failure event, the SMF+PGW-C notifies the corresponding AF that has subscribed the event and sent the data.
6.x.4
Procedures

6.x.4.1
Event Configuration
The procedure of Event Configuration is depicted in Figure 6.39.4.1-1.
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Figure 6.x.4.1-1: Event Configuration - Availability Notification after DDN Failure
1.
The AF subscribes to the "Availability after DDN failure" event by invoking Nnef_EventExposure_subscribe(UE ID/Group ID, Application ID, Availability after DDN failure, DNN/S-NSSAI/AF-Service-ID) service of the NEF. The "Availability after DDN failure" element is used to identify the event type of the subscription. UE ID can be GPSI and Group ID can be external group ID.

2.
The NEF receives the request from the AF and invokes Nudm_EventExposure_subscribe (UE ID/Group ID, Application ID, Availability after DDN failure, DNN/S-NSSAI/AF-Service-ID, NEF ID, NEF Reference ID) towards the UDM. The NEF Reference ID is used to identify the correlation between the event and the AF that subscribe the event.

3.
The UDM determines the SMF based on the Slice information, DNN, and/or AF Service ID. From UDM to (h)SMF: Nsmf_EventExposure_Subscribe(Availability after DDN failure, UE ID, Application ID, NEF ID, NEF Reference ID)..

4.
If the (h)SMF has no Packet Flow Description of the Application ID, it retrieves the corresponding PFD from the NEF. Otherwise the (h)SMF activates the application detection function to detect the traffic of the Application ID in the (h)UPF by using N4 Session Establishment/Modification Request.

5.
The (h)SMF acknowledges the execution of Nsmf_EventExposure_Subscribe.

6.
The UDM acknowledges the execution of Nudm_EventExposure_Subscribe.

7.
The NEF acknowledges the execution of Nnef_EventExposure_Subscribe.
8.
(h)UPF receives the downlink data sent by AF. 
9.
The (h)UPF detects the application traffic and reports start of the application by N4 Report message to (h)SMF.

10.
The (h)SMF set Notify-on-available-after-DDN-failure flag to activate the "Availability after DDN failure" event towards the AF identified by the detected Application ID. The Notify-on-available-after-DDN-failure flag correlates the NEF ID and NEF Reference ID received in step 3. If the (h)SMF has not subscribe the "Availability after DDN failure" event to the AMF, it sends Namf_EventExposure_Subscribe request to the AMF to subscribe the notification of "Availability after DDN failure". The AMF stores the subscribed event and responds to the request.
6.x.4.2
Notification
The procedure for notification after DDN failure is depicted if Figure 6.x.4.2-1.
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Figure 6.x.4.2-1: Notification - Availability Notification after DDN Failure
1.
(v)UPF receives the downlink data sent by AF.

2.
(v)UPF sends Downlink Data Notification (DDN) message to the (v)SMF, on arrival of the first downlink data packet for the QoS flow.
3.
The (v)SMF sends Namf_CommunicationN1N2MessageTransfer to AMF, if the (v)SMF has not been notified that the UE is unreachable.
4.
If DDN fails (e.g. UE is not reachable), the AMF sends Namf_CommunicationN1N2MessageTransfer response to (v)SMF to notify the DDN failure.

5.
The (v)SMF sends DDN failure indication to UPF.

6.
If the AMF have stored “availability after DDN failure” event subscribed by (h)SMF for the UE, it sets a Notify-on-available-after-DDN-failure flag corresponding to the (h)SMF.

7.
At some later time, the UE contacts the network, e.g., to perform registration, or as it executes a service request.

8.
If the Notify-on-available-after-DDN-failure flag corresponding to the (h)SMF for the UE is set then AMF sends Namf_EventExposure_Notify(UE ID) to the (h)SMF to notify that the UE is available.
9.
The (h)SMF checks the list of AF which has subscribed the event and sent the downlink data, and sends Namf_EventExposure_Notify(UE ID, NEF Reference ID) to the NEF for each AF in that list.
Editor’s Note: How the (h)SMF selects the proper AF to notify the event is FFS

10.
NEF identifies the corresponding AF based on NEF Reference ID and sends Nnef_EventExposure_Notify to AF to notify that the UE is available. Only the AFs linked to the Traffic Indicator (and related Traffic Descriptor) are notified.
6.x.5
Impacts on existing entities and interfaces

NEF:

-
Receives the Application ID from the AF and passes to the UDM.

UDM:
-
The UDM sends the subscription to "Availability after DDN failure" to the (h)SMF for an existing PDU Session or during PDU Session establishment including Application ID, NEF ID and NEF Reference ID.
(h)SMF and (h)UPF:

-
The (h)SMF activates the application detection function to detect the application traffic in (h)UPF
-
The (h)UPF reports the (h)SMF after the application has been detected. 
-
The (h)SMF activates the "Availability after DDN failure" event notification after the (h)UPF report that the application has been detected..
-
The (h)SMF subscribe the "Availability after DDN failure" in the AMF

-
After the (h)SMF receives notification from the AMF, the (h)SMF notifies the corresponding AF that has subscribed the event and sent the data.
AMF:

-
When the UE becomes reachable, the AMF notifies the (h)SMF on the "Availability after DDN failure" event
6.x.6
Evaluation

The Solution proposes the Availability after DDN failure notification procedure in case of multiple Application Functions (AFs). The AF provides the Application ID during the Event Configuration procedure, and the (h)SMF use application detection function to detect the application traffic in the (h)UPF. For PDU Session with home routed it is the home SMF to active the application detection in the home UPF, to subscribe the "Availability after DDN failure" in the AMF and to notify the AF that has subscribed the event.
The solution addresses the architectural requirements for key issue 3 "Provide the AF (i.e. SCS/AS) with UE status information (e.g. reachability notification or the time when the UE is expected to be reachable)".
***** End of Changes *****
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