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1
Discussion
1.1
Use of PLMN ID for non-public networks

ITU has published operational bullet no. 1156 [1], which states:


Note from TSB


Following the agreement on the Appendix to Recommendation ITU-T E.212 on “shared E.212 MCC 999 for internal use within a private network” at the closing plenary of ITU-T SG2 meeting of 4 to 13 July 2018, upon the advice of ITU-T Study Group 2, the Director of TSB has assigned the Mobile Country Code (MCC) “999” for internal use within a private network. Mobile Network Codes (MNCs) under this MCC are not subject to assignment and therefore may not be globally unique. No interaction with ITU is required for using a MNC value under this MCC for internal use within a private network. Any MNC value under this MCC used in a network has significance only within that network. The MNCs under this MCC are not routable between networks. The MNCs under this MCC shall not be used for roaming. For purposes of testing and examples using this MCC, it is encouraged to use MNC value 99 or 999. MNCs under this MCC cannot be used outside of the network for which they apply. MNCs under this MCC may be 2- or 3-digit.

This ITU decision is relevant for solution 1 as currently documented in TR 23.724. Solution 1 assumes that only NPN-IDs are broadcasted by non-public networks. The motivation to make this assumption in solution 1 was that it was not clear whether ITU would assign a PLMN ID range for non-public, i.e. private networks.

As quoted above, MCC 999 and any MNC under this MCC has been made available for use in private networks and can be assigned without prior interaction with ITU. PLMN IDs based on MCC 999 may not be globally unique [1]. However, this is not an issue for non-public networks since the additional non-public network ID can be used to assign a unique network ID (see solution 1 in TR 23.724).
Therefore the following is proposed 

-
to define a PLMN ID consisting of MCC 999 and a 3GPP reserved c MNC (e.g. MNC 001) (which MNC to use is up to Stage 3 to define) to be used for non-public networks
-
to broadcast this PLMN ID for non-public networks as an indicator that the network is non-public
-
as already defined in solution 1 in TR 23.724, to also broadcast the NPN-ID to identify the non-public network
With respect to the latter, it is worth re-emphasizing that the non-public network ID is still needed in addition to the PLMN ID, even when using MCC 999). The reason is as follows.
MCC 999 allows for 1000 unique PLMN IDs to be defined. It is reasonable to assume that more than 1000 independent networks for vertical use cases (e.g. automation networks) will be deployed globally. This in turn means that a PLMN ID consisting of MCC 999 and MNC X will be used by more than one network. This could lead to scenarios where two neighboring factory networks use the same MNC X, which could lead to UEs (e.g. machines) from one factory network to connect to the network of the other factory. Not only would this lead to unnecessary signaling on the neighboring network but the UEs would also get rejected and enter limited service state. It is worth mentioning that similar issues can occur even if non-neighboring networks use the same MCC 999 and MNC X: if a UE has a subscription for MCC 999 and MNC X and is mobile (e.g. for logistics related use cases) it may see a network that uses the same MCC 999 and MNC X, leading to the same unnecessary signaling for that network and the UE being rejected.
Both aspects (the need for a large number of network identifiers and the need to prevent UEs from trying to automatically select and attach to networks they are not authorized to select in order to avoid uneccesary signaling) has also been recognized in the following two normative SA1 requirements in TS 22.261 [2]:

The 5G system shall support identifiers for a large number of non-public networks to minimize collision likelihood between assigned identifiers.


The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorised to select.
Related changes are proposed to be applied to solution 1.

1.2
Terminology alignment

SA1 has replaced the terms type-a/type-b network by non-public network. The paper proposes to update the terminology of solution 1 and solution 2 accordingly.

1.3
Addressing open issues

1.3.1
Automatic network selection

Solution 1 contains the following Editor's note:

Editor's note:
The details of automatic network selection for non-public networks is FFS.
The key challenge for automatic network selection for non-public networks is that the UE may have subscriptions for different non-public networks. In situations where multiple non-public networks are available that the UE has a subscription for it is therefore unclear which network to prioritize.

Furthermore, none of the non-public networks the UE has a subscription for has the distinct role of a home network for the UE. Consequently, it is not obvious why any of those non-public networks would be in a position to define priorities for non-public network selection as this would also affect the priority for selection of other non-public networks.

Therefore it is proposed to clarify that in situations when multiple non-public networks are available that the UE has subscriber identifier and credentials for, then the priority order for selecting and attempting to register with non-public networks is based on UE implementation e.g. based on user input if the device has UI, or other methods if it doesn't. Further details of automatic network selection are proposed to be addressed by Stage 3.
1.3.2
CN function sharing
Solution 2 contains the following Editor's note:

Editor's note:
Whether CN functions are shared between PLMN and non-standalone type-a network is FFS.

Solution 2 states that it addresses "networks that are deployed as part of a PLMN". Given this, a typical deployment that can be assumed is that most CN functions would be shared with the PLMN, potentially with the exception of the UPFs, which may be deployed on site to ensure low latency for the user-plane.

However, at the same time it is not precluded that network functions are not shared, i.e. that the entire network is deployed on site. 

In conclusion, solution 2 does not make any assumptions on deployment scenarios. Therefore it is proposed to remove this editor's note.
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6.1
Solution #1: Identification, selection and access control for non-public networks
6.1.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for non-public networks") and key issue #2 ("Network Identification for non-public networks").
The solution supports 
stand-alone non-public networks (i.e. networks that are not relying on network functions of a public PLMN).

The solution is based on the following principles:
-
Identities

-
A Non-public network ID (NPN-ID) identifies a non-public network. The NPN-ID supports two assignment models

-
Locally managed NPN-IDs are assumed to be chosen randomly at deployment time to avoid collisions (and may therefore not be unique in all scenarios)

-
Universally managed NPN-ID are managed by a central entitity are are therefore assumed to be unique.

NOTE 1:
Which legal entity manages the number space is out of scope of 3GPP.

-
A human-readable network name identifies a non-public network. The human-readable name may be unique.
-
The following information is broadcasted in SIB by gNBs providing access to a non-public network:

-
PLMN ID consisting of MCC 999 (assigned by ITU for private networks [X]) and an MNC defined by 3GPP to identify the cell as part of a non-public network.
NOTE 2:
Which MNC to use for non-public networks is up to Stage 3 to define. Whether the full PLMN ID identifying non-public networks needs to be broadcasted or whether this can be further optimized in SIB is up to RAN2 and CT1 to decide.
Editor's note:
Whether other regional PLMN IDs assigned for non-public networks can be used is FFS.


-
cellReservedForOtherUse indication (to prevent non supporting UEs from accessing the cell; see also TS 38.304 [8]). UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the non-public network indication as not barred.

-
List of NPN-IDs identifying the non-public networks the cell provides access to
-
(Optional) Human-readable network name (per NPN-ID)
-
Network and cell selection

-
UE performs network selection between gNBs broadcasting different NPN-IDs

-
UE performs cell (re-)selection between gNBs broadcasting the same NPN-ID
-
A UE shall only automatically select and attempt to register with a non-public network the UE has a subscriber identifier and credentials for. If multiple non-public networks are available that the UE has subscriber identifier and credentials for, then the priority order for selecting and attempting to register with non-public networks is based on UE implementation.
NOTE 3:
Further details of automatic network selection are up to CT1 to define.

-
For manual selection the UE presents the list of NPN-IDs and related human-readable names (if available) of the available non-public networks.

-
Subscription

-
Subscriptions to a non-public network are stored in the non-public network's UDM.

-
A subscriber of a non-public network is identified based on a NAI. The realm part of the NAI includes the NPN-ID of the non-public network.

-
UE can be configured with subscriber identifiers and credentials for multiple non-public networks.

Editor's note:
The syntax of the username part of the non-IMSI-based NAI is FFS. Whether the non-public networks a UE can access can be changed by PCF is FFS.
6.1.2
Procedures

Existing procedures are reused.

NOTE:
NPN-ID may need to be added in existing procedures where currently only PLMN ID is signaled. This will be analyzed and decided on a case by case basis during the normative phase.
6.1.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.1.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
*** Next change ***
6.2
Solution 2: Closed Access Group
6.2.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for non-public networks") and key issue #2 ("Network Identification for non-public networks").

The solution supports the following network types:

-
non-stand-alone non-public networks (i.e. non-public networks that are deployed as part of a PLMN)

The solution is based on the following principles:
-
Identities:

-
A Closed Access Group (CAG) ID uniquely identifies a closed access group (CAG) in a PLMN.

-
A human-readable network name identifies the CAG. The human-readable name may be unique.
-
The following information is broadcasted in SIB for a PLMN that supports a CAG:

-
CAG indication identifying the cell as a Closed Access Group cell.

-
cellReservedForOtherUse indication (to prevent non-supporting UEs from accessing the cell; see also TS 38.304 [8]). UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the CAG indication as not barred.

-
CAG ID.
-
(Optional) Human-readable network name.

-
Network and cell selection

-
UE maintains a white list of CAG IDs
-
UE configured to only access CAG cells are not allowed to register via non-CAG cells of any PLMN.
-
UE shall only automatically select and attempt to register via a CAG cell whose identity is contained in the white list.
-
For manual CAG selection the UE presents the list of available CAG IDs and related human-readable names (if available). If a UE has successfully registered to a CAG which was not listed in the white list yet, the CAG ID is added to the CAG white list.

-
Subscription

-
Subscription contains the list of CAGs the UE is entitled to access

-
Subscription contains indication whether the UE is only allowed to access CAG cells (UE is also configured accordingly); this is to address factory devices that are supposed to remain on the CAG cells

6.2.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.2.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.2.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.

*** End of changes ***
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