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Abstract of the contribution: Generalise Key Issue on how to handle overload control in 5GS
1. Generalise the key issue #7 on how to handle overload control
In TR 23.724 there is a key issue (#7) for overload control for "small data", nevertheless overload control in 5G System in rel.15 is incomplete. In more detail while there is already support for MM/SM overload control and Unified Access Control (UAC) but there is at the moment no mechanism to signal Low Priority in NAS and delay Tolerant Access in AS. The signalling for Low Access Priority and delay Tolerant Access is not specific to small data signalling procedures and requires generic handling. 
Observation 1: Signalling for Low Access Priority in NAS and Delay Tolerant Access in AS is not supported in rel.15 5GS.

Observation 2: Signalling for Low Priority in NAS and Delay Tolerant Access in AS is not specific to small data

Proposal 1: Modify the existing key issue #7 in order to generalise the text to handle any missing aspects of overload control and not be specific to small data

2. Conclusion
It is proposed to agree on the following two proposals: 
Proposal 1: Modify the existing key issue #7 in order to generalise the text to handle any missing aspects of overload control and not be specific to small data

>>>Start Changes<<<
5.7
Key Issue 7: Overload Control for small data
5.7.1
Description

In EPC two solutions are provided for small data communication a.k.a. CIoT optimizations: User Plan CIoT EPS optimization and Control Plane CIoT EPS optimization. For the Control Plane CIoT EPS optimization overload control mechanism is defined in EPC to protect the MME and the Signalling Radio Bearers (SRBs) in the E-UTRAN from the load generated by NAS Data PDUs. This key issue aims to study whether and how equivalent overload control mechanism can apply for NB-IoT and WB-E-UTRA connected to 5GC.

NOTE:
The Overload control for 5G IoT depends on the selected solution for small data communication.
5.7.2
Architectural requirements

The following architecture requirement shall be supported:

-
The system should support procedures to handle the overload from data transmission via the control plane (if data transmission via control plane is agreed as a feature in 5GS).

-
The system should allow Exception Report during overload control.
5.7.3
Architectural baseline

Depending on the selected solution for small data communication in 5GS, similar functionality e.g. control plane data back-off timer, control plane overload start indication and service gap as applied in the EPC can be applied to protect the 5GS control plane from overload when used to transport user data packets.

5.7.4
Open issues

The following open issues remains to be studied.

-
In what network function(s) can the overload conditions occur, and where should the overload control be executed?

-
What are the function and procedures required to handle overload?

-
How to allow Exception Report when network function is in overload condition?
-
Whether and how to handle UEs configured for Low Priority and Overriding of Low priority in 5G System.
>>>End of changes<<<
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