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Discussion
This contribution proposes updates to solution 16, adding further details and solving the Editor’s notes.
It is assumed that procedures for collection of terminal analytics are installed on the UE and, if there are multiple procedures, each can be identified. The NWDAF knows the identities of these procedures. Collection of terminal analytics data by these procedures can be turned on by default, or the UE Configuration Update procedure can be used to enable or disable these procedures. A new Terminal Analytics Data Settings IE is introduced for this purpose.
It is proposed that Terminal Analytics Data is sent to the AMF using the Registration Request message, in a new information element of that message. A new Terminal Analytics Data Update event is defined for the AMF. The NWDAF subscribes to be informed of this event. When a UE sends a Registration Request that includes Terminal Analytics Data this triggers the notification of the event towards the NWDAF together with the new Terminal Analytics Data. 
An example is given for how such terminal analytics data can be used in conjunction with network analytics data in order to influence the selection of a particular network slice instance to serve a UE. This is only an example as there could be many other ways to make use of the information obtained from the UE.
Changes in S2-1811164
· Changed TAD and Terminal Analytics Data terminology to UEAD and UE Analytics Data
· Added text to indicate that it is expected that Periodic Registrations will be used to carry the UE Analytics Data
· Changed the caption of Figure 6.16.1-3 (was duplicated)
Conclusion
It is proposed to update section 6.16 of 23.791 as shown below.
Proposal
[bookmark: _Toc523985667]6.16	Solution 16: Use of UE analytics in the 5GC
[bookmark: _Toc523985668]6.16.1	Description
This is a solution to Key Issue 13: UE Driven analytics. In particular, to address:
-	How the NWDAF collects the UE's information;
-	How the NWDAF uses the data provided by the UE to do analytics and provides the analytics information to other NFs.
There are already defined services in the NWDAF for sharing analytics to NFs within 5GC. The PCF and NSSF are two key consumers of such services. To provide access to UE Terminal Analytics, procedures can be defined to convey such information from UE to 5GC NFs, leveraging already available interfaces to 5GC.
The NWDAF collects network analytics from other NFs and combines terminal analytics coming from the UE) with the network analytics. In the example below the NSSF requests the combined analytics information from the NWDAF to assist in making slice selection decisions.
It is assumed that procedures for collection of terminal analytics are installed on the UE and, if there are multiple procedures, each can be identified. The NWDAF knows the identities of these procedures. Collection of UE Analytics Data by these procedures can be turned on by default, or the UE Configuration Update procedure can be used to enable or disable these procedures. A new UE Analytics Data Settings IE is introduced for this purpose.
It is proposed that UE Analytics Data is sent to the AMF using the Registration Request message, in a new information element of that message. A new UE Analytics Data Update event is defined for the AMF. The NWDAF subscribes to be informed of this event. When a UE sends a Registration Request that includes UE Analytics Data this triggers the notification of the event towards the NWDAF together with the new UE Analytics Data. 
An example is given for how such UE Analytics Data can be used in conjunction with network analytics data in order to influence the selection of a particular network slice instance to serve a UE. This is only an example as there could be many other ways to make use of the information obtained from the UE.




Figure 6.16.1-1 Procedure for sharing terminal analytics between UE and NWDAFEnable collection and sending of UE Analytics Data
1. Procedures for collection of terminal analytics are installed as part of the software environment of a UE. Different procedures (identified by different Procedure IDs) produce different types of analytics data. Procedure 1 generates QoE analytics per S-NSSAI and per location. The NWDAF knows the Procedure IDs and the nature of the analytics data generated by each procedure.
2. In order to turn on Procedure 1 on a UE the UEAD Settings for the UE must be updated.
a. The NWDAF invokes the Namf_Communication_N1N2MessageTransfer operation on the appropriate AMF including the UE Configuration Update Command message container. This container includes the UEAD Settings IE (a new IE).
b. The AMF sends the UE Configuration Update Command towards the UE. (If the UE is idle the network triggered service request procedure is performed.)
c. The UE sends the UE Configuration Update Complete towards the AMF.
d. If the NWDAF has previously requested notification the AMF will invoke the Namf_Communication_N1MessageNotify operation.


Figure 6.16.1-2: UE reports UE Analytics Data
3. UE reports UE Analytics Data
a. The NWDAF subscribes to the UEAD Update event (a new event). This can be for a particular UE, group of UE’s, or all UE’s. The event reporting can also be for particular areas of interest.
b. The AMF responds to the subscription request, including a correlation ID.
c. At some later point in time the UE performs a Periodic Registration Request, and includes the new UE Analytics Data IE. Optionally a new timer could be introduced that would trigger a Registration Request. 
d. The AMF reports this to the NWDAF.
4. Other UE’s report their UE Analytics Data 


Figure 6.16.1-3: NWDAF uses UE Analytics Data to change slice selection 
5. The way that the NSSF selects network slice instances for S-NSSAI-A is updated.
a. The NWDAF receives load level notifications for network slice instances
b. The NWDAF compares its knowledge of past load levels for the network slice instances that S-NSSAI-A can be mapped to with past UEAD information on the QoE experienced by UEs using S-NSSAI-A. It determines that in certain locations, at certain times, the QoE levels provided to UEs by one of the network slices instances drops significantly, but is within targets for UEs using the other instances. It creates a new selection policy that sends more UEs to the other network slice instances at certain times, and in certain locations.
c. The NWDAF notifies the NSSF that the selection policy has changed, and provides the new policy.
d. A UE initiates a Registration Request towards the AMF, including a Requested NSSAI that contains S-NSSAI-A.
e. The AMF requests the NSSF to provide the Allowed NSSAI, etc.
f. The NSSF selects a slice instance to serve S-NSSAI-A based on the updated selection policy received from the NWDAF.
g. The NSSF provides the Allowed NSSAI, etc to the AMF. (The network slice instance selected is transparent to the UE, it still gets the S-NSSAI-A back in the Allowed NSSAI that it requested.)
h. The AMF sends the Registration Accept to the UE.
Editor's note:	Identify what triggers the UE to send a Terminal Analytics Update message.
Editor's note:	Identify what information elements are sent in the Terminal Analytics Update and how they are used.
Editor's note:	Identify whether the Terminal Analytics Update is sent via new or existing messages.
[bookmark: _Toc523985669]6.16.2	Impacts on Existing Nodes and Functionality
-	UE
	-	Handle settings for UE Analytics Data procedures
	-	Collect UEAD and send data in Registration Requests
-	, AMF and NWDAF:
-	New procedure to be defined to share Terminal Analytics via already available interfaces to 5GCHandle new UEAD Update event and report the event and data to the NWDAF when Registration Requests are received
-	NWDAF:
-	New functionality at NWDAF to combine NW analytics with Terminal Analytics.Manage new UEAD Update event
-	Manage new slice instance selection policy and inform the NSSF when has been changed
	-	NSSF
		-	Make use of new slice instance selection policy
[bookmark: _Toc523985670]6.16.3	Solution Evaluation
Editor's note:	Use this clause for evaluation at solution level.
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3: UE reports UEAD as a result of running Procedure 1 (NWDAF has subscribed to such events)

UE
AMF
NSSF
NWDAF
UE
AMF
NSSF
NWDAF
3c: Registration Request
[UE Analytics Data]
3d: Namf_EventExposure_Notify
[AMF ID, 
Subscription Correlation ID,
Event ID = UEAD Update,
SUPI,
UE Analytics Data]
3a: Namf_EventExposure_Subscribe Request 
[NWDAF ID,
Target = SUPI(s) or ICI or all UE’s,
Event ID = UEAD Update]
3b: Namf_EventExposure_Subscribe Response
[Subscription Correlation ID]
Time passes
4: Other UE’s provide UE Analytics Data based on Procedure 1



image4.emf
UE AMF NSSF NWDAF

UE AMF NSSF NWDAF

5f: NSSF selects a 

slice instance to 

serve S-NSSAI-A 

based on the 

mapping policy

5g: Nnssf_NSSelection_

Get Response

[Allowed NSSAI,

AMF set]

5h: Registration Accept

[Allowed NSSAI]

5d: Registration Request

[Requested NSSAI]

5a: Load information 

from Network slice

 instance

5b: Compare UEAD and 

load level information and 

update S-NSSAI to network 

slice instance selection 

policies

5c: Nnwdaf_EventsSubscription

_Notify

[S-NSSAI,

Event ID = slice instance

 selection policy update]

5e: Nnssf_NSSelection_

Get Request

[Requested NSSAI,

etc]


Microsoft_Visio_Drawing4.vsdx

5: The network slice instance that the NSSF maps S-NSSAIs to is changed based on NWDAF analysis of UEAD and load info
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1: Procedure for collection of UE analytics installed on UE, identified as Procedure 1. The NWDAF knows what analytics 

data Procedure 1 delivers. There could be multiple procedures installed on a UE.
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