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Abstract of the contribution: Provides an update of solution #1.5 addressing the ENs. 
Discussion
Proposed resolution of the Editor’s notes:
Editor's note:
Further details of the proposed logic to support the coexistence of Rel-15 and Rel-16 UEs over Rel-16 5GC is FFS e.g. providing an example.
The agreed P-CR in S2-188485 included an example which was not proposed to be added to the TR. It was commented that the last rule of the example with all applications mapped to one Slice likely is not a wanted behaviour. It is proposed to add such example to clarify the logic.
Editor's note:
It is FFS how the information about Mutually Exclusive Access to Network Slices is signalled within the network e.g. whether principles described in any other solution can be used.

In principle this solution is independent from how information is signalled within the network, i.e. this solution can be combined with any other solution addressing the required signalling within the network.
NSSF and AMF are possible decision points. HPLMN and VPLMN input needed. 

For V-NSSF, no need for any signalling for VPLMN considerations. 

When AMF is the decision point, the VPLMN considerations is likely achieved by as otherwise why decide in AMF?

For HPLMN input, one may consider SLA or VPLMN getting input from UDM, H-PCF or H-NSSF. 

Consequently, the only signalling that may be required is the signalling of HPLMN policies towards the VPLMN (unless derived by SLA).

Editor's note:
It is FFS how to avoid that established PDU Sessions are released when the UE puts a mutual exclusive slice with higher priority into the Requested NSSAI.

The UE is aware of the S-NSSAIs any established PDU Sessions belong to.

When the UE wants to add a new S-NSSAI the UE decides whether the new S-NSSAI is more important than the existing S-NSSAIs. If that is the case, the UE adds the new S-NSSAI as higher priority than the already registered S-NSSAIs. If any of the already registered S-NSSAIs (i.e. previously in an Allowed NSSAI) is mutually exclusive from the new proposed S-NSSAI and the registered S-NSSAI is of lower priority, then the network deactivates the UP resources and releases the PDU Session.
If the UE does not want to release any of the existing PDU Sessions, then the new S-NSSAI is added after the S-NSSAIs of the existing PDU Sessions (i.e. with lower priority). If the new S-NSSAI is mutually exclusive from any of the already registered S-NSSAIs then the network does not include the S-NSSAI in the Allowed NSSAI.

Editor's note:
Omitting slices in the Allowed NSSAI is used already in Rel-15, i.e. it needs to be clarified whether there are any negative consequences with using same logic also for Mutually Exclusive Access to Network Slices.

In Rel-15, the S-NSSAIs that the UE proposed in the Requested NSSAI which were not included in the Allowed NSSAI nor rejected are subscribed S-NSSAIs (as included in the Configured NSSAI) but currently not available for usage (e.g. not available in the RA). The UE does not have more information than that why the S-NSSAI was not registered, i.e. there is no defined procedure in Rel-15 for allowing the UE to discover when an S-NSSAI becomes available in the new area for the UE. One could propose a similar logic as for LADN, in which the UE gets notified which LADNs are available for the UE in the new RA. Such logic could be seen as new functionality and therefore not agreeable.
Under current circumstances, as the UE does not know when an S-NSSAI becomes available the UE has no other choice than to propose the same S-NSSAI again in the Requested NSSAI. Combining the proposed logic for handling mutually exclusive slices, it would mean that the UE should propose the S-NSSAI in the order of priority the UE wants the S-NSSAI to be registered.

Editor's note:
This clause provides an evaluation of the solution.
Evaluation needs to be provided.
Editor's note:
It is FFS whether and how it is possible to reach the most optimal combination of slices.
See the example(s) in the P-CR, i.e. the most optimal combination is reached immediately.
Editor's note:
It is FFS whether it is beneficial to combine this solution with another solution that provides the information to the UE.

The logic that the UE order the S-NSSAIs in priority order could be efficient when the information the UE has available is outdated, i.e. the solution can be used also when MEANS information is standardized as to allow a network decision already before sending the updated MEANS information to the UE.
Proposal
The following changes are proposed to TR 23.740.
* * * * Start of Change * * * *
6.1.5
Solution #1.5: Mutually Exclusive Access to Network Slices using existing mechanisms

6.1.5.1
Introduction

This is a solution to Key Issue #1, "Mutually Exclusive Access to Network Slices".

This solution is based on existing Rel-15 slice selection mechanisms and does not require any protocol impacts.
6.1.5.2
Functional description
6.1.5.2.1
General assumptions

This solution assumes the following:

-
It is assumed that the UE has internal logic (e.g. MMI, or software support) to understand which applications are needed at a given time, and is able to prioritize the applications requiring different S-NSSAIs. The UE also orders the S-NSSAIs in the Requested NSSAI according to their priority from how the UE wants to use them (i.e. when an application is of highest priority the associated S-NSSAI is derived, e.g. from the URSP, and the S-NSSAI is put first in the Requested NSSAI).

-
It is assumed that the AMF/NSSF leverage on the understanding that the Requested NSSAI is sorted in a priority order, and that the AMF/NSSF does not include in the Allowed NSSAI S-NSSAIs of lower priority which are Mutually Exclusive from higher priority S-NSSAIs

-
The UE understands that an S-NSSAI requested (i.e. it exists in the Configured NSSAI for the serving PLMN) which is not rejected nor in the Allowed NSSAI is mutual exclusive to one or more of the S-NSSAIs in the Allowed NSSAI. If the UE wants to access such an S-NSSAI, the UE puts it with high priority in a new Requested NSSAI
6.1.5.2.2
Applying proposed logic to an example

Example Network Configuration:
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Figure 6.1.5.2.2-1: Example Network configuration for Mutually Exclusive Network Slices 
Example UE configuration:

-
Configured NSSAI: Slice A, B, C, D, E, F, G, H
-
URSP/NSSP: App1a, App1b, App1c->Slice A, App2a, App2b->Slice B, App3a, App3b->Slice C, App4->Slice D, App5->Slice E, App6->Slice F, App7->Slice G, App8->Slice H
Scenario 1:

1.
The UE wants to use 3 applications with priority App1a, App3a, App2a
2.
Requested NSSAI (Slice A, Slice C, Slice B)

3.
Allowed NSSAI (Slice A, Slice B)

-
The network does not include Slice C in the Allowed NSSAI as it is not allowed to be accessed at the same time as the higher prioritized Slice A. 

4.
From the Allowed NSSAI, the UE understands that Slice C may be mutually exclusive from Slice A

5.
Time pass and the UE wants to use App3a i.e. the UE puts the Slice C with higher priority: Requested NSSAI (Slice C, Slice A, Slice B)

6.
Allowed NSSAI (Slice C)

-
UE anticipated that Slice A and Slice C would not be accepted into the Allowed NSSAI but included them anyway to make network aware of UE wanted slices.
In the above scenario the optimal Network Slice configuration is achieved immediately.
Scenario 2:

1.
The UE wants to use 6 applications App1a, App1b, App2a, App2b, App3a, App5 and highest priority is App1a. From URSP UE derives that App1a is to use Slice A and so is App1b. Second priority is App3a, and from URSP the UE derives the slice to be used and also that App3b is to use the same slice (though UE does not intend to use the app). The UE has no further preferences on priority between the other applications but derives the slices to be used and places these in the Requested NSSAI after the prioritized slices.
2.
Requested NSSAI (Slice A, Slice C, Slice B, Slice E)

3.
Allowed NSSAI (Slice A, Slice B)

-
The network does not include Slice C and Slice E in the Allowed NSSAI as it is not allowed to be accessed at the same time as the higher prioritized Slice A. 

4.
From the Allowed NSSAI, the UE understands that Slice C and Slice E may be mutually exclusive from Slice A
Scenario 3:

1.
The UE wants to use 1 application App1a
2.
Requested NSSAI (Slice A)

3.
Allowed NSSAI (Slice A)

4.
The UE establishes a PDU Session using Slice A.
5.
Time pass and the UE wants to use App3a i.e. two options exist:

Option 1: 
· the UE need to use App3a, but the current App1a is more important: Requested NSSAI (Slice A, Slice C)
· Allowed NSSAI (Slice A)

-
the UE knows that Slice A and Slice C may be mutually exclusive and to be able to use App3 the UE needs to put Slice C with higher priority than Slice A.
Option 2: 

· the UE really need to use App3a, i.e. it is more important than current App1a (even though it has an established PDU Session): Requested NSSAI (Slice C, Slice A)

· Allowed NSSAI (Slice C) and the network released the current PDU Session for Slice A as the PDU Session shall not be allowed to be used when UE is registered to the Slice C.
-
the UE knows that Slice A and Slice C may be mutually exclusive
-
the UE establishes a PDU Session for Slice C
In the above scenario the optimal Network Slice configuration is achieved immediately for both options.
The options 1 and 2 shows how to handle already established PDU Sessions. 
It is unlikely that there are already deployed Rel-15 UEs, but if there are then it can be assumed that these UEs either can be updated to apply the logic described above or that these UEs simply add S-NSSAIs to the end of the Requested NSSAI and then there is no issue as they are seen as lower priority by the network.

6.1.5.3
Procedures

6.1.5.3.1
General

No new procedures are required with this solution.


6.1.5.3.2
Signalling within the network

In principle this solution is independent from how information is signalled within the network, i.e. this solution can be combined with any other solution addressing the required signalling within the network.
NSSF and AMF are possible decision points. HPLMN and VPLMN input needed. 

For V-NSSF, no need for any signalling for VPLMN considerations. 

When AMF is the decision point, the VPLMN considerations is likely achieved by O&M as otherwise why decide in AMF?

For HPLMN input, one may consider SLA or VPLMN getting input from UDM, H-PCF or H-NSSF. 

Consequently, the only signalling that may be required is the signalling of HPLMN policies towards the VPLMN (unless derived by SLA).

6.1.5.3.3
Interactions with Rel-15 usage of Allowed NSSAI
In Rel-15, the S-NSSAIs that the UE proposed in the Requested NSSAI which were not included in the Allowed NSSAI nor rejected are subscribed S-NSSAIs (as included in the Configured NSSAI) but currently not available for usage (e.g. not available in the RA). The UE does not have more information than that why the S-NSSAI was not registered, i.e. there is no defined procedure in Rel-15 for allowing the UE to discover when an S-NSSAI becomes available in the new area for the UE. One could propose a similar logic as for LADN, in which the UE gets notified which LADNs are available for the UE in the new RA. Such logic could be seen as new functionality and therefore not agreeable.

Under current circumstances, as the UE does not know when an S-NSSAI becomes available the UE has no other choice than to propose the same S-NSSAI again in the Requested NSSAI. Combining the proposed logic for handling mutually exclusive slices, it would mean that the UE should propose the S-NSSAI in the order of priority the UE wants the S-NSSAI to be registered


6.1.5.4
Impacts on existing entities and interfaces
Impacts compared to Rel-15:

-
This solution has no protocol impacts, but only a few logical assumptions.

UE impact:

-
The UE provides the list of S-NSSAIs in the Requested NSSAI in priority order.

-
The UE understands that an S-NSSAI requested (i.e. it exists in the Configured NSSAI for the serving PLMN) which is not rejected nor in the Allowed NSSAI is mutual exclusive to one or more of the S-NSSAIs in the Allowed NSSAI. If the UE wants to access such an S-NSSAI, the UE puts it with high priority in a new Requested NSSAI

5GC impact (serving and home):

-
The AMF/NSSF assumes that the UE provides the list of S-NSSAIs in the Requested NSSAI in priority order.

-
If the Requested NSSAI includes Mutually Exclusive S-NSSAIs, then the AMF/NSSF does not include the S-NSSAIs of lower priority in the Allowed NSSAI until all S-NSSAIs of the Allowed NSSAI are allowed to be access together.
-
Impacts to make VPLMN aware of HPLMN policies for MEANS and for applying VPLMN policies in the VPLMN.
In this solution, Mutually Exclusive Access to Network Slices in the network is already supported in Rel-15 and does not require any further changes. Actual isolation of resources between network slices is supported by the underlying virtualisation environment and OAM (see SA5 specifications).

6.1.5.5
Evaluation
This solution has no impacts to the protocol towards the UE, and in case SLA covers the agreements of MEANS for Network Slices then there is no need for any signalling within the network. In case SLA is not enough as a solution, then signalling of HPLMN requirement for MEANS to VPLMN would be required, and that is assumed to be covered by another solution.
The solution achieves the most optimal combination of network slice configuration for a UE without the need to signal any additional MEANS information from the network to the UE.
The logic that the UE order the S-NSSAIs in priority order could be efficient when the information the UE has available is outdated, i.e. the solution can be used also when MEANS information is standardized as to allow a network decision already before sending the updated MEANS information to the UE.
The UE does not know whether the Slices really are mutually exclusive, but there is no need for the UE to know as the UE can act the same way independently.
The Requested NSSAI becomes larges than necessary as the UE always provides the slices the UE wants to use (derived by wanted applications and the URSP), but thereby the network gets aware of which slices the UE really wants to access and the network operator may try to address the customer needs by creating new slice configuration accordingly (MEANS groups).



* * * * End of Changes * * * *
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