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Abstract of contribution: This paper updates Solution 15 to describe how to support traffic routing in Backbone UP. The paper removes a couple of editor's notes and makes some editorial changes for clarification.
Discussion
This paper updates to Solution 15 and addresses the following points defined in Key Issue#5:
-
How to support the one to one or one to many data communication for 5GLAN communication service within a single 5GLAN group, the procedure to establish, modify, and release the one to one and one to many 5GLAN communication.
-
How to keep the service continuity for 5GLAN communication due to UE mobility within the same PLMN.
UPF can support more than one 5G LAN-type services, each can span over wide area mobile network. In order to correlate the PDU sessions that access to the same 5G LAN-type service, the SMF configures packet handling rules (e.g. packet routing & forwarding rules, packet marking rules) for respective 5G LAN-type service and associated PDU Sessions in the UPF to enable traffic differentiation for proper handling (e.g. marking, steering). The UPF associates the traffic from the path of PDU Session to packet handling rules of the 5G LAN-type service, the packet handling rules are used to route the traffic to the correct UP path based on target address within the Backbone UP of the 5G LAN-type service. This applies to the following 5GLAN communication cases:

· Private data communication within one UPF
· Private data communication across UPFs managed by the same SMF
· Private data communication across UPFs managed by different SMFs
· Private data communication in case of relocating UPFs due to UE mobility
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Figure 1: Cases for 5GLAN communication

In these cases, the packet handling rules for the 5G LAN-type service and related PDU Sessions, if required, the Nx connection are used to connect two or more PDU Sessions accessing to the same 5G LAN-type service.
In 5GLAN communication, traffic routing between PDU Sessions support three types of traffic, i.e. unicast traffic, multicast traffic and broadcast traffic. To support broadcast traffic, a UPF in the Backbone UP can be configured to forward the traffic over a spanning, connected acyclic subgraph of the Backbone UP. That is, the UPF forwards the traffic over every Nx connection incidental to it except for the one that the traffic is received from in the subgraph. In support of unicast/multicast traffic, the UPF routes the traffic using Nx connection(s) leading to the PSA location(s) of target UE(s). This is realized by use of the PMF as described in this clause.
The PMF maintains latest location information of the PSAs for each network address (a unicast address or a multicast address) allocated to the UE(s) in a 5GLAN Group. When a multicast group is created, modified or removed, the PMF is updated with the information, e.g. the multicast address of the group, the identifier of the group, the identifier of member UEs of the group. The multicast group contains a subset of UEs in the 5GLAN Group and is created to support one to many communication among the subset of UEs.

Editor's note:
It is FFS how a multicast group is managed and where the PMF obtains the multicast group information.

Upon detection of traffic destined to a unknown network address (e.g. a unicast address or a multicast address) from the UE, the source PSA resolves the unknown network address by subscribing to receive location information of the target PSA corresponding to the network address from the PMF. In the subscription, the source PSA provides the network address to the PMF, which then notifies the source PSA about latest location of the target PSA. The source PSA routes the traffic to the target PSA location. The subscription-notification is performed via the SMF. The source PSA unsubscribes from the PMF upon detection of data inactivity related to the target network address.
This paper further removes a couple of editor's notes regarding pre-configuration of Backbone UP, by clarifying through a note: Depending on implement and operator's configuration, the Backbone UP (i.e. comprising UPFs and Nx connections in between) can be pre-established before the UE requests PDU Session for access to the 5G LAN-type service and updated afterward.
Some editorial changes are proposed for clarification.
Proposal
It is proposed to include the following solution in TR 23.734. 
**** Start of 1st Change ****
6.15
Solution #15: Basic architecture for supporting dynamic 5G LAN-type service and 5GLAN communication
6.15.4
User plane path management for 5G LAN-type service

6.15.4.1
General description

Private communication (of 5G LAN-type service) is achieved by shared anchor UPF or by interconnecting two anchor UPFs via an Nx interface. The combination of two anchor UPFs and the Nx interface in between is called an Nx connection. 
For example, UE A establishes a PDU session targeting 5GLAN group A, and UE B establishes another PDU session targeting the same group. The user plane of the private communication between UE A and UE B are established by connecting the anchor UPF of UE A’s PDU session and that of UE B’s PDU session, as shown in the figure below, when the two anchor UPFs are not the same UPF:
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Figure 6.15.4-1: The user plane path for two UEs accessing 5G LAN-type service targeting the same 5GLAN group

Multiple Nx connections can be further interconnected for the private communication in the same 5GLAN group, depending how many group member UEs are involved. Overall user plane architecture figure is shown as below:

[image: image3.emf]5GC UP

Backbone UP

UPF

(R)AN

UPF

(R)AN

(R)AN

Access UP 

UPF

PSA UPF/Local 

switch

PSA UPF/Local 

switch

UPF

UE

UE

UE

Nx

PSA UPF/local 

switch

PSA UPF/Local 

switch

(R)AN

UE


Figure 6.15.4-2: overall user plane architecture of 5GLAN communication framework
The user plane of a 5G LAN-type service has two parts, the Access UP and the Backbone UP:

-
The Access UP contains the UP path of a PDU Session, of which UP paths terminates at an anchor UPF but not to a DN.
-
The Backbone UP includes one or multiple Nx connections which bridges the UP paths in the Access UP with each other. The Nx connections in the Backbone UP are managed by the 5GC. Traffic routing over Nx in the Backbone UP is configured at the 5G LAN-type service level (i.e. per hop).
NOTE 1:
The UPF(s) bridged by Backbone UP functions as a router or switch and treats the user plane path of the PDU Session as the cable connecting the UE to one port/interface on the router or switch.

 NOTE 2:
The topology of the Backbone UP is implementation specific. It is limited by, but not necessarily identical to the physical interconnectivity of the comprising UPFs.
NOTE 3:
Depending on implement and operator's configuration, the Backbone UP (i.e. comprising UPFs and Nx connections in between) can be pre-established before the UE requests PDU Session for access to the 5G LAN-type service and updated afterward.
The Nx connections in the Backbone UP support IP traffic and/or Ethernet traffic and are managed by the 5GC. An Nx connection does not belong to a specific PDU Session; it is a per 5GLAN Group connection, shared by multiple PDU Sessions for support of traffic routing between those Sessions.
Editor's note:
It is FFS what functionality needs to be supported in the UPF for 5GLAN service of Ethernet and IP type.
6.15.4.2
Support of traffic routing in Backbone UP
In 5GLAN communication, traffic routing between PDU Sessions support three types of traffic, i.e. unicast traffic, multicast traffic and broadcast traffic. To support broadcast traffic, a UPF in the Backbone UP can be configured to forward the traffic over a spanning, connected acyclic subgraph of the Backbone UP. That is, the UPF forwards the traffic over every Nx connection incidental to it except for the one that the traffic is received from in the subgraph. In support of unicast traffic, the UPF routes the traffic using Nx connection(s) leading to the target UE’s PDU sessions. 
Editor's note:
It is FFS how multicast traffic is routed.
The PMF maintains all the PDU sessions of UEs accessing 5G LAN-type service to the same 5GLAN group, including the anchor UPF of each PDU session. Therefore, SMF connects with PMF to receive the information of the anchor UPF of another PDU session.
Upon detection of traffic destined to an unknown unicast address from the UE, the source PSA reports the unknown address to the SMF. SMF subscribes to PMF by providing the unknown address. 
PMF may immediately respond to SMF with the anchor UPF address, of which the PDU session correlates with the unknown address. PMF may defer the response until the PDU session correlates with the unknown address is established some time later.

The SMF notifies the source PSA with the address of target PSA UPF.
6.15.4.3
Correlate the UE PDU sessions that access to the same 5G LAN-type service
UPF can support more than one 5G LAN-type services. To enable 5GLAN communication and isolation for respective 5G LAN-type service, i.e., traffic routing between UE PDU Sessions accessing to the same 5G LAN-type service, the UPF shall associate the traffic from the path of PDU Session to packet handling rules of the corresponding 5G LAN-type service e.g., based on VLAN Tag, UE address, session tunnel information, the packet handling rules are used to route the traffic to the correct UP path based on target address within the Backbone UP of the 5G LAN-type service. 

When the SMF identifies that the UE PDU Session is accessing to the 5G LAN-type service, in order to bind the UE PDU Session to the 5G LAN-type service the SMF shall configure packet handling rules for the 5G LAN-type service and the UE PDU Session in the UPF to enable traffic differentiation for proper handling (e.g. marking, steering). 5G LAN-type service can span over wide area mobile network, the 5G network shall coordinate UE PDU sessions that access to the same 5G LAN-type service in the cases illustrated in figure 6.15.4.3-1. In these cases, the packet handling rules for the 5G LAN-type service and related PDU Sessions, if required, the Nx connection are used to connect two or more PDU Sessions accessing to the same 5G LAN-type service.

. 
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Figure 6.15.4.3-1: different cases for 5GLAN communication
Case 1: Private data communication within one UPF, the only SMF configures the only UPF the packet handling rules for the 5G LAN-type service and PDU Sessions. 

Case 2: Private data communication across UPFs managed by the same SMF, the only SMF configures UPF1 the packet handling rules for the 5G LAN-type service and the PDU Sessions anchored at UPF1, while configures UPF2 the packet handling rules for the 5G LAN-type service and the PDU Sessions anchored at UPF2. 
Case 3: Private data communication across UPFs managed by different SMFs, the SMF1 configures UPF1 the packet handling rules for the 5G LAN-type service and the PDU Sessions anchored at UPF1, while the SMF2 configures UPF2 the packet handling rules for the 5G LAN-type service and the PDU Sessions anchored at UPF2. 

Case 4: Private data communication in case of relocating UPFs due to UE mobility, the SMF unbinds the handover PDU Session to the 5GLAN-type service in the UPF2 and configures UPF1 the packet handling rules for the 5G LAN-type service and the handover PDU Session.
6.15.4.5
Procedures

6.15.4.5.1
UP path (re)selection by the PMF
Figure 6.15.4.5.1-1 depicts the procedure of (re)selection of UP path for efficient 5GLAN communication.
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Figure 6.15.4.5.1-1: Procedure of UP path (re)selection for efficient 5GLAN communication

1.
The SMF is establishing a PDU Session for a UE to access a 5G LAN-type service. The SMF subscribes to receive notifications of UP path (re)selection decision for the PDU Session from the PMF. In the subscription, the SMF provides UE location information, UE IP address, PDU Session information (e.g. PDU Session ID), and information (e.g. PDU Session correlation information) in the PCC rules obtained from the PCF to the PMF.
2.
The PMF selects UP path for the PDU Session according to the SMF subscription, UPF information, and local configuration. The UP path selection decision takes into account other PDU Sessions that are correlated to this PDU Session.

In this step, the PMF can determine or update the composition (e.g. UPFs) and/or the structure (e.g. interconnection between UPFs) of the Backbone UP of the 5G LAN-type service for efficient 5GLAN communication.

3.
The PMF (a) notifies the SMF of the UP path selection decision and (b) (optionally) configures or reconfigures the Backbone UP of the 5G LAN-type service. The substep (b) includes configuring Nx connection(s) and is performed via a selected SMF; it is optional when the Backbone UP has already been configured and there is no change to the Backbone UP introduced in the step 2.
Editor's note:
It is FFS how the PMF selects an SMF for the substep 3b.
4.
The SMF configures the UP path for the PDU Session according to the UP path selection decision received from the PMF.

In this step, the SMF configures packet handling rules in the UPF to bind the PDU Session with the 5G LAN-type service so that the UPF can identify traffic of the 5G LAN-type service for proper packet handling (e.g. marking, steering).
5.
The PMF receives a trigger for UP path reselection for the PDU Session. 


(1) A update to the subscription in step 1, received from the SMF.


(2) A subscription to UP path (re)selection decision is created, modified or removed for a PDU Session that is correlated to this PDU Session.


(3) Other factors, e.g. load change in UPF. 

6.
The PMF reselects UP path for the PDU Session according to the trigger(s) (and the information associated with the trigger(s)). The UP path selection decision takes into account other PDU Sessions that are correlated to this PDU Session.


In this step, the PMF can update the composition (e.g. UPFs) and/or the structure (e.g. interconnection between UPFs) of the Backbone UP of the 5G LAN-type service for efficient 5GLAN communication..

7.
The PMF (a) notifies the SMF of the UP path reselection decision for the PDU Session and (b) (optionally) reconfigures the Backbone UP. The substep (b) includes configuring Nx connection(s) and is performed via a selected SMF; it is optional if there is no change to the Backbone UP introduced in the step 6.
Editor's note:
It is FFS how the PMF selects an SMF for the substep 7b.
8.
The SMF reconfigures the UP path for the PDU Session according to the UP path reselection decision received from the PMF. This step happens during PDU Session modification.

In this step, the SMF configures packet handling rules in the UPF to bind the PDU Session with the 5G LAN-type service, so that the UPF can identify traffic of the 5G LAN-type service for proper handling (e.g. marking, steering).
9.
The SMF-1 unsubscribes from the PMF for the PDU Session when the PDU Session is released or when the UP connection of the PDU Session is deactivated. The subscription can trigger the PMF to perform UP path reselection for the PDU Sessions correlated to this PDU Session.

6.15.4.5.2
Address resolution

Figure 6.15.4.5.2-1 depicts the procedure of resolving a unknown network address during user plane data forwarding in the Backbone UP to support 5GLAN communication.
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Figure 6.15.4.5.2-1: Procedure of resolving a network address during user plane forwarding

The UPF receives UL traffic destined to a unknown network address, which may be a unicast address pointing to one UE or a multicast address pointing to multiple UEs. The UPF identifies the 5GLAN Group that the traffic belongs to according to the UP tunnel information and preconfigured mapping between UP tunnel and 5GLAN Group.

1. 
The PSA UPF subscribes to receive location information of the PSA associated with the network address for the 5GLAN Group from the PMF via the SMF. The SMF provides information identifying the 5GLAN group and the unknown address to PMF for this subscription.
2.
The PMF optionally responds to the PSA UPF via the SMF by including the subscribed information in the response. 

3. 
When the subscribed information changes, the PMF notifies the PSA UPF via the SMF about the change. This step may take place immediately after the PMF receives the subscription from the PSA UPF in step 1; in this case, this step servers as a response to the subscription, and the response in the step 2 is optional. 

5.
Using the location information of PSA, the UPF identifies the respective Nx connection and routes the data traffic using the identified Nx connection.

6. 
When the PSA UPF detects that there is no data activity associated with the network address for the 5GLAN Group, the PSA UPF removes location information of PSA associated with the network address from its local storage and unsubscribes from the PMF via the SMF.
6.15.4.5.3
Correlate the PDU sessions that access to the same 5G LAN-type service
Figure 6.15.4.5.3-1 depicts the procedure of correlating the PDU sessions that access to the same 5G LAN-type service:
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Figure 6.15.4.5.3-1: Correlate the PDU sessions that access to the same 5G LAN-type service
1.
The UE requests the PDU Session to a 5G LAN-type service.
2.
PMF manages the UP paths as described in 6.15.4.5..1.

3.
In order to bind the UE PDU Session to the 5G LAN-type service, the SMF configures packet handling rules for the 5G LAN-type service and the UE PDU Session in the UPF in the following way:

-
set the forwarding rules (UE address/VID, session tunnel information, identifier of the 5GLAN group) for the UE PDU Session in the UPF, which indicate the UPF to transfer the traffic from the UL path of UE PDU Session based on the routing rules corresponding to the identifier of the 5GLAN group

-
update the routing rules corresponding to the identifier of the 5GLAN group in the UPF, which allow the UPF to transfer the traffic destined to the UE address on the UE PDU Session

4.
UPF performs routing for traffic from/to the UE PDU Session in Backbone UP. This is described in clause 6.15.4.5.2.
6.15.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.15.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
**** End of Change ****
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