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Abstract of the contribution: this contribution propose solution to support network identification, selection and access control for Non-Public Networks.
1.
Introduction
For Vertical and LAN services, in TR 23.734, two key issues have been identified and captured.  

Key Issue #1: Network discovery, selection and access control for type-a and type-b networks.
Key Issue #2: Network Identification for type-a and type-b networks.
In this contribution, we discuss how UE acquire the network identification, network selection and  access control are performed for UEs in different states including CM_IDLE, CM_CONNECTED and CM_CONNECTED with RRC inactive.
2.
Discussion on Identification of Non-Public networks
In order to support network identification of non-public and public networks, UE needs to acquire the network identifier.  In general, this can be done in either AS or NAS layer.  Basically, whether UE can get the network identifier in AS layer i.e. from system information broadcasting or RRC signalling can be discussed in SA2 but the finally decision should be up to RAN2 since there are RAN dependency.  From SA2 perspective, SIB-based approach to acquire network identifier can be identified as one potential option to acquire network identifier but should not be assumed to be mandatory.
Observation 1: Whether UE can get the network identifier in AS layer i.e. from system information broadcasting or RRC signalling should be decided by RAN2 since there are RAN dependency.
In addition to AS layer approach to acquire the network identifier, we think NAS layer approach can also be considered and this can be decided by SA2.  With this option, if the UE doesn’t differentiate whether the network is NPN or public network in AS layer i.e. via system information or dedicated RRC signaling, UE can utilize the registration procedure i.e. in registration response, the UE can know whether this network is NPN or not.  Meanwhile, UE Configuration Update (UCU) in Rel-15 can also be utilized to configure/update the NPN information to the UE.  In summary, we think there can be three options to acquire the identification of non-public networks.
· Option 1:  System information broadcasting & RRC dedicated signaling

· Up to RAN to discuss and decide
· Option 2:  NAS procedure via registration
· Option 3:  UCU messages
For Option 1, the assumption is that AS layer impact is unavoidable and UE can know if the network is NPN or not by reading system information or via RRC dedicated signaling by NG-RAN.  The format of NPN identifier can be same or different from PLMN ID.  If the format is the same, there is need to introduce separate indication to distinguish NPN identifier.  If the format is different, there is no such need.  For Option 2 and 3, the assumption is that there is no change in AS layer which means NPN identifier can follow the format of PLMN ID.  AS layer impacts can be minimized or even avoided for network identification purpose.
Observation 2: In case the NPN identifier reuses PLMN ID format, there is no need to introduce separate indication for NPN.

Learning from Rel-15 experiences on slicing support in RAN side, AS layer impact may be one important issue that need to be taken into consideration.  Thus, we propose SA2 to consider different options including AS and NAS based approaches instead of relying on AS layer impacts. 
Proposal 1: SA2 captures the three options in TR 23.734.

Proposal 2:  SA2 send LS to RAN2 to confirm if NPN identification is differentiated in AS layer.
The proposed changes to TR 23.734 to capture the above proposals are provided in Section 5.  
3.
Discussion on Network Selection for Non-Public Networks
In Rel-15, PLMN list is broadcasted in Uu interface and RRC_IDLE and RRC_INACTIVE UEs can check if it is allowed to access a PLMN by reading the PLMN list broadcasted.  Therefore, if the NPN list is also broadcasted, UE can check if it is allowed to access the NPN.  This is similar to legacy PLMN selection process and can be performed by NAS layer. 

Proposal 3: During network selection, if NPN list is broadcasted by the network side, UE can read the NPN list perform network selection according to its subscription.
Proposal 4: Network selection between non-public and public networks and follow legacy PLMN selection process and performed by NAS layer.
3.
Discussion on Access Control for Non-Public Networks

In SA1, the requirements on access control for vertical and LAN services are specified as follows.

The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorised to select.

The 5G system shall support a mechanism to prevent a UE with a subscription to a PLMN from automatically selecting and attaching to a non-public network it is not authorised to select.
According to the above requirements, access control mechanisms are needed.  In TR 23.734, key issues have been identified for access control and some solutions have been provided.  
In our view, to support unified access control for RRC_Idle and RRC_Inactive UEs for LAN services, it seems beneficial to broadcast network identifiers in Uu interface since this can enable RRC_Idle and RRC_Inactive state UEs to perform UAC without initiating request to network side.  After network selection,  UAC can be performed if the network side has provided the related UAC parameters to UE. Legacy UAC approach can be reused and the UE which access NPN can be configured with access identity.  The assumption here is that UE can be configured with per NPN UAC parameters like per-PLMN UAC parameters in Rel-15.
Proposal 5: For a selected NPN, UAC is applied using the UAC parameters configured using Rel-15 approach for RRC_Idle and RRC_Inactive UEs.

When slicing is adopted for a NPN, we propose to reuse Rel-15 unified access control for slicing when for LAN services which means to use operator defined access category to support UAC for NPN as well.  One thing needs be discussed is whether operator-defined access category can also be defined by third party.  From our point of view, if the NPN can also be managed by the third party, it seems reasonable to allow the third party to define the operator defined access categories to reflect their needs on per-slice access control.
Proposal 6: For a selected NPN, when slicing is enabled, third-party defined access categories can be used to meet the per-slice access control which means slice is considered during access category configuration and no per-slice UAC parameters are needed to be provided explicitly.
The proposed changes to TR 23.734 is provided in Section 5.
4.      Conclusions
Proposal 1: SA2 captures the three options in TR 23.734.

Proposal 2:  SA2 send LS to RAN2 to confirm if NPN identification is differentiated in AS layer.
Proposal 3: During network selection, if NPN list is broadcasted by the network side, UE can read the NPN list perform network selection according to its subscription.
Proposal 4: Network selection between non-public and public networks and follow legacy PLMN selection process and performed by NAS layer.
Proposal 5: For a selected NPN, UAC is applied using the UAC parameters configured using Rel-15 approach for RRC_Idle and RRC_Inactive UEs.
Proposal 6: For a selected NPN, when slicing is enabled, third-party defined access categories can be used to meet the per-slice access control which means slice is considered during access category configuration and no per-slice UAC parameters are needed to be provided explicitly.
5.
Text Proposal

Following the discussions, we propose to agree the following changes vs. TR 23.734.
* * * * Beginning of Changes * * * * 
6.X
Solution #X: Solution for Access Control for UEs in Different States
6.X.1
Description
This is a solution for Key Issue #1 and Key Issues #2  in order to perform network identification, selection and access control for non-public networks(NPN):

In order to support network identification for RRC_Idle, RRC_Inactive and RRC_Connected UEs, network needs to provide the  NPN identifier to UE and three options can be adopted.
· Option 1:  System information broadcasting & RRC dedicated signaling for UEs in three states
· This Option is up to RAN WGs to decide
· Option 2:  NAS procedure via registration which is only applicable to UEs in RRC_Connected
· Option 3:  UCU (UE Configuration Update) messages which is only applicable to UEs in RRC_Connected
In order to support network selection, if NPN list is broadcasted by the network side using Option 1, UEs can get the NPN list to perform network selection by NAS layer which follows legacy PLMN selection procedure.
In order to support UAC for NPN, Rel-15 approach can be reused to configure the UAC parameters can be reused for  RRC_Idle and RRC_Inactive UEs.
When slicing is deployed for NPN and in order to perform UAC, for a selected NPN, when slicing is enabled, third-party defined access categories can be used to meet the per-slice access control which means slice is considered during access category configuration and no per-slice UAC parameters are needed to be provided explicitly.
6.X.2
High Level Description
6.X.3
Impacts on Existing Nodes and Functionality

Editor's note:
This clause describes impacts to existing services and interfaces.

6.X.4
Solution Evaluation

Editor's Note: This clause provides an evaluation of this solution.
* * * * End of Changes * * * * 
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