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Abstract of the contribution: It is proposed to remove the untrusted wireline access part of supported UE location information of untrusted N3GPP access and fill in evaluation part of Solution 13.
Introduction
The 5G Core Network supports the connectivity of the UE via non-3GPP access networks, e.g. WLAN access. And in release 15 of 5G core specification, 5G Core Network can only support untrusted non-3GPP accesses. 
Strictly speaking, the term untrusted WLAN access is described and used in 4G and there are no precise definitions on term untrusted WLAN access and let alone untrusted Wireline access in 5G.
So it is proposed to modify the descriptions of 4G’s terminology untrusted WLAN access in eLCS topic, and the column for untrusted Wireline access in Table 6.13.2-1 should be removed because it may raise confusions unless N3GPP topic has defined this terminology.
Proposal
Proposal:

It is proposed to agree the following changes to TR 23.731.
* * * * Start of 1st Changes * * * * 
6.13.2.2
Location information for non-3GPP access
For the issue of what information can be regarded as location information for non-3GPP access:
-
If the UE only registered to untrusted non-3GPP access, following information can be regarded as UE location information:

Table 6.13.2-1: Supported UE location information of untrusted non-3GPP access

	
	Untrusted non-3GPP Access
	void

	UE Side
	UE local IP address,

In case of WLAN access, BSSID of the attached AP or BSSID of detected AP

Civic address and/or geospatial location information (NOTE 1, NOTE 5, NOTE 6).
	void


	N3IWF Side
	UE local IP address and optionally UDP or TCP source port (NOTE 2)
	void

	AMF Side
	UE local IP address and optionally UDP source port (NOTE 3).

Last known 3GPP access User Location Info (NOTE 4).
	void

	NOTE 1:
In case of WLAN access, the UE may retrieve its location from a WLAN AP, prior or after association with the AP, requesting the Civic Location ANQP element, the Geospatial Location ANQP element or both as specified in IEEE Std 802.11-2012, using ANQP procedures described in HS2.0 Rel 2 specification.

NOTE 2:
More details can refer to TS 23.501 [4] clause 5.6.2.

NOTE 3:
This location information can be provided by location change event, more details can refer to TS 23.502 [5] clause 5.2.2.3.1.

NOTE 4:
This location information is also named as Last known Cell-Id, more details can refer to TS 23.501 [4] clause 5.6.2.

NOTE 5:
Geospatial location information can be obtained if UE (e.g. laptop) has installed GNSS receiver, i.e. GPS.

NOTE 6:
Some Applications (e.g. Google Map) may map the WiFi AP's BSSID with the geospatial locations obtain through GPS when the UE switch on the GPS and WiFi simultaneously. When another UE detect the same AP, the Application will send the geospatial locations to the UE. Thus the UE obtain the geospatial locations even without switch on the GPS. If the Application map the geospatial locations to civic address, the UE can also obtain the civic address.


-
If the UE registered to 3GPP access and non-3GPP access simultaneously, following information can be regarded as UE location information:

-
All location information when the UE only registered to non-3GPP access,

-
All location information when the UE only registered to 3GPP access, more details can refer to TS 36.305 [12].

For the issue of how to obtain the location information when the UE connects to untrusted non-3GPP access:

In the current LCS system, LMF can obtain location measurements or location estimate from a UE via LPP protocol specified in TS 36.355 [15], and can also obtain location related information from NG-RAN via NRPPa protocol specified in TS 38.455 [11].

A similar solution can be applied to non-3GPP access, in which the LMF also obtains location measurements or location estimate from a UE via LPP protocol, and obtain location related information from N3IWF via NRPPa protocol.

NOTE 7:
It is assumed LPP protocol and NRPPa Protocol is reused in this solution. Both LPP protocol and NRPPa protocol should be enhanced to support non-3GPP location signalling procedure, but it belongs to RAN WG3 work scope.
* * * * End of 1st Changes * * * *
* * * * Start of 2nd Changes * * * * 
6.13.5
Evaluation
Solution 13 is one CP-based solution designed to support non-3GPP access positioning procedures, of which key points are that LMF can subscribe location, access type (s), CM state change event to AMF to determine positioning methods and/or which access node can be chosen to obtain location information. Specially, for the scenario the UE is served by different PLMNs for 3GPP and non-3GPP accesses, GMLC can assist to decide which PLMN/access should be chosen to perform positioning procedures.

Solution 13 can adapt to both the LMF based architecture and the AMF based architecture. It reuses the existing 3GPP positioning procedures as much as possible with little impacts on existing network functions and little extra NAS signalling overhead. In addition, this solution can be applicable to most positioning scenarios, including MO-LR, 5GC-NI-LR, and 5GC-MT-LR procedures. 
* * * * End of 2nd Changes * * * *
3GPP

SA WG2 TD


