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[bookmark: OLE_LINK1]Abstract of the contribution: This contribution is proposed to resolve an FFS on MA-PDU Session Separate and Combined Establishment in Conclusions and also update Separate and Combined procedures to simplify UE’s behaviours.
1. Discussion
In the SA2#128bis meeting, the following FFS is captured in the Conclusions:
Editor's note:	It is FFS whether only one establishment procedure (Separate or Combined) or both will be supported.
For the Separate Establishment, the procedure can be utilized in the following scenarios, for example:
· Only one access is available so that UE has to establish the MA-PDU Session separately;
· Interworking from EPS to 5GS, etc.
For the Combined Establishment, if UE has registered over both 3GPP access and Non-3GPP access with the same S-NSSAI in each Allowed NSSAI and the network supports MA-PDU Session Establishment, Combined Establishment has the advantage of reducing signalling overload.
Proposal 1: Both Separate and Combined Establishment procedures are supported.
Currently, for the MA-PDU Session Establishment in Clause 6.2.3, it is UE’s responsibility to decide whether Separate or Combined Establishment is used. Depending on the decision, UE provides different parameters in the NAS message and PDU Session Establishment Request, detailed parameters in the following figures.
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Figure 1: UE requested Separate MA-PDU Session Establishment Step 1-3 in Clause 6.2.3.1
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Figure 2: UE requested Combined MA-PDU Session Establishment Step 1-3 in Clause 6.2.3.2
Observation 1: It is not clear how UE can choose Separate or Combined procedure and this behaviour improves the complexity of UE.
In addition, based on the Clause 6.2.4 NW-Requested MA-PDU Session Establishment procedure, the SMF can decide to turn a single PDU Session to a MA-PDU Session, which is also captured in the Clause 7 Conclusions. If so, the SMF uses the Combined MA-PDU Session Establishment.
Besides, UE sends the some parameters in the NAS MM message including PDU Session Establishment Request, illustrated in Figure 3, as the parameters in UE requested Separate MA-PDU Session Establishment over the first access, illustrated in Figure 1. In the other words, the network cannot distinguish whether UE requests a normal PDU Session or a MA-PDU Session with Separate Establishment.
[image: ]
Figure 3: Network requested MA-PDU Session Establishment Step 1-4 in Clause 6.2.4
Observation 2: The network is able to decide whether a Separate Establishment or Combined Establishment is used.
As the network anyhow should check and decide whether Separate or Combine Establishment is chosen, it is not necessary to put the same behaviour in both UE and network.
Proposal 2: It is the network, not UE, that decides whether Separate or Combined establishment procedure is used to simplify UE’s behaviour.
Based on the Proposal 2, UE can request MA-PDU Session Establishment with the same parameters. Receiving the request from UE, the network chooses the establishment method based on, e.g. UE’s registration over both accesses, S-NSSAI in the both Allowed NSSAI, UE’s MA-PDU Session Capability, network policy. If the separate establishment is chosen, the network sends PDU Session Establishment Accept with the MA-PDU Session indication. Then UE can establish the second child PDU Session based on the received indication. If the combined establishment is chosen, network sends PDU Session Establishment Accept to UE over the access receiving the request, after the user plane resources over both accesses are established. 
2. Proposal
This following solution is proposed in TR 23.793.
* * * * Start of 1st Change * * * *
[bookmark: _Toc523910588]7	Conclusions
The ATSSS solution in Rel-16 shall be based on the following principles:
Editor's note:	These principles below do not specify a complete ATSSS solution for Rel-16, but they provide the guidelines, which the complete solution should be based on. It is FFS how these principles can be amended or modified.
Support of MA-PDU sessions
1.	The solution shall support ATSSS with a Multi-Access PDU (MA-PDU) session, i.e. ATSSS procedures shall be applied after a MA-PDU session is established.
Editor's note:	If and how ATSSS can be applied without a MA-PDU session is FFS.
2.	A MA-PDU session is established with the Separate Establishment procedure, as specified in clause 6.2.3.1, or, with the Combined Establishment procedure, as specified in clause 6.2.3.2. It is the SMF that decides which procedure is used.
Editor's note:	It is FFS whether only one establishment procedure (Separate or Combined) or both will be supported.
3.	When the UE sends a NAS message to request a single-access PDU session and the UE supports MA-PDU sessions, the UE includes an "MA-PDU capability" indication in the NAS message. This indication may be used by the network to establish a multi-access PDU session, instead of the requested single-access PDU session, as specified in clause 6.2.4.
* * * * Start of 2nd Change * * * *
6.2.3	Establishment of Multi-Access PDU session with a single PDU Session ID
[bookmark: _Toc523910524]6.2.3.1	Separate Establishment
In this case, the two child PDU sessions are established with two separate PDU session establishment procedures. For instance, the UE may establish first the PDU session over 3GPP access and, later, after it connects to a WLAN and establishes a signalling IPsec SA with the N3IWF, the UE may establish also the PDU session over non-3GPP access.
To support the separate establishment, the existing "UE Requested PDU session establishment" procedure, as specified in TS 23.502, clause 4.3.2.2, can be used for each child PDU session. However, when the second child PDU session is established, then:
-	A PDU Session ID should be provided to 5GC in the PDU Session ID IE that refers to an existing PDU session. The 5GC shall link the second PDU session with the referred PDU session identified by the PDU Session ID and designate them as child PDU sessions of the same MA-PDU session.
-	The PDU Session Establishment Request message should include an MA-PDU Request flag and Request Type="Existing PDU Session". When the 5GC receives this PDU Session Establishment Request, the 5GC interprets that as a request to create a MA-PDU session by linking the requested PDU session with the existing PDU session.
An overview of the separate establishment procedure for a MA-PDU session is shown in the figure below. In this figure, the child PDU session over 3GPP access is established first and the child PDU session over non-3GPP is added subsequently (e.g. after the UE connects to an untrusted non-3GPP access network).




Figure 6.2.3.1-1: Overview of the UE Requested MA-PDU Session Establishment (Separate Establishment)
0.	If the UE is not registered via 3GPP access, the UE initiates Registration procedure via 3GPP access as described in TS 23.502 [6].
1.	The UE sends a PDU Session Establishment Request message with a new PDU Session ID and Request Type = "initial request". The UE also includes an MA-PDU Capability flag to indicate to the network that it can support MA-PDU sessions. and an MA-PDU Session Request to indicate that the MA-PDU Session is needed.
2.	The AMF selects an SMF as described in clause 4.3.2.2.3. In this step, the AMF stores Access Type of the PDU Session = "3GPP access". When the AMF received the MA-PDU Capability flag and it supports MA-PDU sessions, it includes an MA-PDU Capability flag and MA-PDU Session Request in the Nsmf_PDUSession_CreateSMContext Request message sent to SMF. When the AMF has two UE contexts over both accesses, it also includes an Both Accesses Available in the Nsmf_PDUSession_CreateSMContext Request message to indicate both accesses are available. When the S-NSSAI in the NAS message is included in both Allowed NSSAIs, the AMF also includes an Network Slice Available in the Nsmf_PDUSession_CreateSMContext Request message to indicate SMF that S-NSSAI is allowed over both accesses.

3.	The SMF registers with the UDM.
4.	If needed, the secondary authorization/authentication procedure takes place, as specified in TS 23.502, clause 4.3.2.3.
5.	If the UE has sent an MA-PDU Capability flag and both the AMF and the SMF support MA-PDU sessions, the SMF sends an MA-PDU Capability flag to PCF when it performs Session Management Policy Establishment procedure. The PCF decides whether the MA-PDU session is allowed or not based on operator policy and subscription.
6-9.	If the PCF permits the use of MA-PDU procedures for the requested PDU session (e.g. to later establish another child PDU over non-3GPP access), the SMF decides whether Separate or Combined establishment is used. If the Separate establishment is chosen, the SMF sends a PDU Session Establishment Accept message with a MA-PDU Capability flag to inform the UE that the network can support MA-PDU procedures for this PDU session. Otherwise, the SMF may accept the PDU Session establishment but does not include the MA-PDU Capability flag in the PDU Session Establishment Accept message.
	If the MA-PDU Capability flag is received by the UE, the UE may later add another child PDU session to the existing PDU session with the steps below.
10.	If the UE is not registered via non-3GPP access, the UE initiates Registration via non-3GPP access as described in TS 23.502 [6]. The UE sends PDU Session Establishment Request message with PDU Session ID allocated in step 1, Request Type = "Existing PDU Session", MA-PDU Request flag and includes the same PDU Session parameters (e.g. S-NSSAI, DNN, PDU Session Type, SSC mode, PDU Session ID) used with the PDU Session established via 3GPP access. In the MM NAS message, the UE includes MA-PDU Request flag.
11.	The AMF selects the same SMF selected in step 2 based on Request Type = "Existing PDU Session". In this step, the AMF updates the Access Type of the PDU Session to "Multi-Access". When the AMF received MA-PDU Capability flag and it support MA-PDU sessions, it includes MA-PDU Capability flag in the Nsmf_PDUSession_CreateSMContext Request message sent to SMF.
NOTE:	The AMF may reject this request if the AMF cannot select the same SMF, e.g. 3GPP PDU Session is established as a roaming with LBO but the UE is registered in HPLMN via non-3GPP access.
12.	If the UE has sent an MA-PDU Request flag and the AMF and the SMF supports MA-PDU sessions, the SMF sends an MA-PDU Request flag and associated access information to PCF when it performs Session Management Policy Modification procedure. The PCF decides whether the requested PDU session can be added to the existing PDU session based on operator policy and subscription.
	When the SMF performs N4 modification, the SMF includes MA-PDU Request flag to indicate that the PDU Session is a MA-PDU session.
13-15.	If the PCF did not permit the establishment of a MA-PDU Session, the SMF rejects the PDU session establishment request sent by the UE over non-3GPP access.
[bookmark: _Toc523910525]6.2.3.2	Combined Establishment
In this case, the two child PDU sessions are established in parallel with a single procedure called "UE Requested MA-PDU session establishment" procedure. This is useful when the UE decides to establish an MA-PDU session while it is already registered to 5GC via both accesses in the same PLMN. If a UE is registered to different PLMNs over 3GPP and non-3GPP accesses, the UE shall not use this procedure. Such UE can use the Separate Establishment procedure described in clause 6.2.2.1.
Instead of the UE initiating two separate PDU session establishment procedures, the UE initiates one MA-PDU session establishment procedure which results in the establishment of two child PDU sessions. The key advantage of the MA-PDU session establishment (versus the separate establishment of two PDU sessions) is less signalling over the air interface, less signalling over network interfaces, as well as fewer procedures in the UE and, thus, less battery consumption.
Editor's note:	The advantages of the combined establishment versus the separate establishment should be further analyzed, considering also failure scenarios.
The figure below shows a high-level procedure of the combined establishment, i.e. it shows a "UE Requested MA-PDU session establishment" procedure.




Figure 6.2.3.2-1: Overview of the UE Requested MA-PDU Session Establishment (Combined Establishment)
0.	The UE is Registered via 3GPP access and non-3GPP access in the same PLMN and the allowed NSSAIs received over the two accesses overlap (i.e. there is at least one S-NSSAI allowed on both accesses).
1-2.  	This step is the same as Step 1-2 in clause 6.2.3.1.The UE initiates the "UE Requested PDU Session Establishment" procedure as specified in TS 23.502 [6], clause 4.3.2.2, and sends a NAS UL Transport message that includes a single PDU Session ID, Request Type = "initial request", a MA-PDU Request indication and a PDU Session Establishment Request. The MA-PDU Request indication and the Request Type = "initial request", indicates that this PDU Session Establishment Request is to establish a Multi-Access PDU Session using a Combined Establishment procedure. If the UE requests an S-NSSAI, it shall request an S-NSSAI that is allowed on both accesses.
2.	The AMF selects an SMF and sends to SMF an Nsmf_PDUSession_CreateSMContext Request. If the AMF received the MA-PDU Request indication and it supports MA-PDU sessions, it includes the MA-PDU Request indication in the Nsmf_PDUSession_CreateSMContext Request message sent to the SMF.
	If the AMF receives an initial request message with MA-PDU Request flag but the UE is registered via only one access, or the requested S-NSSAI is not allowed on both accesses,  the AMF rejects the UE request.
3.	The SMF registers with the UDM .
4.	If needed, the secondary authorization/authentication procedure takes place, as specified in TS 23.502, clause 4.3.2.3.
5.	If dynamic PCC is deployed, the UE sent the MA-PDU Request indication, and both the AMF and the SMF support MA-PDU sessions, then the SMF sends an MA-PDU Request indication and associated access information to PCF in the SM Policy Control Create message. The PCF decides whether the MA-PDU session is allowed or not based on operator policy and subscription.
	The SMF receives from PCF PCC rules and the Session rule(s) (including the default QoS and the AMBR for each access) for the MA-PDU session. The PCC rules may include rules for traffic steering and QoS rules for 3GPP access and non-3GPP access . Based on the received rules for traffic steering, the SMF derives ATSSS rules for the UE that indicate how uplink traffic of  the MA-PDU session should be routed across the two accesses. Different QoS flows may be assigned to the different accesses of the MA-PDU session. The SMF decides that Combined establishment is used.
6-9.  The user-plane over untrusted non-3GPP access is established.
-	In step 7 the SMF indicates to AMF that the transfer of N1/N2 information should take place over non-3GPP access.
-	In step 8 the normal steps of an N2 PDU session establishment over untrusted non-3GPP access are carried out.
10-13.  The user-plane over 3GPP access is established.
-	The SMF provides the Packet Detection rules to UPF. These rules indicate how the downlink traffic of the MA-PDU session should be routed across the two accesses. The Packet Detection rules are derived based on the PCC rules for traffic steering provided by PCF.
-	In step 11 the SMF indicates to AMF that the transfer of N1/N2 information should take place over 3GPP access. The SMF include MA-PDU Supported indication to the N1N2 Message Transfer request to indicate that the MA-PDU session is established successfully.
-	In step 12 the normal steps of an N2 PDU session establishment over 3GPP access are carried out. The UE receives a PDU Session Establishment Accept, the PDU Session ID, and the MA-PDU Supported indication. The UE determines that the MA-PDU session is established successfully when it receives the MA-PDU Capability flag and user-plane resources on both accesses have been established.
-	In addition, in step 12 the UE may receive the ATSSS rules derived by SMF that indicate how uplink traffic should be routed across the two accesses.
* * * * End of Changes * * * *
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