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Introduction

This paper analyses and proposes conclusions for Use Cases #1, #2, #3 and the related Key Issues #1, #4 to support mobility between service areas.
Use cases without UL-CL/BP

Non-roaming cases

There are two main architecture options for solving Use Cases 1, 2, 3 and Key Issues 1 and 4 in TR 23.726, shown in the figure below.
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In solution 1/6 the I-SMF is located between AMF and the A-SMF, while in solution 5 the I-SMF is located between A-SMF and UPF. 
The solutions are analysed and compared in the table below. 

	
	Solution 1/6
	Solution 5

	Number of cross-domain interfaces
	One CP interface (Nxx)
	Two CP interfaces (Nxy and N11)

	Mobility signalling, data buffering, downlink data notifications etc
	Via I-SMF only, with no crossing of admin domain border
	Via A-SMF and I-SMF, crossing admin domain border twice, causing additional signalling and delays
For IDLE-CONNECTED transitions there is also the option to release N9 and the I-UPF when UE goes to IDLE. Then downlink data is notified via A-SMF only (not via I-SMF). Releasing/allocating N9 and I-UPF at CM state transitions will reduce inter-domain signalling, but generates more N4 signalling, both at AN release and Service Request.

	PCC and charging impact
	None
	None

	I-SMF selection
	By AMF, based on SMF Service Area, re-using same mechanism via NRF as for rel-15 SMF selection.

AMF likely in the same admin domain as I-SMF
	By SMF (new functionality in SMF required). 

A-SMF selects I-SMF in a different admin domain. 

	UPF selection
	By I-SMF
	By I-SMF, or alternatively A-SMF may discover available UPFs under I-SMF and provide suggestions to I-SMF. Separation of topology awareness across domains not clear.

	Procedure impacts
	Need for procedures to insert, relocate and remove I-SMF between AMF and A-SMF
	Less impact. Need support to use I-SMF between A-SMF and UPF

	Interface impacts
	Enhancements of N16 needed
	SBI-version of N4 needed


Roaming cases and inter-PLMN mobility
As mentioned in the table above, solution 1/6 require that procedures for inserting, relocating and removing a I-SMF are defined in non-roaming scenarios. Such procedures have been documented for solutions 1 and 6 in the TR.
For home-routed roaming cases, similar scenarios may occur when a UE moves outside of the V-SMF Service Area. In this case a very similar procedure as for I-SMF relocation in solution 1/6 can be executed to relocate the V-SMF in the VPLMN. Solution 1/6 thus supports V-SMF relocation within a VPLMN that would be needed in case of limited V-SMF Service Areas. 

Solutions 1/6 can also be applied to inter-PLMN mobility. The same procedures (with adaptations to roaming cases to handle e.g. VPLMN charging etc) can be used also to insert, relocate and remove a V-SMF. For example, ETSUN use case 2 in TR 23.726 refers to HPLMN ( VPLMN mobility and this can thus be supported by solution 1/6. The figure below illustrates the V-SMF insertion, removal and relocation scenarios for inter-PLMN mobility. Solution 1/6 architecture thus supports V-SMF insertion/removal/relocation that would be needed in case of inter-PLMN.
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Figure. Inter-PLMN mobility scenarios

Also, third party (corporate) use case (use case 3 in the TR) can be solved by sol 1. It is however unclear if/how sol 5 is applicable to use case #3 in the TR.
Solution 5 architecture is different from HR roaming architecture and it is thus not fully clear from the solution in the TR if/how I-SMF is applicable to HR roaming. There can be e.g. options where V-SMF is static and I-SMF is introduced in VPLMN, or procedures for V-SMF relocation need to be introduced in any case, or where an alternative roaming arch is created with Nxy and N11 as roaming interfaces. In any case, some procedures from sol 1/6 seems needed even if sol 5 gets agreed to support roaming cases, in particular to support inter-PLMN mobility or V-SMF relocation within a VPLMN. 
Conclusions and Proposal

Based on the above analysis, a few benefits with architecture solution 1/6 compared to sol 5 are apparent:

· Only single cross-domain interface

· Less signalling and lower delays in mobility procedures, IDLE-CONNECTED transitions etc

· I-SMF selection based on rel-15 principles 

· Procedures for V-SMF relocation (and possibly V-SMF insertion and V-SMF removal) may be needed in any case

Proposal 1: It is proposed that architecture sol 1/6 is selected as way forward. 

Use cases with UL-CL/BP

Non-roaming cases

Additional complexity arises in scenarios where there is traffic breakout in a UPF controlled by I-SMF. In this case there is also a UPF with UL-CL/BP controlled by the I-SMF. There are three variants for solving this case:

· Solution 13 which is based on solution 1/6 with separate PCC/charging interfaces to I-SMF and A-SMF

· Solution 15 which is based on solution 1/6 with PCC/charging interfaces only to A-SMF

· Solution 5 with PCC/charging interfaces only to A-SMF
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The solutions are compared in the table below

	
	Solution 5
	Solution 13
	Solution 15

	PCC architecture
	No impact
	Two PCF interfaces
	No impact

	Charging architecture
	No impact
	Two CHF interfaces
	No impact

	Entity determining what enforcement (QoS, reporting) is done by I-SMF (+UPFs) and what is done by A-SMF (+UPFs)
	A-SMF


	PCF
	A-SMF 

	Reporting/charging from I-SMF
	Via A-SMF. A-SMF aggregates reports.
	Directly to PCF/CHF. PCF/CHF aggregates the reports.
	Via A-SMF. A-SMF aggregates reports.

	Quota and thresholds
	A-SMF determines reporting thresholds (based on quota and usage thresholds received from PCF/CHF) between I-SMF and UPFs under its own control
	PCF and CHF split quota and usage reporting thresholds
	A-SMF determines reporting thresholds (based on quota and usage thresholds received from PCF/CHF) between I-SMF and UPFs under its own control

	SM Policy Control Request Trigger subscription and notifications
	From A-SMF only
	From both A-SMF and I-SMF
	From A-SMF only


PCF/CHF aspects:

In all solutions there is a need for some NF to distribute rules between I-SMF and A-SMF, i.e. rules that are to be enforces by I-SMF UPF and rules that are to be enforced by A-SMF UPFs. Similarly, there is a need for some entity to aggregate usage report from I-SMF UPFs and A-SMF UPFs when it comes to usage monitoring and charging. In solution 13 it is PCF/CHF that splits/aggregates and in solution 5 and 15 it is A-SMF that splits/aggregates. 

One benefit with solution 13 compared to solution 15 is that the rules to be applied by I-SMF as well as the reporting from I-SMF goes directly to/from the PCF and CHF. There is thus one less hop. On the other hand, with A-SMF aggregating reports in sol 15, there will likely be in total less signalling towards PCF/CHF in sol 15, since instead of PCF/CHF receiving two reports (one from each SMF), it will receive a fewer number of aggregated reports from A-SMF. Therefore, the total signalling load in the network may be roughly the same in sol 15 and sol 13. 

In solution 13 the PCF would need to distribute rules between I-SMF and A-SMF and this would be new functionality not existing in rel-15 PCF. In sol 15 it is A-SMF doing the distribution. The SMF already in rel-15 need to be able to determine and split rules between different UPFs when UL-CL/BP is used. SMF also need to aggregate reporting from different UPFs. Therefore, this functionality to “split/aggregate” in SMF is there already in rel-15 although a difference in ETSUN solution 15 is that A-SMF would need to send/receive information to I-SMF which would be done over different protocol than used towards UPFs.
Observation 1: Solution 15 is more similar to the functional split done in rel-15 with SMF determining how to distribute rules between UPFs. Also, even if signalling goes via A-SMF towards I-SMF in sol 15, the total signalling load in the network may be the same as in sol 13 since A-SMF aggregates reports from both its own UPFs as well as from the I-SMF. 
Rules from A-SMF to I-SMF in solution 15
One open aspect in solution 15 is what types of rules are provided to I-SMF from A-SMF. 

If the solution 15 goal is to avoid impact on PCF/CHF is to be achieved, the PCF cannot create separate PCC rules for I-SMF and A-SMF respectively. Instead the A-SMF will receive PCC rules (and other PCC information such as Session AMBR) from PCF and distribute the information between its own UPF(s) and the I-SMF. The A-SMF may need to take some parts of a PCC rule and send to I-SMF and other parts of a PCC rule and send to its own UPF. For example, DL mapping to QFI may be done in the PSA under A-SMF, and the bit-rate enforcement and charging done in UL-CL under I-SMF. The rules of the Nxx interface are thus not a simple relaying of PCC rules, but instead the content is more similar to N4 rules (possibly extended with DNAI to abstract away the detailed UPF topology aspects).
Observation 2: The rules provided by A-SMF to I-SMF in solution 15 are not PCC rules but rather similar to the N4 content (possibly extended with DNAI to abstract away the detailed UPF topology aspects)
UP topology aspects:

One desire with the solutions is that A-SMF (or PCF) should not need to be aware of the UPF topology for UPFs controlled by the I-SMF. There should thus be no need for A-SMF (or PCF) to know about IP address ranges etc supported by those UPFs. This can be at least partly achieved by using the DNAI to control breakout of traffic. A consequence however is that DNAI knowledge need to be shared and aligned between administrative domains. 
Observation 3: To support use cases with UL-CL/BP under I-SMF, DNAI knowledge and mapping of applications to DNAIs need to be shared and aligned between administrative domains. This applies to all solutions. 

As described for solution 5, the A-SMF is aware of each UPF explicitly even for UPFs controlled by the I-SMF. It is thus unclear how this solution can achieve the UPF topology hiding aspect described here. 
Observation 4: Since A-SMF need to be aware of each of the I-SMF’s UPF(s) in solution 5, UPF topology hiding is not achieved. The value of the I-SMF in solution 5 is thus unclear.
HR roaming cases

Home-routed roaming with UL-CL/BP and traffic breakout in VPLMN is not supported in rel-15. It is an open issue whether ETSUN will enable such use cases. There are several aspects that adds further complexity compared to the non-roaming ETSUN cases:

- 
Unclear whether usage reports for traffic broken out in VPLMN should be sent to HPLMN and/or they should be handled by the VPLMN charging system and then used in inter-operator settlement (this topic is however more for SA5)

-
DNAIs are not standardized and using them in inter-operator cases would require inter-operator agreement on how they relate to applications, service areas etc 

-
Roaming agreements and settlement will probably be quite complicated if traffic from one PDU Session can be both broken out in the VPLMN and routed to the HPLMN. (this topic is however more for SA5 and GSMA to handle)

-
Roaming with Local Breakout is in not commonly used today and creating a new more advanced “local breakout” feature for Home-Routed roaming with traffic breakout in VPLMN seems a complex feature with limited value as long as breaking out traffic in VPLMN is not taking off. 
Observation 5: There is no need for rel-16 to support HR roaming with UL-CL/BP in VPLMN

Proposal

Based on the above analysis, it is proposed to conclude on:
- 
Use the architecture described in solution 1/6 for cases without UL-CL/BP

- 
Use the architecture described in solution 15 for cases with UL-CL/BP

- 
No need to specify home-routed roaming scenarios with UL-CL/BP in VPLMN
Proposal

It is proposed to update TR 23.716 as follows

***** First Change *****

7
Conclusions

Conclusions for Key issues #1 and #4:

-
The architecture described in 6.1.2.2, which is the same as the architecture described in 6.6.2.1, is used as a baseline (shown below).
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Figure 7-1: Non-Roaming system architecture in reference point representation, with no UL-CL/BP
-
For the case where a UL-CL/BP is controlled by I-SMF, solution #15 is used as a baseline (shown below).

-
The Nxx interface allows the A-SMF to provide rules to the I-SMF for traffic steering, usage reporting, QoS enforcement to support scenarios with UL-CL/BP controlled by I-SMF

- 
The Nxx interface allows the I-SMF to provide usage reports to A-SMF for traffic broken out in a UPF controlled by I-SMF.

Editor’s note: Further details on the information carried over Nxx to support UL-CL/BP controlled by I-SMF is FFS.
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Figure 7-2: Non-Roaming system architecture in reference point representation, with UL-CL/BP
***** End of Changes *****
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