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Abstract of the contribution: This pCR updates Solution12.
Discussion
This pCR clarifies the procedures for PSA (PDU Session Anchor) relocation in consideration of communication with Ethernet network.
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Figure 1. network constitution between Ether-type 5GLAN communication and Ethernet network
Figure 1 shows an example of interworking use case between the Ether-type 5GLAN communication and Ethernet network. Figure 1 assumes that the operator deploys Q-in-Q (IEEE 802.1ad). 

The enterprise network in two offices (Tokyo and Osaka) connects to an Ethernet network in the data network. Each office assigns the two VLAN IDs (i.e.,100 and 101) as the customer tag. UE1 and UE2 connect to the enterprise network in Osaka through VLAN100, and VLAN101, respectively. The operator of the Ethernet network assigns VLAN 10 as the service tag. In the Ethernet network, the traffic from UE1 and UE2 is drawn at the right up part of Figure 1. 
In Figure 1, UE2 relocates the PSA from UPF1 to UPF2. Then, VLAN tags which are used to communicate with Ethernet network should be transferred from UPF1 to UPF2 in order to prevent the communication disruption. In Solution #12, UE MAC addresses are only transferred. Then, the communication between UE and data network will be disrupted, because UPF2 does not know the values of VLAN tag in order to communicate with the Ethernet network. This pCR clarifies this point in Solution #12.
Proposal

>>>>>>>>>>>>>>>>>>>>>First Change >>>>>>>>>>>>>>>>>>>>
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].



VLAN
Virtual LAN
C-tag 
Customer VLAN tag
S-tag
Service VLAN tag
>>>>>>>>>>>>>>>>>>>>>Second Change >>>>>>>>>>>>>>>>>>>>
6.12
Solution #12 for Key Issue #3: Ethernet PDU Session Anchor Relocation

6.12.1
Description

This solution addresses Key Issue #3: Enhancement of Session Continuity during UE Mobility, which "focuses on enhancing session continuity while maintaining UP efficiency". To achieve low latency for URLLC, close proximity between the PDU Session Anchor and the access node is required. Maintaining this proximity as the UE moves will at times require re-anchoring of the PDU session. The solution also supports Key Issue #1: Supporting high reliability by redundant transmission in user plane, as the ability to re-anchor a PDU session facilitates establishing and maintaining multiple paths to the UE.

In Release 15, procedures were defined in TS 23.502 [3] to allow for change of the PDU session anchor according to the PDU Session SSC Mode. For SSC mode 2, the network may trigger the release of a PDU session and then instruct the UE to immediately establish a new PDU Session to the same DN, at which point a new PDU Session anchor may be selected. For SSC mode 3, the network allows the establishment of UE connectivity via a new PDU Session Anchor to the same DN before connectivity between the UE and the previous PDU Session Anchor is released. In both cases the PDU session anchor is transferred to a new UPF as illustrated in Figure 6.12.1-1. For IP PDU Sessions the UE is allocated an IP address corresponding to the prefix/subnet of the PDU session anchor. When the anchor changes, the old IP address may be released and a new one assigned to the UE. The process is message intensive (as many as 30+, counting optional messages) and requires signaling with the UE.
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Figure 6.12.1-1: Ethernet PDU Session Anchor Relocation

For Ethernet PDU sessions, a PDU Session re-anchor does not require a UE address change as the UE MAC address is not tied to the network topology. Forwarding of Ethernet frames is based on MAC learning or other mechanisms to update the forwarding tables of switches in the DN. Re-anchor of Unstructured Data PDU Sessions in which UE identifiers are not associated with the PDU Session anchor also does not impact the UE. Hence for these non-IP PDU Sessions, altering a data path to a new PDU session anchor may be achieved by updating forwarding tables rather than through 3GPP signaling. For Ethernet PDU sessions, well established protocols to update switch paths may be used.

Observation 1: PDU session anchor change for Ethernet PDU Sessions does not require signaling with the UE.

In current TS 23.502 [3] procedures, the SMF determines that the serving PDU Session anchor needs to be changed. Specific event triggers are not specified; hence the SMF has the flexibility to change the anchor according to the needs of various use cases. For URLLC, UE mobility may be a frequent trigger for changing the anchor point, however other events should not be excluded. For example, the SMF could decide to relocate an Ethernet PDU Session anchor for load balancing or rebalancing, because a different UPF provides a data path with greater reliability, because a different UPF is more suitable for meeting QoS requirements, for maintenance, because a UPF resides in a specific jurisdiction, or for other reasons.

Observation 2: Currently any event can trigger the SMF to relocate a PDU session anchor. A variety of triggers can be useful for URLLC Ethernet PDU Sessions.
For switches upstream of the UPF, normal Ethernet networking applies after a PDU session anchor has relocated to a new UPF. When a new UPF sends a DN switch an uplink packet containing a UE MAC address, the switch updates its forwarding table so that downlink packets are forwarded to the new UPF. In the absence of uplink packets from the UE, the downlink path may still be updated by having the new UPF issue Gratuitous ARPs (ARP Requests) containing the MAC address(es) of the UE that has switched to the new anchor. The MAC address(es) may be obtained via 3GPP signalling from the old UPF. The switch table updated changes the downlink path from the old UPF to the new UPF. Note that the gratuitous ARP is sent by the UPF only towards the DN.

Observation 3: Ethernet PDU Session relocation may be further optimized by the new UPF issuing to the DN, an ARP containing MAC address(es) of the UE. The ARP updates switch forwarding tables so that in the absence of an uplink packet from the UE, downlink packets are sent to the new UPF.

For IPv6 networks Neighbor Discovery Protocol (NDP) Neighbor Advertisement messages (unsolicited) may be used in place of ARP.

6.12.2
Procedures

This solution proposes Ethernet PDU Session Anchor relocation that eliminates signaling with the UE. The procedure is greatly simplified compared to release 15 while flexible triggering of the SMF to select a new anchor UPF for any reason is maintained. Because signalling is not required with the UE, a procedure for SSC Mode 2, where the old PDU session anchor is released before a new anchor is setup, is no longer needed.

When the SMF decides that an anchor relocation is necessary, it establishes an N4 session with the new UPF. The RAN is informed of the new N3 GTP tunnel endpoint, which switches the uplink path to the new UPF. The SMF may then obtain from the old UPF, the UE MAC addresses of packets sent via the old path. The SMF subsequently requests that the new UPF issue a gratuitous ARP for the MAC addresses of the UE.

The sequence is shown in Figure 6.12.2-1.
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Figure 6.12.2-1: Ethernet PDU Session Relocation

1.
The SMF determines that the UE will be better served by UPF2.

2.
The SMF sets up the new Ethernet PDU Session Anchor in UPF2 by sending an N4 Session Establishment Request, providing UPF2 with the RAN N3 tunnel endpoint of the PDU Session.

3.
The SMF sends a UPF Path Switch Request to the RAN. The SMF provides the RAN with the IP@ and TEID for UPF2. The RAN sends uplink packets through the tunnel to the new PDU Session anchor in UPF2. Responses to those packets are sent back to UPF2 (e.g. via switch data plane learning in the DN).

4a.
The SMF sends UPF1 an N4 Anchor Change Notification.

4b.
UPF1 responds to the SMF with a N4 Anchor Change Notification Ack. The Ack contains any information related to Ethernet network with which the UPF1 interface, e.g, UE MAC Address(es) learned from packets that traversed the UPF1 PDU session anchor, and information related to VLAN tags (i.e., C-tag and S-tag) to N6. From this point onwards, UPF1 forwards DL data towards UPF2 for delivering towards the UE (for a preconfigured duration). The UPF1 releases the resources after data forwarding complete (for a preconfigured duration).
5.
The SMF sends UPF2 a DN Update Request containing the information related to Ethernet network with which the UPF1 interface received in Step 5.

6.
In order to ensure DN switches will forward downlink packets to UPF2 instead of UPF1, UPF2 sends to the DN a Gratuitous ARP, an unsolicited NDP Neighbor Advertisement or other message compatible with DN protocols.

NOTE:
Gratuitous ARP/ND assumes that the SMF/UPF can detect that the PDU Session of Ethernet type is used for IP traffic based on User plane traffic inspection.

Editor's note:
whether STP (spanning tree protocol) or some other protocol is used for informing the DN regarding PSA anchor change is FFS.

Editor's note:
how UPF relocation can be integrated along with HO procedure is FFS.

6.12.3
Impacts on Existing Nodes and Functionality

The solution has the following impact on the nodes.

UE: No Impact.

AMF: No Impact – messages to SMF are sent via transparent container.

SMF:

-
Request any information related to Ethernet network including MAC addresses from old UPF and Transport it to a new UPF.

UPF:

-
Record/Store any information related to Ethernet network including UE MAC addresses for each PDU Session and send them on N4 when requested by SMF.

-
Send a Gratuitous ARP or UL Packet on N6 informing upstream switches to update their forwarding tables to the new UPF.

6.12.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
>>>>>>>>>>>>>>>>>>>>>End Change>>>>>>>>>>>>>>>>>>>>
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