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1. Background
In SA2#128bis 3 solutions have been proposed and documented in TR 23.786 to support broadcast/multicast group service delivery. 
· Solution #B1: Support of broadcast in 5GS

· Solution #B2: Support of broadcast/multicast/group delivery over Uu

· Solution #B3: Support for eMBMS over EPS MBMS with independent unicast from 5GS

In this paper we propose some evaluation and propose a way forward

2. Evaluation

1) Radio resource efficiency

All 3 solutions utilise only LTE radio interface, there is no difference in terms of radio interface efficiency. Moreover, MBMS sessions are not UE-associated which means from UE perspective it does not matter whether broadcast traffic is delivered via EPC or 5GC because the radio is LTE in all 3 solutions.
Observation 1: Since all 3 solutions utilise only LTE radio interface, there is no difference in terms of radio interface utilisation efficiency 
2) Impacts in other WGs and TSGs

Both B1 and B2 require RAN work which is not defined nor planned. EUTRA connected to 5GC (and NR) could benefit from an optimised architecture as well as optimal MBMS functions and that should be done as a dedicated study where we see RAN, SA4, SA6 input as relevant and necessary.

Whereas for #B3 for E-UTRA:

- there is a common E-UTRA cell that advertises the SIB indicating “support for 5GC” but also all the MBMS SIBs

- at the moment (rel.15) a UE selecting EPS e.g. supporting only S1 mode or selecting EPS, can use MBMS as normal 

- a UE selecting 5GC cannot support MBMS due to the restrictions we put in SA2 and RAN2 specs

Technically a eNB will be connected to both 5GC (for unicast) and EPC (for unicast to serve S1 mode UEs, and MBMS). This effectively results in lifting the UE restriction of rel.15 and not requiring the UE to have to select EPS in order to receive MBMS. 

For NR: 

If the UE is camped on NR cell with all the possible options, UE can only receive MBMS in ROM w/ dual-receiver since RAN does not support MBMS in NR. 

Observation 2: Solutions #B1, #B2 require work from RAN and other WGs.

Observation 3: Solution #B3 relies on lifting a restriction for existing UE procedures to not be able to receive MBMS (from EPS) while camped on an E-UTRA cell that is connected to both 5GC and EPS and UE is registered in EPS for unicast services.
3) Network/system simplification
This was the main argument for the proposals in solution #B1 and #B2 i.e that network architecture becomes simpler and in other words "architecture complexity" is one of the reasons that MBMS in its present form has not been widely deployed.

Solution #B1 introduces the following properties: 

- splits BMSC in CP and UP components

- splits role of MBMS GW in MBSMF and MBUPF

- utilises SBI in BMSC-MBSMF and MBSMF-AMF

The first two (CP-UP) are already possible today and documented in TS 23.285 [1]:
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Figure 1: Localized user plane of MBMS CN functions (extract from TS 23.285, cl.B.3)

Observation 4: Control Plane-User Plane split for BMSC and MBMS GW functions is already possible and documented in TS 23.285 [1]
Observation 5: All three options #B1, #B2 and #B3 suport CP-UP split of BMSC and MBMS-GW or equivalent network functions. 
For #B1, use of Service Based Interface in MB-AMF (instead of MME), the AMF will have to perform the following functions: "MB-AMF performs routing of session management message between MB-SMF and NG-RAN". It is questionable whether there is any benefit on using HTTP JSON vs. GTP-C for these type of signaling messages, but even if there is this function (MB-AMF) is separate from AMF.
MB-AMF will also have to support existing M3 interface to RAN. 

Observation 6: Use of Service Based Interface in MB-SMF to BM-AMF signaling is of questionable value. 

Solution #B2 introduces the following properties: 

- eliminates BMSC
- adds NEF in the role of allocating TMGIs

- adds (G)-SMF and UPF

Elimination of BMSC has one major disadvantage: does not allow the option of using "User Service" e.g. using xMB Especially for CIOT this makes it hard to perform memory dimensioning in the UE (modem) given that all the equivalent functionality is in application layer. Potentially different applications, may or may not be optimised to use MBMS in "pass through mode" and this is hard to control. 

SA4 has a completed study item (FS_MBMS_IoT) in TR 26.850 [2] that identified simplified procedures and protocols to address the software update for IoT devices using MBMS User Service. Without BM-SC xMB use of such enhancements will not be possible in the UE resulting in suboptimal memory use and potentially higher device cost and/or power consumption. 
Observation 7: Lack of "user service" in MBMS delivery does not allow for optimisations that could result in lower memory footprint and power consumption in the device 

Architecture #B2 has also some hidden impacts as far as how content can be "ingested" using MB2-U in (G)-UPF. TS 29.468 [3] defines the following: 
When receiving an MBMS bearer allocation request via the MB2‑C reference point, the BM‑SC shall select an own IP address to receive user plane data from the GCS AS sending the request. The BM‑SC shall also allocate a value for the UDP port that is unique on the selected IP address for the MBMS bearer to be activated. The BM‑SC shall decide whether to use MB2‑U Security. The BM‑SC shall send the IP address (within the BMSC‑Address AVP), the UDP port value (within the BMSC‑Port AVP), and, if MB2‑U Security is applied, a request to use user plane security (within the MB2U‑Security AVP),  in the response to the MBMS bearer allocation request via the MB2‑C reference point to the GCS AS.

In architecture #B2 though MB2-C is terminated in NEF and and the content ingestion is performed in (G)-SMF. 

Also further down in TS 29.468 [3] if security is to be established between the GCS AS (AF) and BMSC (G-SMF/UPF): 
If security was requested by the BM‑SC, the GCS AS shall either establish a new security association or reuse an existing security association towards the BM‑SC. The security protocol (DTLS or IKE/Ipsec) to be used over MB2‑U needs to be configured in the GCS AS, possibly dependent on BM‑SC and/or target network.

Overall it is unclear how the AF can discover the northbound IP address and UDP that will be used for content ingestion. 
Observation 8: How procedures for "content ingestion" using MB2-U can be extrapolated to the #B2 architecture is not clear
4) Why not do it anyway? 

Solution #B2 require quite significant study and especially as mentioned in "observation 5" lack of xMB is in fact a deterioration compared to the existing MBMS architecture in TS 23.246 [4]. One could though question why not standardize architecture option #B1. 

The main issue has to do with that fact that if in rel.17 we do a "proper" multicast architecture for 5G System that involves NG-RAN changes e.g. using NR we will have to deal with backwards compatibility in the CN. For example one could think that a "mixed mode" unicast/multicast architecture would not require allocation of TMGI at all. Having though to keep backward compatiblitly with rel.16 architecture "#B1" it would still have to support TMGI in certain messages. 

Observation 9: Introducing architecture #B1 in rel.16 just for V2X and CIOT would potentially impose backwards compatibility issues when/if NR-based multicast architecture is defined e.g. in rel.17.
In this respect it is beneficial to start with a clean slate approach across RAN and SA and be able to accommodate all use cases in the most optimal way. 
3. Conclusion
It is proposed to conclude with architecture option #B3. This architecture option has no normative impacts but for reader's convenience can be documented in TS 23.246 [3] Annex D or potential specifications generated for CIOT 5G and eV2X. 
Authors of this paper volunteer to bring related CRs if the proposal is agreed.
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>>>Start Changes<<<
B.3.5
Conclusions

Editor's note:
This clause provides conclusions of the solution.

Architecture option #B3 is selected for normative work. This architecture option has no normative impacts but can be documented in TS 23.246 [16] Annex D or potential specifications generated for CIOT 5G and eV2X.
>>>Start of Next Change<<<
7.2
Conclusions for 5G System
Editor's note:
This clause will capture agreed conclusions for 5G System from the study, aimed for normative phase in Rel-16 timeframe.
For Key Issue #7 (Network Slicing for eV2X Services), 

-
To facilitate deployment of dedicated network slice for use of, for example, automotive industry and to facilitate roaming support, it is concluded to reuse the Network Slicing functionality for 5GS (see TS 23.501 [7], TS 23.502 [9]) with specifying a new standardized SST value dedicated for V2X services. 
-
Existing values (both standardized and non-standardized SST) defined in TS 23.501 [7] can also be used for any V2X services e.g. eMBB, URLLC, etc.
For Key Issue #14 (Support of broadcast over NG-Uu) and also for FS_CIoT_5G, Solution #B3 is selected for normative work. This solution has no normative impacts but can be documented in TS 23.246 [16] Annex D or potential specifications generated for CIOT 5G and eV2X.
>>>End of Changes<<<
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