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	Reason for change:
	Since the URSP includes the OSId, H-PCF must know the OSId to deliver the appropriate URSP rules to the UE. 
We assume that the operators can have a UE information including OSId from the PEI (in IMEI format) and can manage them internally for example, have an internal association table. Therefore the PCF can access the information and use it. 

In order for the PCF to acquire PEI information, it is proposed to perform the PEI check procedure.

	
	

	Summary of change:
	It is proposed to perform the PEI check procedure when the URSP is used in order for the PCF to get the PEI.

	
	

	Consequences if not approved:
	PCF does not know the OSId.
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* * * First Change (4.2.2) * * * *
4.2.2
UE access selection and PDU Session selection related policy (UE policy) control requirements

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

-
Access Network Discovery & Selection Policy (ANDSP): It is used by the UE for selecting non-3GPP accesses network.

-
UE Route Selection Policy (URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session.

If the URSP is used, the PCF may use the PEI to acquire an OSId based on its local configuration in order to select an appropriate URSP rules for the UE. 
* * * End of Changes * * * *
