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Abstract of the contribution: This pCR proposes new solution for Use Case #5 NWDA-assisted Determination of Policy and Key Issue #2: Analytic information exposure to AF. 
1. Discussion
This pCR proposes new solution for Use Case #5 NWDA-assisted Determination of Policy and Key Issue #2: Analytic information exposure to AF. When the network condition changed or the consumed data volume becomes more than the agreed value, the agreed BDT policy does not work well. Even if the UE send the traffic or someone send the traffic to the UE, the traffic will be discarded by the UPF. Then, in order to utilize the resource in the MNO and 3rd party, respectively, it is better to negotiate the BDT policy again. This pCR only proposes the input and output information in order to notify of the AF that the agreed BDT policy does not work well with the minimum impact on the existing specification.
5.1.5
Use Case 5: <NWDA-assisted Determination of Policy>

5.1.5.1
Description

Currently, the PCF can provide one or more policies for background data transfer based on requests from the 3rd party, before UE establishes the PDU session. Then, the PCF adopts the policies stored in the UDR. However, the network condition in the particular location may change after the UE establishes PDU session. Then, there are certain scenarios that the policy becomes unsuitable. Therefore, it is required that the PCF considers the latest network condition and the policy shall be updated based on some condition.

It is beneficial to leverage NWDAF to perform the big data analysis in order to create and to update a suitable policy. However, it is not clear how the network creates or updates the policy and notifies it of the 3rd party.

This use case considers the following scenarios in which the NWDAF provides the analysed information (e.g. traffic volume, congestion level, load status information in the specific network area), and which includes:

-
How/what types of information that could be provided by NWDAF in order that the PCF creates the policy?
-
How/what types of information that could be provided by NWDAF in order that the PCF updates the policy?
-
How the updated policy is exposed to the 3rd party, if it is necessary?
-
How information is made available to NWDAF for the data analysis?
5.2.2
Key Issue 2: Analytic Information Exposure to AF
5.2.2.1
Description

AF may request or subscribe to the NWDAF for providing analytic information to facilitate AF to derive requirements to the network.

The analytic information may be provided prior to or during an AF session.

AF may indicate in the request the expected output. Based on the AF input, the NWDAF needs to provide the analytic information to the AF.
An AF may query to the NWDAF to obtain the metadata about the available analytic information (e.g. list of available analytic information, metrics, etc), and the NWDAF should provide the analytic information metadata when a query received through 5G service based interface. This message exchange may occur via NEF.
The AF may be an operator owned AF or an 3rd party AF.

In this key issue, the following mechanisms need to be studied:

-
How an AF requests or subscribes to the NWDAF for providing analytic information (or relevant analytic information subset).
-
How the NWDAF provides/updates the analytic information to the AF.

-
How the NWDAF provides/updates the available analytic information metadata to the AF (or subset of relevant analytic information metadata).
5.2.2.2
Requirements

The NWDAF services shall permit to specify which relevant analytic information subsets are requested or notified.
Proposal

The following sentences are all new for TR 23.791.
* * * Start Change (all text new)* * * *
6.X
Solution X: Exposure to AF for Background Data Transfer 
6.x.1
Description


This is a solution to Use Case #5 NWDA-assisted Determination of Policy and Key Issue #2: Analytic information exposure to AF. The network condition may be changed, after the background data transfer (BDT) policy is agreed between MNO and 3rd party. We assume that there are the cases where the BDT policy does not work well, i.e., the traffic from the UE or to the UE is discard, when the network becomes congestion. This solution assumes that the other traffic is prioritized rather than the BDT traffic.
The NWDAF collects the network performance information, the location information of the articular UE for each UE belonging to the particular ASP. Then, the NWDAF predicts the UEs whose communication related to BDT will be discard due to the network condition, and notifies this analysis information of the PCF.

We propose that the NWDAF notifies the PCF that the BDT policy should be re-negotiated for the particular AF. The PCF judges whether this notification should be transferred to the particular AF. When the PCF transfers this, due to this, the AF may try to negotiate with the MNO regarding 
the BDT policy again. The final decision is up to 3rd party. 
6.x.2
NWDAF Data Collection
Table 6.x.2-1 shows the data collected by the NWDAF in a certain interval. To predict the network performance information of the particular UEs, the NWDAF needs to take the following information into account.
Table 6.x.2-1: Data collected by NWDAF
	Information
	Presence
	Source
	Description

	UE ID
	M
	AMF, UDR
	Could be e.g. SUPI, which is used by NWDAF to correlate the information from AMF

	Location info
	
	
	

	>Timestamp
	O
	AMF
	The timing for the UE

	>Location Info
	O
	AMF
	The location info for the UE e.g. Cell ID or TA ID

	UE Mobility pattern
	O
	AMF
	UE mobility pattern

	Network performance info
	
	
	




6.x.3
NWDAF output
Table 6.x.3-1 and 6.x.3-2 show the event id and the analytics information output by the NWDAF based on the input information described in Table 6.x.2-1. This solution assumes that Solution 1 (clause 6.1) or 2 (clause 6.2) will be used as the method of analytics information feedback. The NWDAF notifies of the PCF that the BDT policy should be re-negotiated. 
Table 6.x.3-1: EventId to provide analytics to enhance BDT functionality

	Event ID 
	Event Filter
	Description

	Network Condition list
	List of UE identities,

Time,

Date,

Network area
	As defined in Table 6.18.1.2-2


Table 6.x.3-2: Content of Network Condition List

	IE/Group Name
	Presence
	Range
	Semantics description

	Network Condition list  
	
	1
	

	> Network Condition IEs
	
	1 to M
	

	>>list of UE IDs
	M
	
	

	>> Expected Moving Trajectory
	M
	1 to N
	UE´s expected geographical movement (e.g. as described in TS 23.502 [3] clause 14.5.6.3).

	>>Network Performance Info
	
	
	Performance information on the NF where the UE is expected to be according to the expected moving trajectory


6.x.4
PCF output
Table 6.x.4-1 and 6.x.4-2 show the event id and the output by the PCF based on the input information described in Table 6.x.3-1. The solution assumes to use the outcome of Key Issue #2: Analytic information exposure to AF as the interface between AF and PCF.
Table 6.x.4-1: Event Id to provide analytics to AF
	Event ID 
	Event Filter
	Description

	BDT policy warning
	ASP identifier,

Time, Date, Network area information
	


Table 6.x.4-2: Content of List of BDT policy warning
	IE/Group Name
	Presence
	Description 

	List of BDT policy warning
	
	

	> IEs
	
	

	>> ASP identifier
	M
	Identifier to identify the ASP

	>>Warning
	M
	If the value equals to 1, it is better that the BDT policy is re-negotiated.

	>>BDT policy reference ID
	M
	Reference ID of agreed BDT policy

	>>Time
	O
	It indicates the time when the BDT policy does not work well

	>>Date
	O
	It indicates the date when the BDT policy does not work well

	>>Network area
	O
	indicates the network area where the BDT policy does not work well

	>>UE ID
	O
	Indicates the UE whose traffic receives the impact


6.x.4
Impact on Existing Nodes and Functionality

NWDAF: NWDAF service is updated from Rel.15 specification. The existing Nnwdaf interface shall be updated in order to output the parameters in Table 6.x.3-2. The NWDAF also needs to have the feature to collect the data described in Table 6.x.3-1 from the other NFs.
PCF: PCF is required to support the new analytics requests/response/notifications, and have the logic to judge whether the notification should be transferred to the particular AF.
AF: the impacts are to only support receiving the new analytics requests/responses/notifications.

* * * End Change * * * *
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