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3GPP SA2 would like to thank BBF for the LS to 3GPP on status of work. 

1. SA2 status of work
The latest version of SA2 document TS 23.716 can be found in 3GPP web pages.  

[bookmark: _GoBack]2. SA2 questions to BBF.
SA2 kindly asks BBF to provide answer to the following questions:

Q1: SD-420 provided in last meeting the clause 13.8.3  states that the interface between SMF and UPF must be extended to allow SMF to install/update/remove HQOS related attributes (or profiles) on the UPF e.g. bandwidth shaping rate per RG, per device (in case of bridged home), and per access-node. Could BBF provide more information about which are the attributes and the profile to be supported?

Editor-s note: Additional question to be added is needed

2. Reply to BBF’s questions

BBF question 1: UP transfer of QFI, RQI
A consistent concern of our membership has been the minimization of user plane overhead for wireline support. Our current expectation is that the only means of providing reflective QoS would be via the insertion of additional information between the Ethernet header and IP layer which would also imply processing overhead and MTU issues.  
We would request that SA2 provide pointers to any exemplars in 3GPP standards for protocol encodings that would address this issue. We would suggest moving the discussion on this question to our joint mailing list.
SA2 answer: The definition of support of QFI/RQI on N3 interface is defined in TS 29.281.

BBF question 4: FN-RG Authentication
[bookmark: _Hlk522520366]SA2 reply: SA2 and SA3 will provide feedback at a later meeting.
Editor-s note: Answer to be added if addressed by contributions


With respect to specific actions
1. Feedback on Solution 19 (FWA)
BBF has reviewed the description FWA solution in SD-407 based on TR 23.716 solution 19. BBF discussed whether and how BBF wholesale model or 3GPP roaming model is applied to FWA, but further analysis is required, and information will be provided in later stage.

BBF kindly request to 3GPP SA2 to consider that the support of IPv6 prefix delegation via DHCPv6, IPv6 Address allocation via DHCPv6 and Framed routed are also applicable to FWA scenario.

SA2 answer: SA2 agrees to consider also for FWA. 

2. Feedback on Solution 20 (TR-69 Support)

SA2 answer: SA2 has considered the BBF feedback and agreed the conclusion for solution 20 as defined in clause for KI 7.


3GPP SA2 would like to further provide the following feedback to BBF  

· Comment to EN in clause 4.2.1
Editor's note:	The Identities provided/available for non-3GPP managed devices behind a 5G-RG/5G-CRG are FFS.
In residential scenarios, most end systems connected to a premises network are unmanaged devices, and the only persistent identification offered to the RG and possibly the 5GC is the Ethernet MAC address of the interface of attachment to the home network.  The BBF kindly ask SA2 to take this information into account and to provide a 3GPP definition of  “non-3GPP managed devices”.
SA2 answer: ?????  to be added ????

· Comment to EN in clause 4.2.2.1, 4.2.2.5, 4.2.2.6, 

SA2 answer: the ENs have been removed

· Section 7.1
The BBF would like to understand the relationship between a TNAP and the W-5GAN. Is the TNAP simply a generalized form of the concept of wireline access to the 5GC?

SA2 answer:  the Trusted Non-3GPP Access Network (TNAN) in clause 7 has the scope to enable a UE to connect to 5GC via a network satisfy the following principles 
(a)	Employs an access technology not specified by 3GPP (e.g. WLAN);
(b)	Can connect to 5GC by exposing north-bound interfaces compliant with N2/N3; and
(c)	Is deployed and managed either (a) by a 5G mobile operator or (b) by a third-party who is trusted by the 5G mobile operator. How trust is established between a third-party and a 5G mobile operator is currently not considered in this document.
The TNAN is composed by 2 TNAP and TNGF and it is assumed that Non-3GPP access network has not specific access depend requirements to be satisfied or adaptation in contrast with clause 6 where specific W-5GAN requirements need to be supported.


SA2 agreed on the proposal to use for clarification of technical aspects the joint mailing list: 3GPP_BBF_FMC@LIST.ETSI.ORG. 



2. Actions:
To BBF.
SA2 kindly asks BBF to take the above answers into account and to provide any further guidance as deemed necessary.
SA2 would like to have BBF feedback on the following candidate solutions and related conclusions in SA2 TR 23.716:
· For registration procedure SA2 has two candidate solutions which are based on different protocols for transporting NAS messages, solution 2 based on EAP-5G and solution 3 based on a FCP protocol. In order to progress in work SA2 kindly request BBF to provide its decision on which is the preferred solution or whether alternative solution is selected. 


3. Date of Next TSG-SA WG2 Meetings:
3GPP SA WG2 #129bis 	November 26 – 30		 West Palm Beach, Florida, USA
3GPP SA WG2 #130		January  21 – 25		 Kochi, India


