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Abstract of the contribution: This paper is to update the Evaluation and Interim Conclusion for KI#4 to consider Solution 14.
Discussion
Evaluations of Solutions and Interim Conclusion for KI#4 have been documented, however, it doesn’t consider more solutions that are relevant, e.g. Solution #14.
Solution#14 proposes “The privacy setting of the target UE and the location subscriber authorization data of the requestor client / UE can be a Data Subset of the Subscription Data stored in the UDR accessed by the UDM.”

This paper is to update the Evaluation and Interim Conclusion for KI#4 to consider Solution 14.
Proposal

It is proposed to update TR 23.731 as follows.
FIRST CHANGE
7.1
Evaluation of Solutions for Key Issue #4
The summary of the solutions for Key Issue #4 (Reduce overhead for repetitive non-successful privacy verification) is shown in Table 7.X.1-1.
Table 7.1.1-1: Analysis of solutions for Key Issue #4
	
	Solution5 in clause 6.5
	Solution6 in clause 6.6
	Solution7 in clause 6.7
	Solution 14 in clause 6.14

	Network function performs privacy verification for 5GC_MT_LR
	GMLC
	GMLC
	GMLC
	GMLC

	How to transfer the privacy setting
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	N/A

	Where to store the privacy setting from the UE
	UDM
	PPR
	PPR
	UDM

	Which kind of message to carry privacy setting from the UE
	"UE-LMF" message and NAS Location Notification Return Result
	Registration message
	"UE-LMF" message.
	N/A

	Whether the network changes the privacy setting from the UE
	--
	The PPR may change the privacy setting from the UE. If the PPR changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure.
	The PPR may change the privacy setting from the UE. If the PPR changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure.
	N/A


As shown in the Table 7.1.1-1, the common parts of Solution5, Solution6, Solution7 and Solution 14 are as follows:

-
The UE indicates to the network the privacy setting.
- For 5GC_MT_LR request, the GMLC determines whether to disallow subsequent LCS requests from external LCS clients based on UE privacy setting.
On the privacy setting storage, Solution 5 and Solution 14 propose to store them in the UDM, and Solution 6 and Solution7 propose to store them in the PPR. Considering that operators will benefit from a unified data storage and a simplified network architecture, PPR can be merged into UDR, i.e. UE LCS privacy setting is a Data Subset of the Subscription Data stored in the UDR that is accessed by the UDM.
NEXT CHANGE
8.2
Interim Conclusion for Key Issue #4
The following conclusion can be considered for the R16 development for UE privacy setting update, storage and verification:

· UE indicates to the network the privacy setting, and the privacy setting can be stored as a Data Subset of the Subscription Data stored in the UDR that is accessed by the UDM

· For 5GC_MT_LR request, the GMLC determines  whether to disallow subsequent LCS requests from external LCS clients based on the privacy setting obtained from the UDM.
END OF CHANGES
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