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Abstract of the contribution: This contribution provides a further look into the use of CN steering between 5G CN and EPC for load balancing purposes and concludes it brings more issues than benefits.   
1
Discussion
1.1
Background

Key issue 15 introduces two main aspects: 

-
UE selection of 5GC or EPC based on Cellular IoT feature support. 

-
Redirection of a UE from 5GC to EPC based on operator policies and/or load, and vicerversa.

This contribution questions the benefit of load balancing between EPC and 5GC.

1.2
Load balancing between EPC and 5GC?
One of the current motivations as per Key issue #15 for CN steering of C-IoT capable UEs between EPC and 5GC is load balancing. 

However, after more detailed analysis we believe such CN steering would not bring any benefits.   

In order to analyse the benefits of load balancing we discuss the following aspects:

1.
Under which scenarios would a Core Network apply load balancing?

2.
Are there already other mechanisms in Rel-15 or in other key issues that would cover those scenarios?

3.
Would CN steering bring further benefits on top of current mechanisms in Rel-15 or in other key issues?

4.
Would CN steering bring potentially other problems or suboptimalities?  

1.2.1
Under which scenarios would a Core Network apply load balancing?

The main scenario where a CN would consider load balancing is overload at the core network. Note that this would be a severe situation as both core networks have mechanisms to load balance UEs across all network entities.
NOTE: 
Note that CN steering would bring no benefit to alleviating congestion at access stratum since for C-IoT access to EPC or 5GC is via the same radio access, either NB-IoT or eMTC.
	Observation 1: Load balancing between EPC and 5GC would be used in case of severe core network overload.


1.2.2
Are there already other mechanisms in Rel-15 or in other key issues that would cover those scenarios?

There are multiple mechanisms defined already in 5GC in Rel-15 to mitigate overload at the core network:
1.
Virtualized deployment and TNLA load balancing/rebalancing:

-
In virtualized deployments (TS 23.501 section 5.21) additional AMF instances can be instantly created in case of load increase; using the TNL association load balancing and TNL association load rebalancing (TS 23.501 section 5.19) load can be actively moved to new AMF instances.
2.
AMF load balancing and rebalancing:

-
AMF load balancing: The AMF Load Balancing functionality permits UEs that are entering into an AMF Region/AMF Set to be directed to an appropriate AMF in a manner that achieves load balancing between AMFs.
-
AMF load rebalancing: The AMF load re-balancing functionality permits cross-section of its subscribers that are registered on an AMF (within an AMF Set) to be moved to another AMF within the same AMF set.

Features 1 and 2 allow a network to use their 5GC deployment evenly. In case of further congestion in the CN, the following features involving the UE can be used: 

3.
Backing off devices via AMF overload of control:

-
N2 overload control (Rel-15): allows the AMF to instruct RAN to perform RRC rejections of certain devices (depending on certain parameters) and/or perform Unified Access Control
-
NAS congestion control (rel-15): Allows the AMF to reject a UE NAS request and back off the device. 

4.
SMFs can also protect themselves from overload using SMF overload control

Note that Rel-16 C-IoT is expected to add mechanisms for applying overload control for small data as per key issue 7.

For EPC, there are also mechanisms for:

1. MME load balancing via weight factors, and MME load rebalancing (in case of EPC with UE involvement via load balancing TAU).

2. Core network overload control via Overload Start and NAS rejection/back off both for MM and SM (per APN).
1.2.3
Would CN steering bring further benefits on top of current mechanisms in Rel-15 or in other key issues or drawbacks?
There are two main aspects to consider for this question:
1. As per Observation 1, load balancing across CN types would only occur under severe congestion. It is expected that the network deployment and dimensioning is such that normally this overload scenarios would not occur, and the network would be evenly loaded. This means that under this scenario, a massive amount or UEs is creating signalling/data at the same time, such that the whole CN (even after load balancing/rebalancing within the CN type) is congested. 

2. Note also that most Cellular IoT devices are assumed to be delay tolerant, and therefore service is not severely affected by a temporary back off due to temporary congestion.  

Due to aspect (1) above, if a massive amount of devices is causing congestion in one CN type (e.g. 5GC), redirecting those devices to the other CN type (e.g. EPC) would increase signalling over the air, and could potentially cause congestion in the other CN type:

· A massive amount of devices attempt access to 5GC, creating congestion. Instead of backing them off, or performing access control, the 5G network redirects these UEs to EPC. 

· Now a large amount of devices would initiate access /registration attempt to EPC. 

-
Note that it is likely the UEs would attempt access to EPC via the same cell/RAN node the UE was rejected access to 5GC or redirected, so the signalling over the air is doubled on the same cell/RAN node, increasing the chances of creating AS congestion.

-
Note that this could also create congestion in EPC. 

-
Furthermore, if EPC is now congested, redirection to 5GC may be started, creating a potential ping-pong situation that would make matters worse.
Under severe congestion, which would normally be temporary, it is better to back off delay tolerant UEs than to redirect to a different CN type. Given aspect (2) above, service for those devices would not be impacted negatively, as occasional delays are expected for those services. 

In our understanding, the valid scenarios for Core network steering across EPC / 5GC include:

-
Roaming agreement: A VPLMN configured to serve UEs from specific HPLMN via EPC (or via 5GC)

-
Some other operator policies.

-
A CN that finds via NAS more granular IoT related support / preference from the UE, and knows that the preference/support from UE better fits the network support in the other CN type.

	Conclusion 1: Each CN type has its own means to perform load balancing/rebalancing within its own CN type. Only severe congestion situations would warrant redirecting to a different CN type, but in that case due to the potential drawbacks (overloading the other CN type, doubling OTA signalling), it is better to use congestion/overload control mechanisms like UAC, Overload Start or NAS back-offs.   


	Proposal 1: Remove load balancing as a reason for CN steering


. 
2
Proposal

The following changes are proposed to TR 23.724.
*** Start of changes ***
5.15
Key Issue 15: Core Network selection for Cellular IoT
5.15.1
Description

Rel-15 provides a mechanism to indicate over E-UTRA whether connectivity to 5GC is available, and a mechanism for the UE to indicate whether it has selected EPC or 5GC in RRC signaling.

A UE that supports EPS CIoT features and 5GS CIoT features as well as a UE that only supports 5GS CIoT features needs to additionally be made aware whether CIoT features are available in EPC and/or 5GC when selecting the core network to connect to via an NB-IoT/WB-E-UTRA cell.

In the networks that support CIoT features in both EPC and 5GC, the operator may steer the UEs to a specific CN type due to operator configuration, roaming agreements, specific C-IoT feature support/preference indicated over NAS, etc. This key issue aims at studying how to inform the UE whether and which 5GS CIoT features are available in 5GC, and how to steer the UE to EPC or 5GC based on operator policies if the CIoT features required by the UE are supported in both EPC in 5GC.
5.15.2
Architectural requirements

The architectural requirements are as follows:

-
It shall be possible for a UE supporting CIoT features to discover whether 5G CIoT feature(s) are supported in 5GC via NB-IoT/WB-E-UTRA access, and to perform core network selection between EPC and 5GC based on such discovery.

-
It shall be possible for the RAN to take into account CIoT feature indication(s) from the UE to perform AMF selection.
-
Upon UE selecting 5GC, it shall be possible for the 5GC, based on e.g. operator policy, to redirect the UE to EPC, and vice versa.

-
Upon redirecting the UE to EPC, it shall be possible for the EPC to prevent idle and connected mode mobility to 5GC, and vice versa.
5.15.3
Architectural baseline

The architectural baseline is as follows:

-
A UE supporting 5G CIoT feature(s), discovers whether 5G CIoT feature(s) are supported in 5GC.

-
A UE supporting 5G CIoT feature(s) and EPC CIoT optimizations performs CN type selection (EPC vs 5GC) based on the information about the features available for EPS (i.e., CP and/or UP optimizations) and 5GC.
-
A UE selecting 5GC may also request 5G CIoT feature(s) during RRC connection establishment procedure.

-
If the UE has requested 5G CIoT feature(s), the RAN takes that into account for AMF selection.

-
If the UE has selected 5GC, the 5GC can based on e.g. operator policy, redirect the UE to EPC, and vice versa.

-
If the 5GC has redirected the UE to EPC, the EPC indicates the idle mode camping policy and connected mode mobility restrictions to RAN to prevent mobility to 5GC, and vice versa.
5.15.4
Open issues

The open issues for this key issue are the following:

-
The granularity of CIoT features to be discovered and to be taken into account, i.e. which solution or set of solutions constitute a 5GS CIoT(s) features to be taken into account during CN selection.
-
How the network determines the UE(s) need to be moved to the other system (i.e. EPC to 5GC or vice versa)


-
Whether and how the 5GS C-IoT feature(s) are indicated to UE in broadcast or by any other means.

-
How the 5GS CIoT feature(s) are indicated in RRC by UE.

Editor's note:
The previous two aspects require coordination with RAN WGs.
-
How potential solutions relate to network slicing.

-
How the potential solutions for Core Network selection can be generalized and applied also to other than CIoT UEs.
*** End of changes ***
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