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Abstract of the contribution: 
This document proposes a new solution for Key Issue #1: Network discovery, selection and access control for non-public networks and for Key Issue #2: Network identification for non-public networks.
Discussion
This document proposes a solution for the following topics in Key Issue #1 and #2:
· Network identification for non-public networks
· Network discovery for non-public networks
· Network selection for non-public networks.
The proposed solution is based on modification of the Solution #4.

Network identification for non-public networks
This solution assumes that three cases are possible:
· Non-public network that is type a network and managed by PLMN
· Non-public network that is type a network and is independently managed
· Non-public network that is type b network and is independently managed.
Also, this solution assumes that at the same area simultaneously multiple different non-public networks could be visible to a user.
Similar to Solution #4 in this solution a non-public network is identified by a combination of PLMN ID and non-public network ID, where PLMN ID has a reserved value. 
Proposal 1: Different from Solution #4 in this solution it is proposed that a range of PLMN ID values is reserved for the purpose of non-public network identification. 
This may be beneficial to distinguish different types of non-public networks or multiple non-public networks visible simultaneously at the same area.

Network discovery for non-public networks
Similar to Solution #4 in this solution network discovery for non-public networks is enabled by broadcasting a combination of PLMN ID and non-public network ID in SIB.

Network selection for non-public networks
This solution assumes that different users could be subscribed to different services. For network selection in addition to non-public network identification an information of available services may be required to make decision on network selection for both automatic and manual network selection.
Another assumption is that there could be non-public networks that are reconfigured from time to time to provide different services. This is additional motivation to include information on available services into network selection process.
Proposal 2: Non-public network selection is based on non-public network identification and additional information including information on services that are currently provided by this non-public network.

Proposal
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[bookmark: _Toc524419811]6.Y	Solution #Y: Network identification, discovery, and selection for non-public networks
[bookmark: _Toc524419812]6.Y.1	Description
This solution addresses Key Issue #1: Network discovery, selection and access control for non-public networks and for Key Issue #2: Network identification for non-public networks.
This solution supports the following network types:
-	A non-public network that is managed by a public PLMN and for which service continuity and roaming with a public PLMN is possible.
-	A non-public network that is independently managed and for which service continuity and roaming with a public PLMN is possible.
-	A non-public network that is independently managed and for which service continuity and roaming with a public PLMN is not possible.
To address the Key Issue #2: Network identification for non-public networks, this solution is based on the following principles:
-	A non-public network is identified by a combination of a PLMN ID and a non-public network ID.
-	For non-public networks that are independently managed a range of PLMN ID values is reserved.
To address the Key Issue #1: Network discovery, selection and access control for non-public networks, this solution is based on the following principles:
-	NG-RAN nodes of a non-public network broadcast in SIB a combination of a PLMN ID and non-public network ID to support this non-public network discovery.
-	Non-public network selection is based on non-public network identification and additional information including information on services that are currently provided by this non-public network.




[bookmark: _Toc524419813]6.Y.2	Procedures
Editor's note:	This clause describes services and related procedures for the solution.

[bookmark: _Toc524419814]6.Y.3	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.

[bookmark: _Toc524419815]6.Y.4	Solution Evaluation
Editor's note:	This clause provides an evaluation of this solution.
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