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	Reason for change:
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Furthermore, even CT1 agreed that the establishment of always-on PDU sessions needs to be autherized by the SMF, the UP connections activation of the always-on PDU sessions is not controlled by the 5GC, which means the UE can still request the network to activate non always-on PDU session without UL data pending, and then the authentication makes no sense. 
To solve this issue, there are two options:

1. The UE indicates which PDU sessions are always-on PDU session during the service request procedure, and the 5GC check whether the PDU sessions provided by the UE are always-on PDU sessions.

2. When an always-on PDU session is established, the 5GC automatically establishes its UP connection during each transition from 5GMM-IDLE mode to 5GMM-CONNECTED mode.

As option1 has more flexibility on UE side, this CR is implemented based on this option.
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***** 1st Change *****
5.6.2
Interaction between AMF and SMF

The AMF and SMF are separate Network Functions.

N1 related interaction with SMF is as follows:

-
The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF based on the PDU Session ID in the NAS message. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.

-
The serving PLMN ensures that subsequent SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.

-
SMF handles the Session management part of NAS signalling exchanged with the UE.

-
The UE shall only initiate PDU Session Establishment in RM-REGISTERED state.

-
When a SMF has been selected to serve a specific PDU Session, AMF has to ensure that all NAS signalling related with this PDU Session is handled by the same SMF instance.

-
Upon successful PDU Session Establishment, the AMF and SMF stores the Access Type that the PDU Session is associated.

N11 related interaction with SMF is as follows:

-
The AMF reports the reachability of the UE based on a subscription from the SMF, including:

-
The UE location information with respect to the area of interest indicated by the SMF.

-
The SMF indicates to AMF when a PDU Session has been released.

-
Upon successful PDU Session Establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE including the AMF set. When trying to reach the AMF serving the UE, the SMF may need to apply the behaviour described for "the other CP NFs" in clause 5.21.
-
When an always-on PDU session is successfully established, the SMF indicates the AMF that the PDU session is always-on PDU session.
N2 related interaction with SMF is as follows:

-
Some N2 signalling (such as handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF. The AMF may forward the SM N2 signalling towards the corresponding SMF based on the PDU Session ID in N2 signalling.

-
SMF shall provide PDU Session Type together with PDU Session ID to NG-RAN, in order to facilitate NG-RAN to apply suitable header compression mechanism to packet of different PDU type. Details refer to TS 38.413 [34].
N3 related interaction with SMF is as follows:

-
Selective activation and deactivation of UP connection of existing PDU Session is defined in clause 5.6.8.

N4 related interaction with SMF is as follows:

-
When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE is unreachable or if the UE is reachable only for regulatory prioritized service and the PDU Session is not for regulatory prioritized service, then the SMF shall not inform DL data notification to the AMF

The AMF is responsible of selecting the SMF per procedures described in clause 6.3.2. For this purpose, it gets subscription data from the UDM that are defined in that clause. Furthermore, it retrieves the subscribed UE-AMBR from the UDM to send it to the (R)AN as defined in clause 5.7.2

AMF-SMF interactions to support LADN are defined in clause 5.6.5.

In order to support charging data collection and to fulfill regulatory requirement (in order to provide NPLI - Network Provided Location Information- as defined in TS 23.228 [15]) related with with the set-up, modification and release of IMS Voice calls or with SMS transfer  the following applies

-
At the time of the PDU Session Establishment, the AMF provides the SMF with the PEI of the UE if the PEI is available at the AMF.

-
When it forwards UL NAS or N2 signalling to a peer NF (e.g. to SMF or to SMSF) or during the UP connection activation of a PDU Session, the AMF provides any User Location Information it has received from the 5G-AN as well as the Access Type (3GPP - Non 3GPP) of the AN over which it has received the UL NAS or N2 signalling. The AMF also provides the corresponding UE Time Zone. In addition, in order to fulfill regulatory requirement (i.e. providing Network Provided Location Information (NPLI), as defined in TS 23.228 [15]) when the access is non-3GPP, the AMF may also provide the last known 3GPP access User Location Information with its age, if the UE is still attached to the same AMF for 3GPP access (i.e. valid User Location Information).

The User Location Information, the access type and the UE Time Zone may be further provided by SMF to PCF. The PCF  may get this information from the SMF in order to provide NPLI to applications (such as IMS) that have requested it.

The  User Location Information may correspond to

-
In the case of a 3GPP access: a Cell-Id.

-
In the case of non-3GPP access: an UE local IP address (used to reach the N3IWF) and optionally UDP or TCP source port number (if NAT is detected).

When the SMF receives a request to provide Access Network Information reporting while there is no action to carry out towards the 5G AN or the UE (e.g. no QoS flow to create / Update / modify), the SMF may request User Location Information from the AMF;

5.6.x
Always-on PDU session
An always-on PDU session is a PDU session for which user-plane resources have to be established during every transition from 5GMM-IDLE mode to 5GMM-CONNECTED mode. 
Based on an indication from upper layer, A UE can request to establish a PDU session as an always-on PDU session. The SMF decides whether the PDU session can be established as an always-on PDU session. The SMF indicates the UE and AMF whether the PDU session is established as an always-on PDU session. The UE in single registration mode can request the 5GC to modify a PDU session to an always-on PDU session after the first inter-system change from S1 mode to N1 mode.
The UE is allowed to activate an always-on PDU session even there is no UL data peending. If the UE wants to activate any always-on PDU session without UL data pending, the UE shall indicate an always-on PDU session list to the network. The AMF and/or SMF need to check whether a PDU session in the always-on PDU session list is allowed to be activated.
***** End of Changes *****
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