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Abstract of the contribution: This contribution provides evaluation and conclusions related to the data collection issues. 
1 Discussion
Observation 1:
TR 23.791 v0.6.0 has 3 different solutions defined for the data collection of NF and/or AF information by NWDAF for generation of analytics. These solutions are: Solution 6: Data Collection from NFs/AFs using a new service; Solution 12: Data Collection from OAM using the existing SA5 services; Solution 14: Data Collection from NFs via NF Event Exposure services
Observation 2: The current text of the TR 23.791 does not provide a comparison and conclusions about the different solutions for data collection. 
Observation 3: 
Offline discussions as well as discussions during FS-eNA calls indicate different views on which data collection solution should be adopted, and that an analysis of the strengths and enhancements (in the case of solutions based on current mechanisms) should be provided. 
Proposal: 
We propose to use the following criteria for the evaluation of solutions related to data collection for analytics generation:
· Source and type of data that can be collected with the proposed solution.
· Alignment with specifications for Rel 15;

This contribution proposes to update the following section of TR 23.791 in order to describe the evaluation and conclusions about the data collection solutions. 
· Update the Section 7 (Overall Evaluation) with the comparison of the 3 solutions and the analysis of which of the 3 solutions for data collection could be used by the UCs. 
· Propose conclusions related to the analytics exposure functionality of NWDAF in Section 8 (Conclusions)


2 Proposal
It is proposed to make the following changes to the TR 23.791.

* * * * Start of 1st changes (all nex text) * * * * 
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7.1	Evaluation of Solutions for Data Collection
This section compares the solutions for data collection for supporting analytics generation using the following criteria:
· Source and type of data that can be collected with the proposed solution.
· Alignment with specifications for Rel 15;

Editor’s Note: Comparison of solutions for data collection from UE is FFS.
7.1.1	Analysis of Adopting Solution 14 (based on existing event exposure services)
One of the main advantages of this solution is that it reuses the already defined Event Exposure service from the specific set of NFs (i.e., PCF, AMF, UDM, SMF) to collect individual UE information.
This solution as is, does not allow data collection from AF. 
Adopting Solution 14 as the main/sole mechanism for NWDAF data collection would lead to the following consequences:
-	Considering the UCs defined in this TR, all the sources of information for analytics generation that do provide the Event Exposure Service would need to be extended to define this service, for instance AF. 
-	A definition on how to handle the dimensions of the data collection (i.e., individual UEs, spatial, temporal, and based on populations) to be supported using only Solution 14 would need to be defined. Some alternatives are:
-	Alternative 1: the fact of adopting Solution 14 without any changes implies that NWDAF is restricted to collect events over time from individual UEs; the side effect is that the generated analytics would be restricted to individual UEs. Another problem that needs to be handled is the volume of data to be collected. This alternative also excludes the Use Cases which require data collection from AF. 
-	Alternative 2: please refer to the paragraph above on Solution 6 and 12
7.1.2	Analysis of Adopting Solution 12 (based on OAM services)
Solution reuses SA5 services with minor change on exposed operations of such services.
Information type restricted to the ones exposed by OAM and defined in TS28.552, which currently does not support fine grain data collection for generation of analytics per region, or per application, or per groups of UEs. 
Despite the restrictions of Solution 12, NWDAF requires access to the basic measurements and KPIs at the level of aggregation available at OAM, because NWDAF may need to further compare the specific data collected (per region, per application, etc.) to the overall measurements of a network slice, for instance in order to determine the influence of certain application in the overall load of an UPF if the measurement is the number of active sessions. 
Adopting Solution 12 as the main/solely mechanism for NWDAF data collection would lead to the following consequences:
-	Alternative 1: The work in NWDAF in the normative phase would be restricted to use network slice level, NF, and/or network level of information to generate analytics. This means that NWDAF would not have support for generating analytics for UC defined in this TR that require analytics per region, per UE (or groups of UE), per application, nor that require AF information. 
-	Alternative 2: FS-eNA would require a strong cooperation with SA5 to define the measurements based on the UCs in this TR that need to be defined in TS 28.552, so to support the NWDAF analytics generation. As well as, SA5 would need to extend the scope of the type of measurements OAM is responsible to provide. 
7.1.3. Analysis of Adopting Solution 6 (based on new services for data collection)
This is the only solution that allows:
-	Data collection from AFs, and
-	Data collection per populations of UEs or grouped information (e.g. application ID).
This solution enables the use of computing power of the NF itself, in order to pre-process, normalize and aggregate the information to be sent to NWDAF for analytics generation, with the following benefits:
-	The solution reduces the bandwidth for transferring data for NWDAF to generation of data collection;
-	The NFs/AFs are not required to expose the different types of information they produce; with this mechanism it is possible to expose data to support analytics without exposing the internal mechanisms of the NF. 
Adopting Solution 6 as the main/sole solution would lead to the following consequences:
-	Considering the existence of the Event Exposure service (solution 14) already defined, there are 2 possibilities:
-	Alternative 1: Maintain both services (solution 14, solution 6) at NFs, and define clear boundaries on the type of information that can be exposed by each service, where Event Exposure service enables the data collection of individual UE to support temporal analytics; and Solution 6 allows data collection for generation of analytics related to populations of UEs and grouped CP information considering spatial and temporal dimensions.
-	Alternative 2: Discontinue the use of the Event Exposure service, and extend Solution 6 to be able also to provide individual UE information for analytics generation. 
-	Independent from the alternative chosen for supporting solution 6, there should be coordination between SA5 and SA2 to determine a clear boundary on the type of population/grouped information that can be collected by Solution 6 and by OAM.
7.1.4	Analysis of Data Collection solution per Use Case
This section describes the possible application of the different solutions for data collection for each UC.
Table 1 - Mapping UCs and Possible Application of Data Collection Solutions
	Use Case
	Use case text portions related to data collection (or to which analytics could be provided)
	UE Behaviour
	UE population metrics
	Solution 14 (Using Existing Exposure services)
	Solution 12 (Data collection from OAM)
	Solution 6 (Using a new service for CDI)

	1: <how to get information from AF>
	“define a framework for data retrieval from AF(s) » « study potential signalling load impacts on the NEF »
	/
	/
	
	
	Yes

	2: <NWDA-Assisted QoS Provisioning>
	“improve the network resource utilization and user QoS experience. »
	Yes
	Yes
	?
	
	??

	3: <NWDA-Assisted Traffic Handling>
	“current load information of UPFs”; “information that may be provided by the network and the 5G-RAN and applications in DNs”
	 
	Yes
	
	Yes
	Yes

	4 : <Using NWDA output to customize mobility management>
	“UE mobility behaviours” ”other information can be used by the 5GC to customize mobility management for related UEs”
	Yes
	Yes FFS
	Yes
	Load of NF
	Yes

	5: <NWDA-assisted Determination of Policy>
	“network condition in the particular location may change after the UE establishes PDU session.”
“traffic volume, congestion level, load status information in the specific network area”
	Yes
	Yes 
	Yes
	
	Yes

	6: <NWDAF-Assisted QoS Adjustment>
	“based on the non-real time data information from 5GS and Application Server “
“combination(s) are in use per NF situation per time per UE location”
	Yes
	Yes 
	Yes (expect for AF data)
	
	Yes

	7: NWDAF assisting 5G edge computing
	“(e.g. load information based on time and spatial information, which service is subject to edge computing in some location, UE's mobility information)”
	Yes 
	Yes
	Yes (expect for AF data)
	Load of NF
	Yes

	8: Performance improvement and supervision of mIoT terminals
	“specific group, the service behaviours, data traffic (frequency, size) and moving areas probably have obvious regularity”, “to prevent the network congestion because of group activity” “botnets”
	 Yes
	Yes
	Yes
	
	Yes

	9: <NWDAF-assisted load balancing/re-balancing of network functions>
	“provide analytics about the timing to execute load balancing/ re-balancing per network slices and/or per types of services” 
KI10 related to UC9: “analytics of network deployment topology for NF instances and historic/current network condition aspects such as load levels information across multiple instances of a NF in the geographic location of the service area”
	 
	Yes (load)
	
	Load of NF
	Yes

	10: NWDA-assisted determination of areas with oscillation of network conditions
	“NF information data collection (e.g. TS 32.426 defines measurements … are aggregated values” “In 5G…E2E QoS assurance per slice and/or per type of service”” Application function offline report the service data (like MoS) to NWDAF”
“data with the information provided by the 5GS NF(s)”, “With the data analytics provided by NWDAF, the 5GS NF is able to improve service experience (e.g. in areas with dense traffic, for instance, the best compromise (cost / service delay) for UPF location could be determined).”
	 
	Yes (analytics about segments/areas, dense areas)
	Yes
	Load of NF
	Yes

	11: Prevention of various security attacks
	Potential providers of data: “example :UPF, SMF, charging systems, AF (e.g. service chain on N6)”, input data: “Statistics about traffic towards a service or destination address (e.g. IP address range)”.
	Yes (user habits and behaviour)
	Yes (unusual traffic patterns)
	
	
	Yes

	12: < NWDA-Assisted predictable network performance >
	“NWDAF may consider the factors, e.g. speed and direction or upcoming location of the vehicle, network performance related information (load information based on time and spatial information).”
	Yes 
	Yes 
	Yes
	Load of NF
	Yes

	13: <UE driven analytics sharing>
	“provide relevant localised contextual information”; “collected from inertial sensors of the UE”; “The processed information can be used for network slice selection for the UEs.”
KI13:” Note: It's not assumed that there is a direct interface between the UE and NWDAF.”
	Yes
	 
	
	
	

	14:< How to ensure that slice SLA is guaranteed >
	“guarantee the slice SLA at any time, e.g., how many percent of UEs’ Service Experience (i.e. UE QoE or UE Service MoS”; “Which network slice level KPIs defined in OAM (e.g., TS 28.554 [17]) can be used for analysis to guarantee slice level SLA?”
	
	Yes
	
	KPIs ?
	Yes

	KI7: Future background Transfer (specific case from UC #5
	Sol 18: “It is considered that the network condition at the UE location could directly impact the transfer policy for future background data transfer provided to the ASP in particular:
- UE Moving Trajectory;
- Network performance information such as NF available capacity of 5G NF which serves the UE.”
“It is obvious that NWDAF could derive the UE Moving Trajectory by collecting the UE level information such as location information from AMF, Network performance information is collected from OAM.
	Yes
	Yes
	Yes
	Yes
	?
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Editor's note:	This clause is intended to list conclusions that have been agreed during the course of the study item activities. This should also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA WG2.
[bookmark: _Toc473190644][bookmark: _Toc500949091]8.X	Conclusions on Data Collection for generation of analytics by NWDAF
Adopt Solution 6, 12, and 14, as alternatives for data collection for NWDAF, where:
-	Solution 14 is the basic solution for data collection of temporal and individual UE information;
-	Solution 6 is the basic solution for data collection of information that allows analytics to be generated per populations of UEs or groups of information (e.g., application ID), per spatial and temporal dimensions (e.g., per region of a network slice for a period of time); as well as for data collection from AF.
-	Solution 12 is the main alternative for collecting network slice, NF, and network level information for supporting analytics generation at CP
-	As the relationship between SA2 and SA5 progresses, and OAM can provide new measurements and KPIs related to UE populations and grouped CP information, as well as, spatial information, the scope of Solution 6 can be updated. 
* * * End of changes * * * 
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