
3GPP TSG-SA WG2 Meeting #129
S2-1810321
14-20 2018, Dongguan, China

	CR-Form-v11.2

	CHANGE REQUEST

	

	
	23.502
	CR
	0757
	rev
	
	Current version:
	15.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	TS23.502 Clarification on UE policy service and AM policy service

	
	

	Source to WG:
	ZTE

	Source to TSG:
	SA WG2

	
	

	Work item code:
	5GS_Ph1
	
	Date:
	2018-09-29

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	1. In last meeting, Namf_Communication_N1N2MessageTransfer is used to deliver the UE policy to the AMF. The Policy Control Request Trigger which is used in AMF is missing in the input of this service operation.
2. There are still some texts saying the UE policy is sent in AM policy Association. This should be clarified.
3. The change of the Allowed NSSAI is used for both UE policy and AM policy. So this trigger should be added to UE policy trigger.

4. Clause 4.16.2.1.2 has not been updated to remove the UE policy handling. This should be updated to align with other clauses.

5. The clause 4.16.3, only the AMF triggers the AM Policy Association Termination. Therefore the general description should be updated. 

6. In clause 4.16.13.2, the removal policy data will trigger the PCF to terminate the UE Policy Association. Normally the UE Policy Association is after the UE is deregistered or the UE moves to another AMF.  The removal of UE policy data doesn’t need to terminate the UE Policy Association but only notify the UE to remove the the UE policy. The PCF may provide new UE policy via the UE policy Association to the UE some time later.

	
	

	Summary of change:
	1. Add Information on the Policy Control Request Trigger condition in the input parameter of Namf_Communication_N1N2MessageTransfer
2. Clean up on the description of UE policy in AM Policy association.
3. Add the change of the Allowed NSSAI in UE policy control request trigger.

4. Update the clause 4.16.2.1.2 to remove the UE policy handling
5. Update the 4.16.3.1 to remove two cases of AM policy association termination.

6. Void the clause 4.16.3.2 PCF-initiated UE Policy Association Termination, use the UE Policy Association Modification initiated by the PCF to remove the UE policy in the UE.

	
	

	Consequences if not approved:
	How to handle  the UE policy and AM policy is still unclear

	
	

	Clauses affected:
	5.2.2.2.7, 5.2.5.2, 5.2.5.2.1, 5.2.5.2.2, 5.2.5.2.3, 4.16.2.1.2, 4.16.3, 4.16.3.1, 4.16.3.2, 4.16.11, 4.16.12.2, 4.16.13.2(VOID)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First Change * * *
5.2.2.2.7
Namf_Communication_N1N2MessageTransfer service operation

Service operation name: Namf_Communication_N1N2MessageTransfer.

Description: CN NF request to transfer downlink N1 and/or N2 message to the UE and/or AN through the AMF.
Input, Required: CN NF ID, Message type (N1 or N2 or both), Message Container (s) where at least one of the message containers (N1 or N2) is required.

Input, Optional: last message indication, Session ID, Paging Policy Indicator, ARP, Area of validity for the N2 SM information, 5QI, N1N2TransferFailure Notification Target Address, Information on the Policy Control Request Trigger condition.
Output, Required: Result indication.
Output, Optional: Redirection information.

If the UE is in CM-IDLE state, the AMF initiates the network triggered service request procedure as specified in clause 4.2.3.3 and responds to the consumer NF with a result indication, "attempting to reach UE". Otherwise, the AMF responds to the consumer NF, with a Namf_Communication_N1N2MessageTransfer response, providing a result indication of whether the AMF was able to successfully transfer the N1 and/or the N2 message towards the UE and/or the AN. A result indication of "N1/N2 transfer success" does not mean that N1 message is successfully received by the UE. It only means that the AMF is able to successfully send the N1 or N2 message towards the AN.
The "Area of validity for the N2 SM information", if included is used by the AMF to determine whether the N2 SM information provided by the consumer NF can be used towards the AN based on the current location of the UE. If the location of the UE is outside the "Area of validity for the N2 SM information" indicated, the AMF shall not send the N2 SM information to the AN.

In case the consumer NF knows that a specific downlink N1 message is the last message to be transferred in this transaction, the consumer NF shall include the last message indication in the Namf_Communication_N1N2MessageTransfer service operation so that the AMF knows that the no more downlink N1 message need to be transferred for this transaction.
The CN NF is implicitly subscribed to be notified of N1N2TransferFailure by providing the N1N2TransferFailure Notification Target Address. When AMF detects that the UE failes to response to paging, the AMF invokes the Namf_Communication_N1N2TransferFailureNotification to provide the failure notification to the location addressed by N1N2TransferFailure Notification Target Address.

If the result of the service operation fails, the AMF shall set the corresponding cause value in the result indication which can be used by the NF consumer for further action. In case the related UE is not served by AMF and the AMF knows which AMF is serving the UE, the AMF provides redirection information which can be used by the consumer NF to resend UE related message to the AMF that serves the UE.
The PCF sends the UE access selection and PDU Session selection policy information in the UE policy container to the UE in the Namf_Communication_N1N2MessageTransfer service operations. The PCF includes Information on the Policy Control Request Trigger condition to AMF. 
* * * Next Change * * *

5.2.5.2
Npcf_AMPolicyControl service

5.2.5.2.1
General

Service description: NF Service Consumer, e.g. AMF can create and manage a AM Policy Association in the PCF through which the NF Service Consumer receives policy information for a UE.
As part of this service, the PCF may provide the NF Service Consumer, e.g. AMF with policy information about the UE that may contain:

-
Access and mobility related policy information as defined in clause 6.5 of TS 23.503 [20]. In the case of roaming, this information is provided by V-PCF;

-
Policy Control Request Trigger of AM Policy Association. When such a Policy Control Request Trigger condition is met the NF Service Consumer, e.g. shall contact PCF and provide information on the Policy Request Trigger condition that has been met. In the case of roaming, the V-PCF may subscribe to AMF or the H-PCF may subscribe to AMF via V-PCF.
At Npcf_AMPolicyControl_Create, the NF Service Consumer, e.g. AMF requests the creation of a corresponding "AM Policy Association" with the PCF (Npcf_AMPolicyControl_Create) and provides relevant parameters about the UE context to the PCF. When the PCF has created the AM Policy Association, the PCF may provide policy information as defined above.

When a Policy Control Request Trigger condition is met the NF Service Consumer, e.g. AMF requests the update (Npcf_AMPolicyControl_Update) of the AM Policy Association by providing information on the condition(s) that have been met. The PCF may provide updated policy information to the NF Service Consumer.

The PCF may at any time provide updated policy information (Npcf_AMPolicyControl_UpdateNotify);

At UE deregistration the NF Service Consumer, e.g.AMF requests the deletion of the corresponding AM Policy Association.

5.2.5.2.2
Npcf_AMPolicyControl_Create service operation

Service operation name: Npcf_AMPolicyControl_Create
Description: NF Service Consumer can request the creation of a AM Policy Association and by providing relevant parameters about the UE context to the PCF.
Inputs, Required: SUPI (or PEI in case of emergency PDU Session without SUPI).

Inputs, Optional: Information provided by the AMF as define in 6.2.1.2 of TS 23.503 [20], such as Access Type, Permanent Equipment Identifier, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, List of subscribed Service Area Restrictions, H-PCF ID (if the consumer is V-PCF, when receiving the H-PCF ID from AMF), subscribed RFSP Index, the Allowed NSSAI, GUAMI, backup AMF(s) (if NF Type is AMF). Backup AMF(s) sent only once by the AMF to the PCF in its first interaction with the PCF.
Outputs, Required: None.
Outputs, Optional: The requested Access and mobility related policy information as defined in Clause 6.5 of TS 23.503 [20], , and Policy Control Request Trigger of AM Policy Association.

See clause 4.2.2.2.2 (step 16) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE.

See clause 4.16.1.2 (steps 2 and 3) for the detail usage of this service operation for AMF. In step 2, the AMF requests the PCF to apply operator policies for the UE; in step 3, the PCF acknowledges AMF with requested policy.

See clause 4.16.1.3 (steps 3 and 4) for the detail usage of this service operation for AMF. In step 3, the AMF requests the PCF to apply operator policies for the UE; in step 4, the PCF acknowledges AMF with requested policy.

5.2.5.2.3
Npcf_AMPolicyControl_UpdateNotify service operation

Service operation name: Npcf_AMPolicyControl_UpdateNotify
Description: Provides to the NF Service Consumer, e.g. AMF updated Policy information for the UE context evaluated based on the information previously provided by the PCF and the UDR.

NOTE:
This notification corresponds to an implicit subscription.

Inputs, Required: SUPI (or PEI in case of emergency PDU Session without SUPI).
Inputs, Optional: Access and Mobility related information or indication of Policy Association termination. Policy information for the UE context as defined in clause 5.2.5.1.
Outputs, Required: Success or failure.

Outputs, Optional: None.

See clause 4.16.2.2 for the usage of this service operation.

* * * Next Change * * *

5.2.5.6.5
Npcf_UEPolicyControl_Update service operation

Service operation name: Npcf_UEPolicyControl_Update

Description: NF Service Consumer, e.g. AMF can request the update of the UE Policy Association to receive updated Policy information for the UE context.

Inputs, Required: SUPI.

Inputs, Optional: Information on the Policy Control Request Trigger condition that has been met, such as location change, change of UE presence in PRA or change of Allowed NSSAI.

Outputs, Required: Success or not.

Outputs, Optional: Policy information for the UE context.

* * * Next Change * * *

4.16.2.1.2
AM Policy Association Modification with old PCF during AMF relocation

This procedure is applicable to Case C. In this case, AMF relocation is performed without PCF change in handover procedure and registration procedure.
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Figure 4.16.2.1.2-1: Policy Association Modification with the old PCF during AMF relocation

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
:

1.
[Conditional] When the old AMF and the new AMF belong to the same PLMN, the old AMF transfers to the new AMF about the AM Policy Association information including policy control request trigger(s) and the PCF ID(s). For the roaming case, the new AMF receives both V-PCF ID and H-PCF ID.

2.
Based on local policies, the new AMF decides to establish UE Context with the (V-)PCF and contacts the (V‑)PCF identified by the PCF ID received in step 1.


3.
The new AMF sends Npcf_AMPolicyControl_Update to the (V-)PCF to update the AM policy association with the (V-)PCF. The request may include the following information: policy control request trigger which has been met, Subscribed Service Area Restrictions (if updated), subscribed RFSP index (if updated) which are retrieved from the UDM during the update location procedure, and may include access type and RAT, PEI, ULI, UE time zone, service network. The (V-)PCF updates the stored information provided by the old AMF with the information provided by the new AMF.

4.
The (V-)PCF may update the policy decision based on the information provided by the new AMF. 
5.
The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the NG-RAN.

* * * Next Change * * *

4.16.3
AM Policy Association Termination

4.16.3.1
General

The following case is considered for AM Policy Association Termination:

-
UE Deregistration from the network.

-
The mobility with change of AMF (e.g. new AMF is in different PLMN or new AMF in the same PLMN).


4.16.3.2
AMF-initiated AM Policy Association Termination
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Figure 4.16.3.2-1: AMF-initiated AM Policy Association Termination

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.

1.
The AMF decides to terminate the AM Policy Association during Deregistration procedure or due to mobility with change of AMF and (V-)PCF in the registration procedure or handover procedure, then if a AM Policy Association was established with the (V-)PCF steps 2 to 3 are performed.

2.
The AMF sends the Npcf_AMPolicyControl_Delete service operation including SUPI to the (V-)PCF.

3.
The (V-)PCF removes the policy context for the UE and replies to the AMF with an Acknowledgement including success or failure.

4.
The AMF removes the AM Policy Association for this UE, including the Access and Mobility Control Policy related to the UE. The AMF deletes the subscription to AMF detected events requested for that Policy Association.

* * * Next Change * * *

4.16.11
UE Policy Association Establishment

This procedure concerns the following scenarios:

1.
UE initial registration with the network when a UE Policy Container is received.

2.
The AMF re-allocation with PCF change in handover procedure and registration procedure.
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Figure 4.16.11-1: UE Policy Association Establishment

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the V-PCF:

1.
Based on a UE Policy Container received from UE, the AMF decides to establish UE Policy Association with the (V-)PCF then steps 2 to 3 are performed under the conditions described below.

2.
The AMF sends a Npcf_UEPolicyControl Create Request with the following information: SUPI, may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network and UE Policy Container (the list of stored PSIs). In roaming scenario, based on operator policies, the AMF may provide to the V-PCF the PCF ID of the selected H-PCF. The V-PCF contacts the H-PCF.

3.
The (V-) PCF sends a Npcf_UEPolicyControl Creae Response to the AMF. In roaming case, step 4 and 5 are executed, otherwise step 6 follows.

4.
The V-PCF forwards the information received from AMF in step 2 to the (H-)PCF.

5.
The (H-)PCF replies to the V-PCF.

6.
The (H-)PCF gets policy subscription related information and the latest list of PSIs if either or both are not available from the UDR using Nudr_DM_Query (SUPI, Policy Data, UE context policy control data, Policy Set Entry) service operation and the list of subscribed S-NSSAI(s) using Nudr_DM_Query (SUPI, Subscriber Data) makes a policy decision. The H-PCF provides UE access selection and PDU Session selection related policy information as defined in clause 6.6 of TS 23.503 [20] and the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl UpdateNotify Request.

7.
The V-PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotify Response.

8.
(V-)PCF triggers UE Configuration Update Procedure in clause 4.2.4.3. The H-PCF checks the size limit as described in TS 23.503 [20] clause 6.1.2.2.2.

9.
If the V-PCF received the UE Policy container and the H-PCF subscribed to be notified of the reception of the UE Policy container then the V-PCF forwards the response of the UE to the H-PCF using Npcf_UEPolicyControl_Update Request.

10.
H-PCF sends a response to V-PCF.

* * * Next Change * * *

4.16.12.2
UE Policy Association Modification initiated by the PCF
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Figure 4.16.12.2-1: UE Policy Association Modification initiated by the PCF

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. In the roaming case, the H-PCF provides UE access selection and PDU Session selection policy decision, and provides the policy to the AMF via V-PCF.

1a and 1b.
If (H-)PCF subscribed to notification of subscriber´s policy data change and a change or removal is detected, the UDR notifies that the subscriber´s policy data of a UE has been changed.
The UDR notifies the (H-)PCF of the updated or removed subscriber profile via Nudr_DM_Notify (Notification correlation Id, Policy Data, SUPI,

1c and 1d.
PCF determines locally that UE Access selection and PDU session selection policy information needs to be sent to the UE.

2a and 2b.
The PCF makes the policy decision.

3.
The H-PCF may provide UE access selection and PDU Session selection related policy information as defined in clause 6.1.2.2.2 of TS 23.503 [20] in the Npcf_UEPolicyControl UpdateNotify Request.

4.
The V-PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotify Response. The V-PCF may also provide UE Acccess selection and PDU session selection related policy information to the UE. The V-PCF may need to check the size limit as defined in clause 6.1.2.2.2 of TS 23.503 [20].


Steps 5, 6 and 7 are the same as steps 8, 9 and 10 of procedure UE Policy Assocaition Establishment in clause 4.16.11.

* * * Next Change * * *

4.16.13.2
Void












* * * End of Changes * * *
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