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* * * First Change * * * *

6.2.1.1
General

The PCF provides the following session management related functionality:

-
Policy and charging control for a service data flows;
-
PDU Session related policy control;
-
PDU Session event reporting to the AF.

The PCF provides authorized QoS for a service data flow. The authorization of QoS resources based on AF information described in clause 6.2.1.0 of TS 23.203 [4] applies with the clarification that the subscription information is retrieved as defined in TS 23.501 [2].

At reception of the service information from the AF, if configured through policy, the PCF determines the Maximum Packet Loss Rate for UL and DL based on the service information e.g. codec and sends it to SMF along with the PCC rule.
NOTE 1:
Based on local configuration, the PCF sets the Maximum Packet Loss Rate (UL, DL) corresponding to either the most robust codec mode or the least robust codec mode of the negotiated set in each direction.
NOTE 2:
Details for setting the Maximum Packet Loss Rate are specified by SA4.
The PCF supports usage monitoring control for a PDU Session or per Monitoring Key. The PCF support for usage monitoring control in clause 6.2.1.0 of TS 23.203 [4] applies.

The PCF may authorise an application service provider to request specific PCC decisions (e.g. authorisation to request sponsored IP flows, authorisation to request QoS resources) based on sponsored data connectivity profile from the UDR. For sponsored data connectivity, the PCF may receive a usage threshold from the AF. If the AF specifies a usage threshold, the PCF shall use the Sponsor Identity to construct a Monitoring key for monitoring the volume, time, or both volume and time of user plane traffic, and invoke usage monitoring on the SMF. The PCF shall notify the AF when the SMF reports that a usage threshold for the Monitoring key is reached provided that the AF requests to be notified for this event. If the usage threshold is reached, the AF may terminate the AF session or provide a new usage threshold to the PCF. Alternatively, the AF may allow the session to continue without specifying a usage threshold. If the AF decides to allow the session to continue without specifying a usage threshold, then monitoring in the SMF shall be discontinued for that monitoring key by the PCF, unless there are other reasons for continuing the monitoring.

If the H-PCF detects that the UE is accessing the sponsored data connectivity in the roaming scenario with home routed access, it may allow the sponsored data connectivity in the service authorization request, reject the service authorization request, or initiate the AF session termination based on home operator policy.

NOTE 3:
Sponsored data connectivity is not supported in the roaming with visited access scenario in this Release.

If the AF revokes the service information and the AF has notified previously a usage threshold to the PCF, the PCF shall report the usage up to the time of the revocation of service authorization.

If the PDU session terminates and the AF has specified a usage threshold then the PCF shall notify the AF of the accumulated usage (i.e. either volume, or time, or both volume and time) of user plane traffic since the last usage report.

The PCF reports PDU Session events, e.g. Access Type, RAT Type (if applicable), Access Network Information, PLMN identifier where the UE is located. 
The subscription and reporting of events , when the target for reporting is UE IP address (IPv4 address or IPv6 prefix), and optional the DN information described in clause 6.2.1.0 of TS 23.203 [4] applies. The events that can be reported from the PCF F are described in clause 5.2.5.3.5 of TS 23.502 [3]. 
The subscription and reporting of events when the target for reporting is an Internal Group Identifier or or any UE i.e. bulk subscription, is described in clause 5.2.5.x of TS 23.502 [3]. 

NOTE x: How the PCF detects that the event happens in case of bulk subscription is not specified in this release.

If an AF requests the PCF to report on the event that QoS targets cannot be fulfilled, the PCF shall set the QNC indication in the corresponding PCC rule(s) that includes a GBR or delay critical GBR QCI value and provision them together with the corresponding Policy Control Request Trigger to the SMF. At the time, the SMF notifies that QoS targets cannot be fulfilled for a PCC Rule(s) the PCF shall report to the AF, if subscribed to, The PCF may also apply local policy decisions if the AF subscription is not provided.

The PCF needs to report to the AF (e.g. P-CSCF) the Access Network Information. If an AF requests the PCF to report Access Network Information, the PCF shall set the Access Network Information report parameters in the corresponding PCC rule(s) and subscribe the corresponding Policy Control Request Triggers to the SMF. The PCF shall, upon receiving the subsequent Access Network Information report from the SMF corresponding to the AF session, notifies the Access Network Information to the AF. For those PCC rule(s) based on preliminary service information the PCF may assign the default 5QI and ARP to avoid signalling to the UE. In addition, the SDF filter(s) shall not be marked to be used for signalling to the UE in a QoS rule.

NOTE y:
AF subscribing from the PCF on the Access Network information is to enable Rx support by the PCF.

The PCF provides the following non-session management related functionality:

-
Access and mobility related policy control (as described in clause 6.1.2.1);

-
UE access selection and PDU Session selection related policy control (as described in clause 6.1.2.2);

-
Negotiation for future background data transfer (as described in clause 6.1.2.4).

* * * End of Changes * * * *

