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6.50
Solution 50: AF Notifications after DDN failure 
6.50.1
Introduction
This solution addresses Key Issue 3 (High latency communication) in case of multiple Application Functions (AFs).

When multiple AFs communicate with a UE, each of them can subscribe to the "Availability after DDN failure" event. When a Downlink Data Notification (DDN) failure occurs it should be possible for the CN to notify only a subset of all the AFs that subscribed to the "Availability after DDN failure" event (e.g., only the AF(s) that previously sent the data which trigged the DDN failure, or only the AF(s) that want to be notified for a specific traffic type).
6.50.2
Functional Description

When an AF subscribes to the "Availability after DDN failure" event, an application ID which identifies the AF is included in the message. The event is subscribed to UDM through NEF.

When the AF send the downlink data, CN identifies the AF by using the application detection function. When the UE becomes available, the CN notifies the AF that has subscribed to the event and sent the data.
The function can be divided into Event Subscription and Activate Event Report:

-
Event Subscription

-
AF subscribe the "availability after DDN failure event" together with application ID to NEF. The NEF generate NEF Reference for the event. The NEF Reference ID identify the correlation between the event and the AF that subscribe the event.
-
The NEF sends the subscription to AMF via UDM including NEF Reference ID, Event type("availability after DDN failure event"). The AMF stores the "availability after DDN failure" monitoring event 

-
The NEF sends the subscription to (h)SMF via UDM for existing PDU Session or during PDU Session establishment. The subscription request includes NEF Reference ID ,Event type("application detection event") and Application ID. The (h)SMF activates the application detection in the (h)UPF for the application ID. The (h)UPF detects the traffic sent by AF and report to the (h)SMF in the N4 Report message.
-
After receives N4 Report message from the (h)UPF, the (h)SMF notifies the NEF that the traffic sent by AF has been detected. The NEF maintains the list of AF which has subscribed the "UE availability after DDN failure" event and sent the downlink data, and need to be notified after the UE becomes available.

-
The NEF further subscribes the "UE reachability" event after receiving application detection notification from (h)SMF. The AMF stores the "UE reachability" event
-
Event Report


-
When the UE is reachable, the downlink data will be delivered to UE successfully. In this case the AMF notifies the "UE reachability" event to NEF. The NEF then removes the AF list and stop storing any new detected Application ID into the list.
-
When the UE becomes unreachable, the AMF notifies the NEF. The NEF then starts to store the new detected Application ID into the list.
-
When the UE is not reachable, the AMF remembers the DDN failure. When the UE becomes reachable again, the AMF notifies the "UE availability after DDN failure" to the NEF. The NEF then notifies the corresponding AF that has subscribed the event and sent the data.
6.50.3
Support of EPC interworking
The NEF+SCEF subscribes the "availability after DDN failure event" to the MME. After it receives notification from the MME about the "UE availability after DDN failure" event, the  NEF+SCEF notifies the corresponding AF that has subscribed the event and sent the data.
The NEF+SCEF subscribes the application detection event in SMF+PGW-C via the UDM. When the application is detected in SMF+PGW-C, the SMF+PGW-C then notifies the NEF+SCEF so the NEF+SCEF can add the application ID in the AF list and subscribe the "UE reachability" event with Idle State Indication to the MME. After the NEF+SCEF receives notification from the MME that the UE is reachable, the NEF+SCEF removes the AF list and stop storing any new detected Application ID into the list. Later when the UE becomes idle state, the AMF notifies the NEF. The NEF then starts to store the new detected Application ID into the list.
6.50.4
Procedures

6.50.4.1
Event Configuration
The procedure of Event Configuration is depicted in Figure 6.50.4.1-1.
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Figure 6.50.4.1-1: Event Configuration - Availability Notification after DDN Failure
1.
The AF subscribes to the "Availability after DDN failure" event by invoking Nnef_EventExposure_subscribe(UE ID/Group ID, Application ID, Availability after DDN failure, DNN/S-NSSAI/AF-Service-ID) service of the NEF. The "Availability after DDN failure" element is used to identify the event type of the subscription. UE ID can be GPSI and Group ID can be external group ID.

2.
The NEF receives the request from the AF and invokes Nudm_EventExposure_subscribe (UE ID/Group ID, Availability after DDN failure, NEF ID, NEF Reference ID) towards the UDM. The NEF Reference ID is used to identify the correlation between the event and the AF that subscribe the event. The UDM sends Namf_EventExposure_Subscribe request(Availability after DDN failure, NEF ID, NEF Reference ID) to AMF. The AMF responds to the request. 
3.
The NEF invokes Nudm_EventExposure_subscribe (UE ID/Group ID, Application Detection, DDN/S-NSSAI/AF Service ID, NEF ID, NEF Reference ID) towards the UDM. The UDM determines the SMF based on the Slice information, DNN, and/or AF Service ID. The UDM invokes Nsmf_EventExposure_subscribe (Application Detection, Application ID, NEF ID, NEF Reference ID) towards the (h)SMF.
From UDM to (h)SMF: Nsmf_EventExposure_subscribe (Application Detection, Application ID, NEF ID, NEF Reference ID.
4.
If the (h)SMF has no Packet Flow Description of the Application ID, it retrieves the corresponding PFD from the NEF. The (h)SMF activates the application detection function to detect the traffic of the Application ID in the (h)UPF by using N4 Session Establishment/Modification Request.

5.
The (h)SMF acknowledges the execution of Nsmf_EventExposure_Subscribe.
The UDM acknowledges the execution of Nudm_EventExposure_Subscribe.

6.
The NEF acknowledges to AF.

7.
(h)UPF receives the downlink data sent by AF. 
8.
The (h)UPF detects the application traffic and reports start of the application by N4 Report message to (h)SMF.

9.
The (h)SMF notifies the application detection event to NEF including the detected Application ID. 
10.
The NEF receives the Application ID and puts it into an AF List. The AF list is composed of Application IDs and indicates who shall be notified UE availability after DDN failure event. If not subscription before, the NEF further subscribes the UE reachability event to AMF via UDM.
6.50.4.2
Notification
The procedure for notification after DDN failure is depicted in Figure 6.50.4.2-1.
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Figure 6.50.4.2-1: Notification - Availability Notification after DDN Failure
1.
(v)UPF receives the downlink data sent by AF.

2.
(v)UPF sends Downlink Data Notification (DDN) message to the (v)SMF, on arrival of the first downlink data packet for the QoS flow.

3.
The (v)SMF sends Namf_CommunicationN1N2MessageTransfer to AMF, if the (v)SMF has not been notified that the UE is unreachable.
4.
If the UE is reachable, the AMF performs network initiated service request procedure to bring the UE into CONNECTED mode. The AMF then notifies UE reachability event to NEF. The NEF removes the AF list and stop storing any new detected Application ID in the list. The procedure stops. 
Later when the UE becomes unreachable, the AMF sends notification to NEF, the NEF then starts to store the new detected Application ID in the list.
5.
If DDN fails (e.g. UE is not reachable), the AMF sends Namf_CommunicationN1N2MessageTransfer response to (v)SMF to notify the DDN failure.

6.
The (v)SMF sends DDN failure indication to UPF.


7.
At some later time, the UE contacts the network, e.g., to perform registration, or as it executes a service request.

8.
The AMF sends Namf_EventExposure_Notify(UE ID) to the NEF to notify that the UE is available after DDN failure.

9.
The NEF checks the list of AF which has subscribed the event and sent the downlink data, and sends Nnef_EventExposure_Notify(UE ID, NEF Reference ID) to  the AF in that list to notify.


6.50.5
Impacts on existing entities and interfaces

NEF:

-
Receives the Application ID from the AF and then requests to subscribe the "Availability after DDN failure" event in AMF, and invokes Application detection on the application in (h)SMF.
-
Receives the application detection report from (h)SMF and requests to subscribe "UE reachability" event in AMF and maintain a AF list.

-
Receives the notification on UE reachable event from AMF and then remove the AF list and stop storing the new detected Application ID into the list.
. -
Receives the notification on UE unreachable event from AMF and then start to store the new detected Application ID into the list.
-
Receives the notification on the "Availability after DDN failure" event from AMF and then notify "Availability after DDN failure" event to the AF identified in the AF list.

UDM:
-
The UDM sends the subscription to "Application Detection" to the (h)SMF for an existing PDU Session or during PDU Session establishment including Application ID, NEF ID and NEF Reference ID.
-
Sends the "Availability after DDN failure" monitoring event subscription to the AMF.
(h)SMF:
-
The (h)SMF receives new subscription event "Application Detection" from UDM to detect the application.
-
The (h)SMF notifies the NEF that the application has been detected.





AMF:

-
When the UE becomes reachable without DDN failure, the AMF notifies the NEF on the "UE reachability" event 
-
When the UE becomes reachable after DDN failure, the AMF notifies the NEF on the "Availability after DDN failure" event
6.50.6
Evaluation

The solution proposes the Availability after DDN failure notification procedure in case of multiple Application Functions (AFs). The AF provides the Application ID during the Event Configuration procedure, and the (h)SMF use application detection function to detect the application traffic in the (h)UPF. For PDU Session with home routed it is the home SMF to active the application detection in the home UPF, The NEF subscribes the "Availability after DDN failure" in the AMF and to notify the AF that has subscribed the event and has sent packet data.
The solution addresses the architectural requirements for key issue 3 "Provide the AF (i.e. SCS/AS) with UE status information (e.g. reachability notification or the time when the UE is expected to be reachable)".
***** End of Changes *****
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