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Abstract of the contribution: This paper provides an overall evaluation and conclusion for key issues 1 and 2 for non-public networks deployed as part of a PLMN.
1
Introduction
The following solutions address key issue 1 and 2: solution 1, 2, 3 and 4. While solutions 1, 3 and 4 support stand-alone non-public networks, solution 2 addresses non-public networks that are deployed as part of a PLMN.
This paper focuses on non-public networks that are part of a PLMN, i.e. solution 2. (Please refer to [1] for the overall evaluation and conclusion for stand-alone non-public networks.)
2
Discussion

According to TS 22.261 [2]: "Non-public networks [...] may be deployed in a variety of configurations, [...]. Specifically, they may be deployed as completely standalone networks, they may be hosted by a PLMN, or they may be offered as a slice of a PLMN."
With respect to "offering" a non-public network as a network slice the following can be observed.

Network slicing has been supported by 5GS since Rel-15 and can be used to set aside a dedicated slice of a PLMN for a non-public network.
However, TS 22.261 [2] also states that "In any of these deployment options, it is expected that unauthorised UEs, those that are not associated with the enterprise, will not attempt to access the non-public network, which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise."
In line with this, TS 22.261 [2] also contains the following normative requirement: "The 5G system shall support a mechanism to prevent a UE with a subscription to a PLMN from automatically selecting and attaching to a non-public network it is not authorised to select."
5GS has been supporting the notion of mobility restrictions since Rel-15. Mobility restrictions enable the operator to configure

-
forbidden areas consisting of tracking areas where the UE is not permitted to initiate any communication with the network for this PLMN;
-
service area restrictions, i.e. either an allowed or a non-allowed area consisting of tracking areas which limit where the UE is entitled to initiate Service Request and SM related signaling to obtain user services.

However, the Rel-15 mobility restrictions do not address the SA1 expectation to prevent access of unauthorized UEs for the following reasons:
UEs that are not authorized to access the non-public network but who can otherwise access the PLMN would have to be provisioned with forbidden areas consisting of the tracking areas used for all non-public networks that are part of the PLMN. Given the limited size of the forbidden tracking areas list as well as the fact that those lists are periodically deleted by the UE, this is clearly not a viable option. Service area restrictions do not prevent RM signaling (e.g. periodic registration with an empty List of PDU sessions to be activated). As a consequence, service area restrictions also fall short of the SA1 requirement quoted above.
Conclusion 1: Rel-15 does not support a mechanism to prevent unauthorized UEs from trying to access cells of a non-public network that is part of a PLMN.
Solution 2 addresses this issue by introducing the concept of Closed Access Groups (CAG). It enables operators to limit access to cells to a group of UEs, e.g. the machines in a factory. More specifically unauthorized UEs are prevented from even trying to access the cell as follows:
-
cellReservedForOtherUse indication is broadcasted to prevent non-supporting UEs from accessing the cell; see also TS 38.304 [3];
-
UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the CAG indication as not barred. Those UE shall only automatically select and attempt to register via a CAG cell whose identity is contained in the Allowed CAG list.
Conclusion 2: Solution 2 addresses the SA1 requirement to "prevent a UE with a subscription to a PLMN from automatically selecting and attaching to a non-public network it is not authorised to select." by enabling operators to limit cell access to a group of UEs, e.g. the machines in a factory. As such solution 2 is an essential system enhacement to support non-public networks that are deployed as part of a PLMN, e.g. as a slice of a PLMN. Therefore it is proposed to recommend solution 2 as the basis for normative work.
3
Support for emergency calls, mission critical services, etc.

Currently there are no explicit service requirements related to the need to support emergency calls, multimedia priority services and mission critical services in non-public networks. However, specifically in case of non-public networks that are deployed as part of a PLMN (e.g. as a network slice) this is likely going to be relevant.

This issue is not specific to solution 2 only. However as an example, for solution 2 the impact of having to support e.g. emergency calls is as follows: in case a UE accesses a CAG cell for emergency services then the UE needs to bypass the Allowed CAG list check; in line with this the AMF also needs to accept access to emergency services via the related CAG cell in this case.
It is therefore proposed to send an LS to SA1 to point out this deficiency, so that potential requirements in area can be taken into account during the normative phase.
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5
Proposal

The following changes are proposed to be applied to TR 23.734.
*** Start of changes ***

7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions.
7.x
Evaluation for key issue 1 and 2

Solutions 2 address key issues 1 and 2 for non-stand-alone non-public networks (i.e. non-public networks deployed as part of a PLMN) and specifically satisfies the SA1 requirement to "prevent a UE with a subscription to a PLMN from automatically selecting and attaching to a non-public network it is not authorised to select" by enabling operators to limit cell access to a group of UEs, e.g. the machines in a factory. As such solution 2 is an essential system enhancement for non-public networks that are deployed as part of a PLMN.
*** Next change ***

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
8.x
Conclusion for key issue 1 and 2
To enable non-public networks deployed as part of a PLMN, it is recommended to select solution 2 as the basis for normative work.
*** End of changes ***
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