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Abstract of the contribution: This contribution evaluates the current solutions for key issue #9 " Support of unicast/multicast for sensor sharing over PC5", and proposed a conclusion for this key issue.
1.
 Introduction

Key issue #9 of TR 23.786 was documented in clause 5.9, and it addressed the topic of unicast/multicast support over PC5 interface. Specifically, the solution to the key issue needs to cover the following:

-
How an interactive, e.g. request and response based, data delivery mechanism can assist the efficient delivery of data to satisfy eV2X use cases.

-
If any V2X layer signalling is required. 

-
What information needs to be exchanged to enable the AS layer to configure the corresponding transmission and reception.

-
How to prevent privacy issues related to long duration unicast/multicast session e.g. source L2 ID tracking.

Solution #11 in clause 6.11 is the only solution to the key issue. In this contribution, solution #11 is evaluated, and the conclusion for key issue #9 is proposed.  
2. Evaluation of solution#11 
As noted in Solution #11 (clause 6.11.1), it covered the following aspects for the unicast over PC5 interfaces:

-
Identifiers for the unicast communication;

-
Signalling protocol to support unicast/multicast communication;

-
QoS support and AS layer configurations;

-
Security associations;

-
Procedures for the link establishment and maintenance.

A few open editor's note remains in the solution #11:

- In clause 6.11.2.2 on Signalling protocol to support unicast/multicast communication:


Editor's note:
Whether PC5 Signalling Protocol from ProSe TS 23.303 [8] or RRC signalling protocol should be used requires input from RAN2.

As discussed in the study phase, there are two possible layers to handle the unicast link establishment, i.e. at the RRC layer (using RRC messages) or V2X layer (re-using PC5 Signalling Protocol). Obviously, the final decision on the exact layer and signalling protocol to use depends on the RAN WG feedbacks. Therefore, it is proposed that SA2 sends an LS to RAN2 regarding this question. For the conclusion, there can be a working assumption that some signalling protocol will be developed for the unicast link establishment (with details pending on RAN WG feedback). 

Proposal 1: Sending a LS to RAN2 regarding the use of RRC or PC5 Signalling Protocol for the unicast link establishment/management. Conclude the solution with a working assumption that a signalling protocol will be defined, and the responsible working groups for the protocol will be decided based on RAN2 feedbacks. 

- In clause 6.11.2.3, there are two more editor's notes:

Editor's note:
It is FFS whether unicast or multicast V2X can have a QoS model based on connection, i.e. different from that for the per packet model for broadcast.
Editor's note:
The QoS Model defined has dependency and impacts on RAN, and would require RAN WGs confirmation.
For the first editor's note, it has been addressed in Solution #19 (clause 6.19), i.e. a QoS Model like that of the Uu link can be reused for the PC5 unicast. Therefore, it should be concluded that a bearer based QoS model should be used for unicast. Based on the second editor's note, we should verify such working assumptions with RAN as well.

Proposal 2: Sending a LS to RAN2 (and Cc RAN1) regarding the feasibility of using bearer based QoS Model as described in Solution#19 for PC5 unicast. Conclude the solution with a working assumption that bearer based QoS Model is used for unicast (pending RAN WGs' confirmation).   

- In clause 6.12.4, a further editor's note on security was documented:
Editor's note:
Unicast and multicast communication requires protection, and details should be decided by SA WG3.

It is proposed to send a LS to SA3 to request the evaluation of the threats faced by unicast and multicast communication over PC5 link, so that SA3 can start the work on it. Traditionally, the security details are out of scope of SA2 specifications. Therefore, SA2 can conclude the solution for Unicast without specifying the details on security and update it in normative phase based on SA3 conclusions if necessary.  

Similarly, there is another editor's note in clause 6.11.3.4:

Editor's note:
SA3 should be involved in assess the feasibility of this approach, and evaluate and identify the impacts to system and signalling design.
Similar handling as above should be taken. 

Proposal 3: Sending a LS to SA3 regarding the security aspects of unicast communication over PC5 interface. Conclude the solution without the security details in SA2, and update the specification in normative phase if needed.    

- In clause 6.11.2.5, there following editor's note was documented:
Editor's note:
It is FFS how such announcement can be made accessible to all UEs interested in the service without creating high overhead for the system.
As discussed in the study, the discovery of the service may be handled at upper layer, i.e. out of scope of SA2. In this sense, SA2 does not need to resolve or answer this question in the editor's note. 

Proposal 4: Remote the Editor's note in clause 6.11.2.5, and make that into a note, stating that it is handled at upper layer and out of scope of SA2.    

In clause 6.11.5, topics for further study, following points were documented:
-
whether PC5 Signalling protocol or RRC message should be extended to support unicast communication;

-
whether a connection-oriented QoS model should be used for unicast communication;

-
how to support service announcement for the unicast/multicast based services;

-
whether and how to support L2 ID change during a unicast session.
It is clear that the first three points have been addressed in the above proposal 1 to 4. 

The last point regarding the change of L2 ID during a unicast session was already handled in the procedure introduced in clause 6.11.3.3. Therefore, this point should be removed from the further study topic. 

3. Proposed conclusions for key issue #9
Based on the above, it is clear that solution #11 has provided a viable solution to the key issue #9. Therefore, it is proposed to use solution #11 as the basis for the normative work for key issue #9 Support of unicast/multicast for sensor sharing over PC5. 
4. Proposals
 - Send LS in S2-1812081 to RAN2 regarding the unicast support over PC5 interface (specifically on signalling protocols, and QoS models).

- Send LS in S2-1812082 to SA3 regarding the security aspects on unicast communication over PC5.  
- Accept the following changes to TR 23.786 to conclude on key issue #9 Support of unicast/multicast for sensor sharing over PC5. 
*********** Start of the first change ***********

6.11.2.2
Signalling protocol to support unicast/multicast communication

For unicast or multicast communication, there is a need for some control message exchanged between the UEs involved in order to establish the link or group. Therefore, some signalling protocol is required.

In ProSe one-to-one communication defined in TS 23.303 [8], a PC5 Signalling Protocol (clause 5.1.1.5.2) was introduced, which runs over PDCP layer. Although it is defined for ProSe use, the messages could be extended in order to be used for V2X communication. The detailed protocol design needs to be reviewed based on the actual unicast operation procedures.

Another alternative approach is to run RRC over PC5. As PC5 Signalling Protocol is used over PDCP anyway, RRC protocol can be used to replace it. Although not all RRC features are required for PC5 operation, those selected V2X relevant RRC messages can be extended and used, e.g. SidelinkUEInformation, etc. The advantage of that is the potential unification of control signalling protocols for Uu and PC5.

Therefore, in this solution a signalling protocol over PC5 for the unicast/multicast communication management is introduced.


*********** Next change ***********

6.11.2.3
QoS support and AS layer configurations

It is desirable that QoS can be support over the unicast and multicast communication as well.

In TS 23.285 [5], the QoS model for V2X communication is based on the per packet model, e.g. PPPP and PPPR. With unicast or multicast communication, it should be discussed whether a connection-oriented QoS model similar to that of Uu connection should be supported as well.

As also discussed in key issue #4 "Support of PC5 QoS framework enhancement for eV2X", something more than existing PPPP and PPPR is expected be required.

Specifically for unicast or multicast, due to the link or group involved, most packets sent over the same unicast link between a pair of peers should have the same QoS characteristics. This is closer to the Uu connection model, rather than the normal broadcast based traffic. Therefore, Uu type of QoS management concept can be reused here. This allow a unified model for Uu and PC5.

In addition, there could be different AS layer features that may be optional or not backward compatible. Therefore, when setting up the unicast link, such configuration could be also negotiated and configured together with/or as part of the QoS profile.



NOTE: The QoS Model for unicast described in Solution #19 (clause 6.19) is used.  
*********** Next change ***********

6.11.2.4
Security associations

The unicast or multicast communication may need protection at link layer as well. The ProSe one-to-one communication supports secure L2 link establishment, as defined in TS 33.303 [11].
However, within V2X communication context, each UE has the corresponding certificates for the security protection. Therefore, there may be a need to enhancement or adjust the existing L2 secure link establishment protocol in order to support the use of such security associations.

The exact security handling should be analysed and decided by SA3. SA2 design needs to be aligned with those decisions when available.


*********** Next change ***********

6.11.2.5
Procedures for the link establishment and maintenance

TS 23.303 [8] has defined the procedures for the establishment and maintenance of secure L2 link over PC5, as in clause 5.4.5. These procedures can be enhanced and adapted for the V2X use, subject to the decisions above regarding signalling protocol choice, security handling, etc.

Some addition considerations for the V2X for the link/group handling is required though. For V2X communication, not all UEs will be supporting or use unicast communication. In addition, not all services may be run over the same channel or RAT (e.g. LTE V2X vs. NR V2X). With V2X, there is no discovery channel like that of ProSe (i.e. PC5-D), and there is no assumption on the configuration from network as that of Public Safety use. Therefore, in order to support the link establishment, there is a need for service announcement in order to inform the peer of the existence of the UE and the capability of the UE for the unicast communication, e.g. channel to operate, or the services supported, etc.

Such a service announcement should be made accessible to all the UEs that is interested in using the service. For example, such announcement could be either configured to send over a dedicate channel, similar to how WAVE Service Advertisement (WSA) is handled, or to be piggybacked on the periodical messages from the supporting UEs.


NOTE: Service announcement is handled by upper layer and out of scope of SA2. 
*********** Next change ***********

6.11.3.4
Security aspects for layer 2 link

As the eV2X applications have associated security certificates, the unicast link can reuse those to derive the security association for protecting the signalling or data of the unicast link. 

 
*********** Next change ***********

6.11.5
Topics for further study

None.




6.11.6
Conclusions


Solution documented in clause 6.11.1 to 6.11.4 addressed all the aspects of key issue #9 Support of unicast/multicast for sensor sharing over PC5, and should move to normative phase. Following aspects will be further updated based on feedbacks from other Working Groups:
- the signalling message definition for unicast link establishment and management, e.g. if and how RRC signalling is used for unicast link;
- the choice of per packet QoS model or bearer based QoS model for broadcast, groupcast, and unicast based on RAN decisions;
- signal to the base station regarding the service used when network scheduled mode is used;
- the potential security related procedure updates for unicast communication over PC5.   
*********** Next change ***********

7.2
Conclusions for 5G System
Editor's note:
This clause will capture agreed conclusions for 5G System from the study, aimed for normative phase in Rel-16 timeframe.
For the architectural reference model it is concluded to take Alternative #1 in Annex A.1 as the baseline for normative work.
For Key Issue #7 (Network Slicing for eV2X Services), 

-
To facilitate deployment of dedicated network slice for use of, for example, automotive industry and to facilitate roaming support, it is concluded to reuse the Network Slicing functionality for 5GS (see TS 23.501 [7], TS 23.502 [9]) with specifying a new standardized SST value dedicated for V2X services. 
-
Existing values (both standardized and non-standardized SST) defined in TS 23.501 [7] can also be used for any V2X services e.g. eMBB, URLLC, etc.

For Key Issue #8 (Support of edge computing), it is concluded that the mechanisms to support edge computing defined in TS 23.501 [7] and TS 23.502 [9] can be used. No additional normative work has been identified for this key issue. Potential normative work may be identified by FS_5G_URLLC for this key issue.
For Key Issue #9 (Support of unicast/multicast for sensor sharing over PC5), it is concluded that Solution #11 documented in clause 6.11 is adopted as the baseline for normative work, with the following potential updates based on other Working Groups' feedbacks:

- the signalling message definition for unicast link establishment and management, e.g. if and how RRC signalling is used for unicast link;
- the choice of per packet QoS model or bearer based QoS model for broadcast, groupcast, and unicast based on RAN decisions;
- signal to the base station regarding the service used when network scheduled mode is used;
- the potential security related procedure updates for unicast communication over PC5.   
NOTE:
In Key Issue #9 and Solution #11, multicast means groupcast.
*********** End of the changes ***********
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