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Abstract of the contribution: This contribution evaluates and concludes on metadata exposure for key issue 1&2. 
1. Discussion
Solution #13 is a solution to answer how to deliver the metadata of the available NWDAF analytic information to NSs and AFs. This solution is for addressing key issue #1 and #2 partially.
Key issue #1 
	In this key issue, the following mechanisms need to be studied:
-	How a 5GS NF requests or subscribes to the NWDAF for providing analytic information (or relevant analytic information subset).
-	How the NWDAF provides/updates the analytic information to the 5GS NF.
-	How the NWDAF provides/updates the available analytic information metadata to the 5GS NF (or subset of relevant analytic information metadata).
[bookmark: _Toc529000785]5.2.1.1	Requirements
The NWDAF services shall permit to specify which relevant analytic information subsets are requested or notified.



Key issue #2
	[bookmark: _Hlk506907781]The AF may be an operator owned AF or an 3rd party AF.
In this key issue, the following mechanisms need to be studied:
-	How an AF requests or subscribes to the NWDAF for providing analytic information (or relevant analytic information subset).
-	How the NWDAF provides/updates the analytic information to the AF.
-	How the NWDAF provides/updates the available analytic information metadata to the AF (or subset of relevant analytic information metadata).
[bookmark: _Toc529000788]5.2.2.2	Requirements
The NWDAF services shall permit to specify which relevant analytic information subsets are requested or notified.



As the key issues mentioned the requirements is the procedure between the consumer, NFs and AFs. Solution #13 have proposed to provide a new procedures to deliver metadata to NFs and AFs. Therefore, it cover the requirements properly. In addition, the solution is designed to allow discovery of metadata before or during NWDAF analytic services by consumers. 
To evaluate the solution, this paper proposethis paper proposes criteria based on the NWDAF architectural assumptions and the requirements of the related key issues as below.
	1	The NWDAF (Network Data Analytics Function) as defined in TS 23.503 [4] is used for data collection and data analytics in centralized manner. An NWDAF may be used for analytics for one or more Network Slice.
2	For instances where certain analytics can be performed by a 5GS NF independently, a NWDAF instance specific to that analytic maybe collocated with the 5GS NF. The data utilized by the 5GS NF as input to analytics in this case should also be made available to allow for the centralized NWDAF deployment option.
3	5GS Network Functions and OAM decide how to use the data analytics provided by NWDAF to improve the network performance.
4	NWDAF utilizes the existing service based interfaces to communicate with other 5GC Network Functions and OAM.
5	A 5GC NF may expose the result of the data analytics to any consumer NF utilizing a service based interface.
6	The interactions between NF(s) and the NWDAF take place in the local PLMN (the reporting NF and the NWDAF belong to the same PLMN).
7	Solutions shall neither assume NWDAF knowledge about NF application logic. The NWDAF may use subscription data but only for statistical purpose.
8	It is further assumed that NWDAF and NFs cooperate adequately to contribute to consistent policies, analytics output results, and finally decision-making in the PLMN.



Evaluation Criterion 1 – Successfully address the requirements of the key issues 1 
Evaluation Criterion 2 - Successfully address the requirements of the key issues 2 
Evaluation Criterion 3 – The architectural principles and assumptions
Evaluation Criterion 4 – Additional features such as support of filtering and update mechanisms
Evaluation Criterion 5 – Impact to the existing NFs and procedures, 
Evaluation Criterion 6 – Initial signalling overhead 
Evaluation Criterion 7 – Update signalling overhead

The proposal of this contribution is below. 
Proposal 1 – Updating solution 13 to reuse the existing Nnwdaf services to expose metadata
Proposal 21 – When evaluate and conclude solution 13 for metadata exposure using the proposed criteria. 

Proposal 2 – Compare and conclude solution 13 and 19 for metadata exposure using the proposed criteria.

There are two solutions in the TR, solution #13 and #19 that are compared here. 
	Criterion for comparison
	Solution#13
	Solution#19

	Description
	A NF obtains metadata by consuming a new Nnwdaf service specific for metadata.
Adding new operation on the NWDAF and the cons
	A NF obtains metadata by consuming Nnrf services, as part of the NWDAF service discovery. 
Modification need on NF profile structure for metadata specific

	Address Key Issue 1 
	Yes 
	Yes

	Address Key Issue 2
	Yes
	No

	Violation of the architectural assumption
	No
Direct exposure by the NWDAF
	No
Indirect information exposure via the NRF.
Introduce unnecessary dependency between the NWDAF and the NRF, and it force to use the NRF for the consumers regardless it preconfigured or not. 

	Standardization effort
	A new service operation and related procedures are needed.
Impact to all consumers, and the NWDAF. 
	Existing Nnrf services and NF discovery procedures are used.  
Impact to all consumers, the NRF, and the NWDAF. 
The structure of NF profile needed to be modified.

	Deployment
	No requirements on deployment.
	No requirements on deployment. 
The consumer need to contact the NRF to discover supporting metadata of the NWDAF instance
It cannot consumer the NWDAF without contacting the NRF when the NWDAF address is preconfigured.

	Additional features 
	Metadata filtering
	No

	Signalling for initial metadata exposure
	Two more messages (metadata request, response) are required to obtain metadata
	When the consumer NFs are using the NRF for discovering the NWDAF, no additional signalling is required.
When the NWDAF address is preconfigured on the consumer, it requires to trigger NF discovery procedure via the NRF. 

	Signalling for metadata update
	Direct communication between the NWDAF and the consumers.
Can selectively update metadata to the related consumers only. 
	Indirect communication between the NWDAF, the NRF, and the consumers. 
Metadata propagate slowly to the consumer NFs via to the NF update procedure on the NRF. 
Metadata inconsistency can occur between the NWDAF and the consumer when the metadata is converging. 
Update messages should be delivered to all NFs which consume the NWDAF services.
The consumer will receive duplicated update message when multiple NWDAF instances exists.  



2.	Proposal
The following changes are proposed to be applied to TR 23.791. This contribution evaluates and concludes solution 13. 
* * * * First Change * * * * 
[bookmark: _Toc529000916][bookmark: _Toc484168145][bookmark: OLE_LINK5][bookmark: OLE_LINK6][bookmark: _Toc463016657]6.13	Solution 13: Metadata exposure to 5GS NF and AF
[bookmark: _Toc529000917][bookmark: _GoBack]6.13.1	Description
Editor's note:	Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow, etc.
This is a solution to Key Issue #1: Analytic Information Exposure to 5GS NF, and Key Issue #2: Analytic information exposure to AF. Metadata refers a set of descriptive data on the analytic information provided by the NWDAF. For example, the metadata could contain the list of the available analytic information, the analytic information name/ description, the calculation algorithm, the analysed data granularity, the sampling rate, etc.
Editor's note:	the IE structure of metadata is FFS.
[bookmark: _Toc529000918]6.13.1.1	Metadata request by 5G NF
This procedure is used by any NF service consumer to obtain the metadata of the available analytic information from the NWDAF such as the list of the available analytics. This procedure is optional. If the consumer NF needs to obtain the available analytic information, this procedure may be triggered.




Figure 6.13.1.1-1: Metadata request/response by a 5G NF
1.	The 5G NF service consumer requests to obtain the metadata of the available analytic information to NWDAF by invoking the request operation via Nnwdaf_AnalyticsInfo_Request with event ID for metadata. service-based interface. with several parameters to efficiently filter out non-related with the request. For example, the parameters of the request operation may be NF type, analytic information category, NF ID, and etc.
2.	When the NWDAF successfully received the request from the NF, the metadata containing the analytic information list should will be returned via available analytic information response operation.
3.	(Optional) If the NF require to get notified when the metadata of the available information is changed, the NWDAF may notify the NF by invoking an analytic information update operation.
[bookmark: _Toc529000919]6.13.1.2	Available analytic information request by AF
This procedure is used by an AF service consumer to obtain the metadata of the available analytic information from the NWDAF. Unlike a case of 5G NF, the request from an AF may be bypassed via NEF to filter out not authorized requests from 3rd party AFs. This procedure is optional. If the consumer AF needs to obtain the available analytic information, this procedure may be triggered.



Figure 6.13.1.2-1: Metadata request/response by an AF via NEF
1.	An AF service consumer request to obtain the metadata of the available analytic information to NWDAF by invoking the request operation via service-based interface with several parameters to efficiently filter out non-related with the request. For example, parameters of the request operation may be NF type (AF), analytic information category, AF ID, and etc. The request message may be bypassed by NEF.
1. An AF consumer requests to obtain the metadata of the available analytic information to NWDAF by invoking Nnwdaf_AnalyticsInfo_Request with event ID for metadata via NEF.
2. 2.	When the NWDAF successfully received the request from the AF, the metadata will be returned via NEF.
When the NWDAF successfully received the request from the AF, the metadata of the analytic information list should be returned via available analytic information response operation. The response message may be bypassed by NEF.
3.	(Optional) If the NF require to get notified when the metadata of the available information is changed, the NWDAF may notify the NF by invoke analytic information update operation. The update message may be bypassed by NEF.
[bookmark: _Toc529000920]6.13.1.3	How 5GS NF/AF request the metadata of the available analytic information
5G NF or AF request the metadata of the available analytics using the Nnwdaf service defined in clauses 6.13.1.1 and 6.13.1.2 that may input information category to efficiently filter out highly related analytics only. The information category can be defined to categorize the available information into several groups. For example, the available information could be categorized by NF type, NF identifier (for a specific NF or AF), and keyword (load, session, mobility, and etc.).
[bookmark: _Toc529000921]6.13.1.4	How NWDAF provides the available analytics metadata
As a response of the metadata for the available analytic information request, the NWDAF should provide the information to support that NF and/or AF can subscribe or request analytics successfully. NWDAF should provide the available analytic information metadata with event ID and available event filters at least. The candidate information contained in the response (or update) can be detailed in clause 6.1.1.3.
Editor's note:	It is for FFS whether NWDAF can register itself with metadata information using existing NRF service.
[bookmark: _Toc529000922]6.13.2	Impacts on Existing Nodes and Functionality
NWDAF: Need to assign an event ID for metadata exposure. 
A new Nwdaf service should be provided to allow requests from 5G NF/AF. No impacts on the existing Nnwdaf interface.
Consumer 5G NF/AF: For a NF such as PCF or NSSF that are consumers of new Nnwdaf service, the impact is that need to allow the processing of the response/update message from NWDAF.
NEF: To connect NWDAF and AFs, NEF should allow the newly defined NWDAF service.
[bookmark: _Toc529000923]6.13.3	Solution Evaluation
Editor's note:	Use this clause for evaluation at solution level.
This solution could address the requirements of key issues 1 and 2 for metadata exposure to both NFs and AFs successfully, and it complies the architectural assumptions without any violation. The main idea of this solution is to reuse the existing service operations for metadata exposure. The advantages of this solution are 1) allow metadata exposure to NFs and AFs at the same time, 2) support of bootstring discovery of the available analytic information. 

* * * * End of change * * * *

* * * * Second Change * * * * 
[bookmark: _Toc529001024]7	Overall Evaluation
Editor's note:	This clause will provide evaluation of different solutions.
 



* * * * End of change * * * *

* * * * Third Change * * * * 
Conclusions
Editor's note:	This clause is intended to list conclusions that have been agreed during the course of the study item activities. This should also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA WG2.

* * * * End of change * * * *
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