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Introduction
Void
changes wrt previous version
· When the solution refers to the "UE" this collectively refers to the RG and/or to the STB (Set Top Box) behind the RG. The split of functionality between UE(RG) and UE(STB) is under responsibility of BBF and any reference to UE(RG) and UE(STB) in this solution is only for illustrative purpose. During the normative phase any 3GPP impacts of this split will be specified based on BBF inputs. 
Proposal
It is proposed to update TS 23.716 as follows.
* * * Change * * * * 
6.8
Solution #8 - Support of IPTV leveraging IGMP / MLD
6.8.1
Overview

This solution addresses KI #11.

This solution is meant to apply to both 5G-RG (connected over FWA and/or via a Wireline access) and FN-RG collectively called "UE " in this solution. In this solution IP means IPv4 or IPV6. 
When the solution refers to the "UE" this collectively refers to the RG and/or to the STB (Set Top Box) behind the RG. The split of functionality between UE(RG) and UE(STB) is under responsibility of BBF and any reference to UE(RG) and UE(STB) in this solution is only for illustrative purpose. During the normative phase any 3GPP impacts of this split will be specified based on BBF inputs. 
The solution is meant to apply to a great variety of IPTV deployments. The IPTV infrastructure (architecture, protocol used by the STB to reach this infrastructure) are not to be defined by 3GPP. 3GPP specifications focus only on:

· Setting up the needed PDU Session and ensuring a corresponding IP address is allocated to the UE (supporting deployments where the IP address is allocated by the 5GC itself and deployments where the IP address is allocated by an external server)
· Handling of IGMP/MLD (and corresponding traffic replication towards the UE) and of the control on which multicast group the UE can join. 
The solution relies on autonomous handling of multicast by the UPF based on an indication received from the SMF that the N4 (PDU) Session is eligible for IP multicast traffic.

The solution assumes the UE (RG) sends IGMP / MLD "signalling" (see [15], [xx] and [16]) to indicate its desire to receive IP multicast traffic identified by this IGMP / MLD "signalling".

NOTE 1:
The IGMP / MLD "signalling" may actually have been sent by a device (like a Set Top Box) inside the Customer Premises.

In 5G-RG case, the UE (RG) requests a dedicated PDU Session for IPTV service (dedicated DNN and/or S-NSSAI).
When required by IPTV sub-system, in-band (UP) DHCP based address allocation is requested by the UE for the PDU Session.

Over this dedicated PDU Session the UE (STB) issues IGMP / MLD "signalling" and receives the corresponding DL IP multicast traffic. SMF/UPF that support the mechanisms described in this solution are selected based on the dedicated DNN and/or S-NSSAI.

The UPF enforces the Access Control of Multicast Channels by checking whether the subscription allows access to a multicast group identified by IGMP / MLD "signalling" sent by the UE. The UPF receives from the SMF over N4 the necessary information to carry out Access Control of Multicast Channels; the SMF receives policies related with Access Control of Multicast Channels over Npcf_SMPolicyControl.
Based on the detection of IGMP / MLD "signalling" over the User Plane, the SMF/UPF carries out following actions (assuming Access Control of Multicast Channels allows accessing to the content identified by this IGMP / MLD "signalling"):

1)
if the UPF does not already receive the DL multicast traffic identified by this IGMP / MLD request e.g. if this is the first IGMP / MLD request, the SMF/UPF has received about an IP multicast traffic: the SMF/UPF exchanges N6 signalling such as PIM (Protocol-Independent Multicast) in order to connect to the N6 multicast distribution tree related with this IP multicast traffic; This ensures that the UPF receives the DL multicast traffic.

NOTE 2:
The IP multicast related signalling protocol used on N6 (e.g. Sparse Mode PIM-SM) to be supported over N6 is defined by local policies on the UPF.

2)
Add the PDU Session over which the IGMP / MLD request has been received to the UPF replication tree corresponding to the DL multicast traffic.

-
This does not require any multicast capability (such as "MBMS") from the 5G-AN. It can therefore apply for FWA e.g. when the NG-RAN does not support a multicast capability (such as "MBMS" evolutions for 5GS). But this implies replication of the IP multicast traffic over N3.


The UPF referred to by this solution is the UPF acting as PSA for the PDU Session.

The solution assumes that UE and 5GC support RFC 4604 [38] on SSM;

The solution considers that the UE (STB) has been configured with the target IP multicast traffic information (e.g. IP multicast address, source of the multicast traffic) by means out of 3GPP specifications.

The solution assumes that the UE is not roaming Editor's note:
HR roaming would be possible as in HR the IP multicast address(es) that can be used can be configured by the Home operator on the UE while the IP multicast tree on N6 is under control of the Home operator .

6.8.2
Description of the solution
6.8.2.1
PDU Session establishment 

In 5G-RG case, the UE (RG) requests a dedicated PDU Session for IPTV service (dedicated DNN and/or S-NSSAI). The establishment of this PDU Session is handled per R15 specifications by the AMF. If the RG has no subscription to IPTV (no subscription to the relevant DNN), the PDU Session establishment request is rejected.
Any UE IP address allocation mechanism defined as part of existing R15 mechanisms or as part of the conclusions of this TR may be used for a PDU Session used by IPTV.
For deployments that require the IPTV system to allocate the IP address of the UE, following mechanism (or a subset of) may be used:
· Deferred DHCPV4 IP address allocation is requested by the UE and granted by the network. 

· The SMF/UPF are, for the Network Instance corresponding to the DNN, configured with a DHCP server belonging to the IPTV subs-system 
· The SMF may receive within SM subscription data in UDM related with the DNN being used by IPTV information (under the form of a DHCP option) to add in DHCP signalling sent by the UE to request an IP Address. In that case the SMF has this information added in DHCP signalling relayed to the IPTV sub-system and acts as a DHCP relay (to be able to correlate the DHCP offer from IPTV server with the PDU Session)
During the establishment of a dedicated PDU Session for IPTV service (dedicated DNN and/or S-NSSAI) the SMF indicates to the UPF acting as PSA for the PDU Session that the PDU Session is eligible for IP multicast traffic and provides over N4 the necessary information to carry out Access Control of Multicast Channels. This information may correspond:
· Either to the Network Instance associated with the N6 interface of the PDU Session. In this case the UPF may determine the locally provisioned corresponding IP multicast configuration (Access Control of Multicast Channels Information) based on this information (Network Instance + indication that the PDU Session is eligible for IP multicast traffic).
· Or to an explicit Access Control of Multicast Channels Information sent over N4. 
6.8.2.2
UP handling (IP multicast) 
When the N4 Session is associated with the multicast indicator, the UPF enforces the multicast feature described below. Otherwise it forwards IGMP / MLD traffic and IP multicast traffic without any dedicated processing related with IP Multicast.

NOTE1:
The IP multicast configuration can e.g. include Access Control List related with Source-Specific Multicast (SSM) as well as configuration parameters defined in clause 8 of [15].

When it receives IGMP / MLD "signalling" over the User Plane from the UE, the UPF (PSA):

-
checks the validity of the request using the Access Control of Multicast Channels information.
-
The Access Control of Multicast Channels information at the UPF tells for a target multicast join (identified by an IP Multicast address and possibly a Source IP address range in case SSM applies) whether the UPF should deny multicast request, redirect multicast request (redirect to default channel), or process multicast request;
-
acts as a Multicast Router as defined in [15], [xx], [yy] and [16]. This may include following actions.

-
if this is the first IGMP / MLD request the UPF has received about the target IP multicast traffic: the UPF exchanges N6 signalling such as PIM (Protocol-Independent Multicast) in order to connect to the N6 multicast distribution tree related with this IP multicast traffic; This ensures that the UPF receives the DL multicast traffic.

-
Configuration parameters of the N6 multicast related signalling protocol are associated by local UPF configuration with the Network Instance of the PDU Session.

-
the UPF adds the interface corresponding to the UE to list of interfaces towards which it should replicate DL packets corresponding to the IP multicast traffic target of IGMP / MLD request.
Editor’s Note: Having the UPF doing DL multicast traffic replication is defined at least for the FWA case. Whether and How to adapt the solution to wireline access including FN-RG will be studied in normative phase
The UPF (PSA) maintains membership for IP multicast traffic as defined in [15], [xx] and [16].

For deployments requiring SSM the UPF (PSA) supports the RFC 4604 [38].
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6.8.2.3
IPTV subsystem configuration of Access Control of Multicast Channels information
The IPTV subsystem can control Access Control of Multicast Channels based on mechanism described in this sub-clause;
The IPTV subsystem (acting as an AF) may via API exposed by the NEF associate a subscription with policy information on Access Control of Multicast Channels and can modify such policy information. 
The NEF checks the authorization rights of the IPTV subsystem to associate a subscription with Access Control of Multicast Channels policy information.
If the IPTV subsystem request is granted, the NEF updates Policy information related with the corresponding (DNN, S-NSSAI) on the UDR.
The PCF takes into account such policy information to build PCC rules for the SMF:
· At SM Policy Association Establishment,

· When this policy information has been changed
When it receives PCC rules or modified PCC rules with Access Control of Multicast Channels information, the SMF updates the UPF over N4.
The PCF may define a PCRT requesting to be notified when the UE “joins” to a multicast group. This may allow to apply pre-view policies where the user is allowed to view a channel during some time after which it is redirected to a page where he/she is invited to pay for the content
6.8.3
Impacts on existing Network Functions


1
The UPF need to be able to detect IGMP/MLD traffic and to support corresponding IP level multicast signalling (like IGMP/MLD and PIM).

2
The UPF needs to enforce DL traffic replication and to maintain membership for IP multicast traffic.

3
The SMF and N4 are upgraded to indicate that a PDU Session is eligible for IP multicast traffic and for SMF to be able to provide Access Control of Multicast Channels information
The solution does not require capabilities to replicate (multicast) traffic in the 5G AN but does not optimize N3 resources.

NOTE 1: 
Even though the solution applies equally to IPV4 and to IPV6, considering the IPTV current deployments, and in order to limit the amount of 3GPP work in R16 it can be envisaged to limit the solution to IPV4 case.

6.8.4
Evaluation
The solution applies to a great variety of IPTV deployments. The definition of the IPTV infrastructure (architecture, protocol used by the STB to reach this infrastructure) are not defined by 3GPP. 3GPP specifications focus only on:

· Setting up the needed PDU Session and ensuring a corresponding IP address is allocated to the UE (supporting deployments where the IP address is allocated by the 5GC itself and deployments where the IP address is allocated by an external server)

· Handling of IGMP/MLD (and corresponding traffic replication towards the UE) and of the control on which multicast group the UE can join (and for how long)
* * * Change * * * *
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