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Abstract of the contribution: This paper updates Solution 15 to clean up editor’s notes and add an evaluation.
1
Discussion
In online discussions at SA2 #129 and in the conference calls leading up to SA2 #129-BIS, it has been discussed that it would be helpful to discuss Key Issue 13 on UE Driven Analytics as two separate topics:

a) What kind of UE related data analytics is needed from SA2 point of view? 

b) How does the UE deliver related data analytics to NWDAF?
Solution 15 adequately addresses question b); it details how the UE may deliver data analytics to the NWDAF.

There is an editor’s note in Solution 15 that is related to question a); it states:

Editor's note:
It is FFS what analytic data will be carried in the header.

At SA2 #129, there was an attempt to update solution 15 with more details about what type of analytic data can be provided to the NWDAF, but the p-CRs were noted (S2-1810098, 1163, & 1538).

This p-CR removes the editor’s note and updates introductory text to point out that solution only cover aspect b) of key issue #13 (How does the UE deliver related data analytics to NWDAF). This p-CR also completes the evaluation section of the solution.
2
Proposal

This contribution proposes to implement the following updates to TR 23.791 v 1.1.0.
* * * Start of Change * * *

6.15
Solution 15: Providing UE Analytics to the NWDAF via the User Plane

6.15.1
Description

This clause describes a solution to Key Issue #13: UE Driven Analytics. The solution focuses on addressing the question of "How the NWDAF collects the UE information" and fulfilling the requirement that "The NWDAF shall be able to receive UE's analytics data." The solution does not address "What type of information from the UE is collected by the network".
6.15.1.1
Principles of the Solution

The principles of the solution are that the UE optionally adds a header to each uplink PDU and that the header is populated by the UE with analytics information. The UPF removes the optional header before forwarding the uplink PDU to a Data Network. The UPF provides the analytic information from the header to the NWDAF. The End-to-End Applications whose PDU sessions get used to carry the analytics information may be unaware of the data collection.


6.15.1.2
Requirements of the Header

The header, or protocol, that is used by the UE to encapsulate the uplink PDU and send analytics data to the UPF should be defined by stage 3. Additionally, the semantics of the analytics data should be defined by stage 3. Stage 2 requirements of the header are as follows:

-
Whether the UE populates the header with analytics information should be optional for the UE.

-
Which analytic data is included in the header can be based on UE implementation.
-
The frequency with which a UE includes a given piece of analytic data should be based on UE implementation (e.g. whether geo-referenced radio data from Wi-Fi is reported once an hour or once a day).

-
Data Analytic policies are communicated to the UE via NAS as SM Polices from the PCF to the UE via AMF to indicate the network's preferences of what analytic data should be collected by the UE (including its frequency of collection, etc.). What analytic data the UE collects is based on the network preferences and UE implementation.
-
When the UE has analytic data to send and no PDU data to send, the UE may send the only the header and an empty PDU in order to convey the analytic data to network.

NOTE:
An existing protocol, such as Network Services Headers (NSH) (RFC 8300 [12]), may fulfil the above requirements and be used to encapsulate the uplink PDU.

6.15.1.3
Activating and Indicating Support for the Solution

The solution is enabled on a PDU Session basis.

The UE indicates to the network, in the 5GSM Core Network Capability, if it supports the optional header and if local UE policies dictate that analytic data may be provided as part of this PDU session.

If SMF policies dictate that the header should be enabled and the UE indicated its support in the 5GSM Core Network Capability, then the SMF indicates to the UPF, then the SMF selects a UPF to process header and indicates to the UPF, in the N4 Session Establishment/Modification Request, if the header will be enabled in the PDU session.

The SMF indicates to the UE, in the PDU Session Establishment Accept, if the optional header should be included in the uplink PDUs.

The SMF indicates to the (R)AN, in the N2 SM information, if the optional header will be included in uplink PDUs of the PDU session. (R)AN can take this information into account when performing header compression for the PDU session.

6.15.1.4
Providing Analytic Data to the NWDAF

The UPF provides collected analytic data directly to the NWDAF. How and when the UPF provides the analytic data information to the NWDAF will be determined by the Key Issue #3 conclusion.

6.15.1.5
Privacy and Integrity Protection of the Analytic Data
Integrity protection and ciphering may be applied to the header as if it is part of the PDU.

6.15.2
Impacts on Existing Nodes and Functionality
UE:

-
Requires support for the new header or protocol.

-
Indicates its support of the header in 5GSM Core Network Capability.

-
Enables the header when the SMF indicates, in the PDU Session Establishment Accept, that it should be enabled.

-
Receives data collection policies from the PCF.
(R)AN:

-
Receives an indication of whether the header is enabled for the PDU session.

SMF:

-
Receives an indication of the UE's support for the header in 5GSM Core Network Capability.

-
If PDU session has multiple UPFs, selects which of these will process the header.

-
Indicates to the UPF, in the N4 Session Establishment/Modification Request, if the header will be enabled.

-
Indicates to the UE, in the PDU Session Establishment Accept, when the header should be enabled.

-
Indicates to the (R)AN, through the N2 SM information, if the header will be enabled.

PCF:

-
Creates and communicates data collection policies to the UE.

UPF:

-
Requires support for the new header or protocol.

-
Receives an indication, in the N4 Session Establishment/Modification Request, if the header will be enabled.

-
Removes the Header and Analytics information from the PDU.

-
Provides the Analytics information to the NWDAF.

6.15.3
Solution Evaluation


The solution provides a way for the UE to provide analytic information to the UPF and for the UPF to provide the analytic information to the NWDAF. Since the UE uses existing user plane connections to provide analytic information to the network, there is no need for the UE to indicate to the network what slice the analytic information relates to. The UPF would know what slice and PDU session the analytic information relates to based on the slice and PDU session that was used to send the analytic information. 
The solution provides a way for operators to configure what analytic information the network would prefer the UE to the send to the network and how often it would like it to be sent. The existing, NAS-based, policy provisioning mechanism is used to deliver data collection policies to the UE. Implementation options on the UE may also be used to control what information is shared with the network and how often it is shared.  
The solution does not address what type of analytic information is provided by the UE to the network.   
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