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Abstract of the contribution: This contribution proposes to introduce definition of Hybrid access for Single Access PDU session support and for Multi-Access PDU session support. Furthermore the document proposed solution for HA in case of single Access PDU session.
1. Introduction
In current TR 23.716 we define the requirement to support a 5G-RG simultaneously connected to W-5GAN and to NG RAN. However it should be noted that a PDU session can be a single access PDU session, as we assumed for R15, or a Multi-Access PDU session as under study in ATSSS SID.
1. The scenario 3 and its derived scenarios only consider in requirement 11 the Multi-access PDU session


The Hybrid Access 5G-RG can be registered and have PDU Sessions with active user planes via multiple accesses at the same time (i.e. via W-5GAN and NG RAN) as depicted in figure 4.2.2.3-4.

and the key issue #10 only refers to the Multi-Access PDU session case


How the 5GC and the 5G-RG can support access traffic steering/switching/splitting is under the Study of ATSSS SI.

In order to support the Hybrid Access two options are possible

1. As in R15 the PDU session can be carried only on a single access. 

2. the MA-PDU is supported per R16 ATSSS
The contribution proposes to support both: the first one is already supported per R15 with modification defined in WWC for supporting PDU session on FWA or W-5GAN; the second to consider that in principle ATSSS solution is applicable also to WWC scenario, but whether will be support as defined in ATSSS or not will be considered in normative phase based on the effective selected ATSSS. 
2
Proposal
It is proposed to adopt revision proposed below
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3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

The definitions in TS 23.501 [2], TS 23.502 [3] and TS 23.503 [8] are applicable unless differently defined in the following:

-
5G-RG: A 5G-RG is a RG capable of connecting to 5GC playing the role of a UE with regard to the 5G core. It supports secure element and exchanges N1 signalling with 5GC.

-
5G-CRG: A 5G-CRG is a cable residential gateway capable of connecting to 5GC playing the role of a UE with regard to the 5G core. It supports secure elements and exchanges N1 signalling with 5GC. . The 5G-CRG is a RG specified by CableLabs DOCSIS MULPI [13].

-
DOCSIS Wireline Access Network: An access network that conforms to CableLabs DOCSIS MULPI [13].

-
RG: The RG is a device capable of providing voice, data, broadcast video, video on demand, specified by BBF.

-
FN-RG: A Fixed Network RG (FN-RG) is a RG playing a role similar of a UE with regard to the 5G core. It does not support N1 signalling. The FN-RG is a RG specified by BBF TR-124 [9].

-
FN-CRG: A fixed Network cable RG (FN-CRG) is a cable RG playing the role similar of a UE with regard to the 5G core. It does not support N1 signalling. The FN-CRG is a RG with cable modem specified by CableLabs DOCSIS MULPI [13].

-
Fixed Access Gateway Function (FAGF): A Network function in W-5GAN that provides connectivity to the 5G Core of 5G-RG.
-
Hybrid Access: BBF TR-348 [y] defined Hybrid Access as the coordinated and simultaneous use of two heterogeneous access paths (e.g., DSL and LTE) between a “Hybrid CPE” (BBF terminology) and the network.
-
Hybrid Access 5G-RG: it is 5G-RG capable of connecting simultaneously via both 5G RAN and wireline access network to 5GC.
-
Hybrid Access 5G-CRG: it is 5G-CRG capable of connecting simultaneously via both 5G RAN and wireline access network to 5GC.
-
Wireline 5G Access Network: The Wireline 5G Access Network (W-5GAN) is a wireline AN that connects to a 5GC via N2 and N3 reference points.

-
Wireline 5G Cable Access Network: The Wireline 5G Cable Access Network (W-5GCAN) is a DOCSIS Wireline Access Network that connects to a 5GC via N2 and N3 reference points.

-
Wireline Access Network: An access network (optical or electrical) which is conform to BBF TR-101 [10] or BBF TR-178 [11].

-
Non-3GPP Access Network: In the context of this TR a Non-3GPP Access Network is an access network that is not defined by 3GPP including for example the Wireline 5G Access Network.
-
Multi-Access PDU session: In the context of Hybrid Access the definition in TR 23.793 [x] is applicable.
-
Multi-Connectivity: The coordinated and simultaneous use of two heterogeneous access paths (e.g., DSL and LTE) between a “UE” (3GPP terminology) and the network.
Editor's note:
The definition of Trusted Non-3GPP is FFS.
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8.2.x
Conclusions on Hybrid Access.
The conclusions regarding the support of Hybrid Access is described in this clause.

Hybrid Access applies only to a 5G-RG capable of connecting to both NG RAN and to W-5GAN. The Hybrid Access solution shall support PDU session carried only on a Single Access either NG RAN or W-5GAN but it cannot be simultaneously on both accesses and it may support MA-PDU as defined by TR 23.793. 

For the PDU session carried only on a single access for 5G-RG simultaneously connected to 3GPP and W-5GAN the following conclusion apply:

-
When 5G-RG is connected to NG RAN the solution described in clause 8.2.1 for FWA applies;

-
When 5G-RG is connected to W-5GAN the solution described in clause 8.2.2 for W-5GAN applies 
-
In order to switch the PDU session between accesses the mobility management procedures for the 5G-RG via wireline access are defined in solution #4 clause 6.4.4. In addition Service Request procedure as defined for Untrusted Non-3GPP applies when connection on W-5GAN is in CM-Connected or in CM-Idle Mode as defined solution 5 in clause 6.5.

For Multiple Access PDU session it is assumed as working principle that ATSSS solution defined in TR 23.716 applies when the UE is replaced by 5G-RG and where for W-5GAN and NG RAN the procedures are further modified as per WWC conclusions (e.g. the PDU session establishment procedure takes into account any specific modifications as concluded in this TR). However during the normative phase it will be considered whether selected ATSSS solution in TR 23.793 can be used for Hybrid Access as defined or whether further improvement might be introduced.

NOTE: Since the specification of 5G-RG is BBF responsibility possible feedback from BBF will be considered during normative phase.
End of CHANGES
