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Abstract: This contribution proposes updates to solution 19 to define the analytics metadata information.
1. Discussion
Current solution only focus on the usage of the Event ID as metadata information and does not specify which are the conditions in which consumers of analytics information would require further analytics metadata. 

This contribution proposes to use a required analytics metadata information but not limited to the EventID during the NWDAF/NWDAF service registration and metadata exposure to NFs procedure.
2. Proposal
It is proposed to add the following changes to TR 23.791.
* * * * Start of Change * * * * 
6.19
Solution 19: NWDAF/NWDAF service registration and metadata exposure to NFs 

6.19.1
Description

This is an extension of Solution #1 to describe the following aspects of Key Issue #1: Analytic Information Exposure to 5GS NF:

-   How the NWDAF provides/updates the available analytic information metadata to the 5GS NF (or subset of relevant analytic information metadata), 

Metadata refers a set of descriptive data on the analytic information provided by the NWDAF such as list of available analytic information, metrics, calculation algorithms, sampling rate etc, although the most relevant metadata is the available analytic information that will allow a NF to select a NWDAF instance that supports an analytic information (e.g. UE expected trajectory) while other metadata such as supported metrics, calculation algorithms or sampling rate are considered not needed in the context of the use cases defined in this TR so far and as such not used any longer in this description.

The proposal uses the Event ID as one example of the required analytics metadata information, but this proposal is generic for any metadata and therefore can be extended when other metadata is required.

The Registration and Discovery of a NWDAF instance/NWDAF service that supports analytics metadata of a specific analytic type is described below. Note that according to 3GPP TS 23.502 [3], procedures to Update the supported analytics are available although not mentioned here.
6.19.1.1
Registration of NWDAF/NWDAF service into the NRF

This procedure extends the NF service Registration described in 3GPP TS 23.502 [3], to include specific service parameters for NWDAF, i.e. analytics type. 
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Figure 6.19.1.1-1: NWDAF/NWDAF Service Registration
1.
An NWDAF instance sends Nnrf_NFManagement_NFRegister Request message (the NWDAF profile) to NRF to inform the NRF of its NF profile when the NWDAF becomes operative for the first time. The NWDAF includes NF type: “NWDAF”, FQDN or IP address of NWDAF, Names of supported NWDAF services, Endpoint information of instance(s) of each supported service and other service parameter. The other service parameters are the analytics metadata information, e.g. type of analytics that the NWDAF instance supports. In solution #1 this type of analytics is identified by an EventId. If some of the Events may be used by NFs that are not in the same domain as NWDAF then the NWDAF profile includes this information.

2.
The NRF stores the NWDAF profile, as described in 3GPP TS 23.502 [3].

3.
The NRF acknowledge NWDAF Registration is accepted via Nnrf_NFManagement_NFRegister response, as described in 3GPP TS 23.502 [3].
6.19.1.2
NWDAF/NWDAF service discovery

This procedure extends the NF/NF service discovery described in 3GPP TS 23.502 [3], to include discovery of a NWDAF instance supporting specific service parameters, e.g. analytics type. Note that if an AF discovers a NWDAF instance supporting specific analytic type, then the same procedure will be invoked by NEF if AF is external or by the AF itself if it is an NF.
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Figure 6.19.1.2-1: NWDAF/NWDAF Service Discovery
1. The NF service consumer intends to discover analytics services available in the network based on service name and target NF type “NWDAF”, invokes Nnrf_NFDiscovery_Request (Nnwdaf_EventSubscription/Nnwdaf_AnalyticInfo, NWDAF, NF type of the NF consumer). The parameter includes the requested analytics type, identified by an EventId.

2.
The NRF authorizes the Nnrf_NFDiscovery_Request as described in 3GPP TS 23.502 [3], 

3.
If allowed, the NRF determines the discovered NWDAF instance(s) or Nnwdaf_EventsSubscription or Nnwdaf_Analytics_Info service instance(s) and provides the information of a set of discovered NWDAF instance(s) or NWDAF service instance(s) to the NF service consumer via Nnrf_NFDiscovery_Request Response message. as described in 3GPP TS 23.502 [3].

6.19.2
Impacts on Existing Nodes and Functionality
NWDAF: NWDAF registration to NRF following NF/NF Service Framework defined in 3GPP TS 23.501 [2] for any NF, extended to provide the analytics metadata information (e.g. analytic type, identified by an EventID) in the Nnrf_NFRegistration_Request.

During discovery, if the target NF is a NWDAF then if the fields related to analytics metadata information (e.g., Event ID) are used in the request, the NRF shall provide the corresponding NWDAF instance(s) that supports the fields related to the analytics metadata information. Otherwise, if fields related to analytics metadata information (e.g., Event ID) are not provided in the request, the NRF shall return all applicable NWDAF instance(s) supporting the requested Nnwdaf service(s).

NF service consumer, needs to provide the requested analytics metadata information, when using Nnrf_NFDiscovery_Request. 

6.19.3
Solution Evaluation

This solution has minor impacts on the NF/NF service discovery framework, that only needs to include the analytics metadata information in service parameter.

The solution proposes a smooth evolution from Rel-15 functionality.
* * * * End of Change * * * * 
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