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* * * First change* * * *
4.16.11
UE Policy Association Establishment

This procedure concerns the following scenarios:

1.
UE initial registration with the network when a UE Policy Container is received.

2.
The AMF relocation with PCF change in handover procedure and registration procedure.
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Figure 4.16.11-1: UE Policy Association Establishment

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the V-PCF:

1.
Based on a UE Policy Container received from UE, the AMF decides to establish UE Policy Association with the (V-)PCF then steps 2 to 3 are performed under the conditions described below.

2.
The AMF sends a Npcf_UEPolicyControl Create Request with the following information: SUPI, may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network and UE Policy Container (the list of stored PSIs). In roaming scenario, based on operator policies, the AMF may provide to the V-PCF the PCF ID of the selected H-PCF. The V-PCF contacts the H-PCF.

3.
The (V-) PCF sends a Npcf_UEPolicyControl Create Response to the AMF. In roaming case, step 4 and 5 are executed, otherwise step 6 follows.

4.
The V-PCF forwards the information received from AMF in step 2 to the (H-)PCF. When a UE Policy Container is received at initial registration, the H-PCF may store the operating system identifier or the indication of UE support for ANDSP in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE Capability".
5.
The (H-)PCF replies to the V-PCF.

6.
The (H-)PCF gets policy subscription related information and the latest list of PSIs if either or both are not available from the UDR using Nudr_DM_Query (SUPI, Policy Data, UE context policy control data, Policy Set Entry) service operation and the list of subscribed S-NSSAI(s) using Nudr_DM_Query (SUPI, Subscriber Data) makes a policy decision. The PCF may get operating system identifier or indication of UE support for ANDSP in the UDR using Nudr_DM_Query including DataSet "Policy Data" and Data Subset "UE Capability" if the AMF relocates and the PCF changes. The H-PCF provides UE access selection and PDU Session selection related policy information as defined in clause 6.6 of TS 23.503 [20] and the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl UpdateNotify Request.

7.
The V-PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotify Response.

8.
(V-)PCF triggers UE Configuration Update Procedure in clause 4.2.4.3. The H-PCF checks the size limit as described in TS 23.503 [20] clause 6.1.2.2.2.

9.
If the V-PCF received the UE Policy container and the H-PCF subscribed to be notified of the reception of the UE Policy container then the AMF forwards the response of the UE to the PCF using Npcf_UEPolicyControl_Update Request.

10.
H-PCF sends a response to V-PCF.

* * * Second change* * * *
5.2.12.2.1
General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:

-
Data Set Identifier:. uniquely identifies the requested set of data within the UDR (see clause 4.2.5).

-
Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4. e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.

-
Data Keys defined in Table 5.2.12.2.1-1

For Nudr_DM_Subscribe and Nudr_DM_Notify operations:

-
The Target of event reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.

-
The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1

An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.

Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.

Table 5.2.12.2.1-1: Data keys

	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	-

	
	SMF Selection Subscription data 
	SUPI
	-

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data 
	SUPI
	-

	
	SMS Subscription data
	SUPI
	

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	Slice Selection Subscription data
	SUPI
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application ID
	-

	
	AF traffic influence request information
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 in 3GPP TS 23.501 [2]).
	S-NSSAI and DNN

and/or

Internal Group Identifier or SUPI
	

	Policy Data
	UE context policy control data

(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	UE Capability (See clause 6.2.1.3 in TS 23.503 [20])
	SUPI
	

	
	Policy Set Entry data

(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 in TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data

(See clause 6.2.1.6 in TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	NOTE 1:
Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).

NOTE 2:
Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.




The content of the UDR storage for (Data Set Id= Application Data , Data Subset Id = AF TrafficInfluence request information) is specified in TS 23.501 [2], clause 5.6.7, Table 5.6.7-1. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.

* * * End of the changes* * * *
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