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1.	Proposal
This document provides some comments on clause 6.3.1 in TR 23.740. 

[bookmark: _Hlk530047048]The main comments on the solution are embedded as ENs but the intention here is to point out the issues where they are, not to expect resolution at a future meeting. 

It is proposed that the following text changes and proposals are added to TR 23.740.


***********************PROPOSED TEXT********************************

[bookmark: _Toc528853468]6.3.1	Solution #3.1: Slice Specific Authentication and Authorization using non 3GPP credentials based on secondary authentication
[bookmark: _Hlk529885110][bookmark: _Toc528853469]6.3.1.1	Introduction
Editor's note:	This clause lists the key issue(s) addressed by this solution.
The solution addresses key issue#3.
The 5GS system has introduced secondary authentication at the establishment of a PDU session. Specifically, during the establishment of a PDU session, Release 15 has defined that a DN-specific identity (TS 33.501 [6]) of a UE may be authenticated/authorized by the DN, via a DN-AAA server that may belong to the 5GC or to the DN. This solution assumes that the secondary authentication is performed between the 5GC and the external DN-AAA server with the support the NEF.
The procedure allows both the authentication triggering by the UE (with the UE providing authentication information during the Establishment of the PDU Session), or by the SMF that can reject the PDU Session Establishment if the UE has not provided authentication/authorization information. 
Editor’s Note: In the latter case (SMF rejection) how the SMF knows that a secondary slice authentication is required? . 
At any time, a DN-AAA server may revoke the authorization for a PDU Session or update DN authorization data for a PDU Session. According to the request from DN-AAA server, the SMF may release the PDU Session.
Such secondary authentication takes place in 5GS in addition to (and after) the 5GC access authentication handled by AMF.
In this solution it is assumed that connectivity to a slice implies the establishment of at least one PDU session.
[bookmark: _Toc528853470]6.3.1.2	Functional description
Editor's note:	This clause outlines solution principles, assumptions and high-level architectures, etc.
It is proposed to re-use the secondary authentication introduced in Release 15 to enable slice authentication.
Specifically, the secondary authentication is used and enhanced as follows:
-	If access to a specific network slice (i.e. a specific S-NSSAI) needs to be authenticated based on non 3GPP network slice credentials, the slice provider/customer provisions such network slice credentials (slice-specific User ID and security credentials) to the UE with mechanisms out of scope of this solution.
-	If access to a specific network slice (i.e. a specific S-NSSAI) needs to be authenticated based on non 3GPP network slice credentials, at the establishment of the first PDU session corresponding to the S-NSSAI that requires authentication, the UE provides the non 3GPP credentials required for the authentication. If the UE does not provide such credentials and the SMF determines that the PDU session corresponding to the S-NSSAI needs to be authenticated, the SMF retrieves the credentials from the UE with an EAP Identity Request as defined in TS 33.501 [6].

-	The SMF authenticates just the first PDU session established corresponding to an S-NSSAI with a Slice-AAA function which, similarly to the DN-AAA for UE secondary authentication, may be in the 5GC network or external. 
-	This SMF may authenticate all the PDU sessions corresponding to the S-NSSAI, depending on network policies.
Editor’s Note: in roaming case, how does the V-SMF know that a secondary slice authentication is required in LBO case.
-	When the SMF performs the authentication for a PDU session establishment corresponding to an S-NSSAI, an ID similar to the GPSI (or the GPSI itself) is used. This can be achieved by allocating a GPSI to any UE for which, based on subscription information, UE secondary authentication is required for one of the subscribed S/NSSAI(s)/DNN(s). Alternatively, a GPSI-like ID could be allocated to the UE by the serving SMF when a GPSI is not provided in the subscription information and the SMF needs to perform secondary authentication for the UE. 
Editor’s Note: It is not clear why the solution places requirements on the ID being the GPSI or GPSI like.
-	During the UE secondary authentication, the authentication SMF (H-SMF or V-SMF for LBO) provides the GPSI, S-NSSAI, and optionally PDU Session ID to the Slice-AAA in addition to the information currently provided. This enable an external Slice-AAA to create a context related to the authentication of a slice that may have one or more PDU sessions for triggering re-authentication and de-authorization.
-	When secondary authentication is performed successfully, the Slice-AAA subscribes with the NEF (with GPSI, S-NSSAI, and PDU Session ID) for notification of the change of SMF the SMF should contact to enable re-authentication. This is needed in order to ensure that the Slice-AAA contacts the correct SMF considering that a slice may have multiple PDU sessions which may be activated and released while the UE is authenticated for a slice (i.e. the PDU session that triggered the authentication may be released, and the Slice-AAA should be able to reach a different SMF for a PDU session corresponding to the S-NSSAI to trigger re-authentication)
-	for Rel. 15 secondary authentication, the information on a successful secondary authentication/authorization between a UE and an SMF may be saved in SMF and/or UDM. In this solution, it is assumed that the information on successful authentication of a slice is stored in the UDM, and contains both the information on a previous successful authentication for a slice (S-NSSAI) and for a DN. 
-	Upon establishment of a PDU session corresponding to an S-NSSAI, the SMF checks whether the UE has already been authenticated and/or authorized for the same S-NSSAI by an SMF, in addition of checking if the UE has already been authenticated and/or authorized for the same DN. 
-	if DNN authentication/authorization is required in addition to slice authentication, the secondary authentication is executed twice by the SMF within the same PDU session establishment procedure, based on the network slice credentials first, and based on the DNN-specific secondary authentication information. The SMF shall not authorize the PDU session establishment unless both authentication/and authorization succeed. If both authentications are needed, the UE in addition to the current SM PDU DN request container provides also the network slice credentials.
-	The slice-AAA may be part of the 5GC or may belong to the DN of the service provider offering the slice services.
-	De-authorization of a slice by the slice-AAA will trigger the PDU session release of all the PDU sessions corresponding to the slice.
-	When the Slice-AAA indicates revocation of a slice authorization, the Slice-AAA sends an indication to the NEF associated to the received GPSI, which in turn informs the SMF(s) serving the slice, and the PDU session(s) corresponding to that slice, that the PDU session(s) needs to be released.
-	A failed slice authentication or a slice de-authentication triggers the SMF to inform the AMF that the S-NSSAI corresponding to one or more PDU sessions is not authorized. The AMF decides based on local policies whether to update the Allow NSSAI and indicate to the UE that the S-NSSAI is rejected.
[bookmark: _Hlk530124124]Editor’s note: Since the slice authorisation status is in the UDM and the ID of the SMF that is responsible for it is in the UDM, when all PDU sessions are deactivated it is not explained how the state in the UDM is cleaned up. Also it is not clear whether it is required to communicate to the AMF that no more sessions exist for the slice. When the UE releases all PDU sessions, there is no SMF for the UE so the UE registration with a slice cannot be revoked by contacting an SMF. This needs resolution
[bookmark: _Toc528853471]6.3.1.3	Procedures
Editor's note:	This clause describes high-level procedures for the solution.
[bookmark: _Toc528853472]6.3.1.3.1	Slice authentication at first PDU session establishment for the S-NSSAI


Figure 4.3.2.3-1: PDU Session Establishment authentication/authorization by a DN-AAA server
1.	The UE registers with the network. Primary authentication is performed during the registration procedure
2.	The UE triggers PDU session establishment for an S-NSSAI (or for none and one is selected by the network)
Editor’s note: How this solution works for the case where the UE provides no S-NSSAI? e.g. how does the network determine that the UE requires further slice authentication? How is the UE knowing which credentials to use  the third party if no S-NSSAI is there to access the credentials in the UE?
3.	The SMF determines that slice authentication is required and triggers secondary UE authentication for the S-NSSAI. Upon successful authentication, the SMF stores in the UDM for the S-NSSAI the status of the slice authentication and the SMF ID as the slice authenticator.
4.	[Optional] If DN authentication is also needed, the UE secondary authentication for the DNN is performed upon successful slice authentication.   
5.	The Slice AAA server subscribes for event notification via the NEF to be informed of a change of SMF, in order to enable the AAA server to reach the correct entity for re-authentication and de-authorization.
Editor’s note: When the UE disconnects, does the AAA server get notified there is no more SMF where to reach the UE to revoke the slice access?
6.	The UE may establish an additional PDU session for the same S-NSSAI.

7.	Since the SMF for this PDU session may be different from the SMF of previous PDU sessions for the same S-NSSAI, the SMF checks the slice authentication status in the UDM. If no slice authentication is required, the SMF ID is stored in the UDM as serving the S-NSSAI in addition to other SMF IDs serving the same S-NSSAI.

8.	[Optional] If slice authentication or DN authentication is needed, the SMF triggers the secondary authentication.
[bookmark: _Toc528853473]6.3.1.4	Impacts on existing entities and interfaces
Editor's note:	This clause describes impacts on existing entities and interfaces.
Impacted functions:
-	UE: support of S-NSSAI-based secondary authentication in addition/parallel to secondary authentication for a DN.
-	AMF: if slice authentication fails, SMF may inform AMF that the authentication for the S-NSSAI failed and the AMF may, based on local policies, remove the S-NSSAI from the Allowed NSSAI.
-	SMF: support slice authentication in addition to secondary authentication for DN. SMF to verify slice authentication status in UDM. 
-	AAA server: support of interaction with NEF for subscription to slice and DN related events (e.g. change of PSA) in order to allow the AA server to be up to date with the PSA where to send re-authentication requests or de-authorization requests
[bookmark: _Toc528853474]6.3.1.5	Evaluation
Editor's note:	This clause provides an evaluation of the solution.
This solution is based on this assumption as stated in clause 6.3.1.1:
“In this solution it is assumed that connectivity to a slice implies the establishment of at least one PDU session”
Therefore, if a UE registers but does not establish a PDU session, it can register with any number of slices that can require Slice specific authentication based on establishing a PDU session, regardless of its authorisation status.
Also, this solution causes the potential selection of an AMF supporting slices the UE is not authorised to use after secondary authentication. After the results of a secondary authentications for a slice are reported the AMF may need to trigger a AMF re-allocation .  Since this is done independently based on results of SM interactions, this can take place several times before a stable AMF is found for the authorised slices.
The solution requires storing the authentication status in the UDM. If the UE disconnects the PDU sessions, and therefore the AAA server cannot revoke the slice authentication and there is no SMF for the UE, this slice authentication and authorisation status in UDM says the UE is authorised to use the slice wrongly and therefore the UE when it next uses the slice will check the status in the UDM and this will say the UE is authorised.
If however the solution implies that when the UE disconnects all PDU sessions, it has also to update the UDM and remove the slice authentication status, then for UEs that activate and deactivates the slice PDU session(s) frequently it means the slice authentication has to happen frequently and this impacts UDM signalling and overall increase of signalling.
For the roaming LBO case: it is not clear how the SMF understands secondary authentication is required. It is also not clear when it is the SMF that is triggering the Authentication for the case the UE does not provide the S-NSSAI.
From the standpoint of potential business issues operators may face we can include:
TS 23.501 states “The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.” Thus, if there is delay authorizing and authenticating with the 3rd party until PDU Session establishment, the UE will, by virtue of its NAS signaling with the AMF, consume slice resources without being authorized or authenticated.
Some IoT UE’s might never, establish a PDU Session. For example, consider a tracking device.  The device might only perform periodic registration updates so that a 3rd party server can subscribe, via the NEF, to the UE’s current location. Thus, if we if we only support secondary authorization and authentication at PDU session establishment, secondary authentication would not be possible for these devices.
This solution would allow a UE that does not execute PDU session establishment to use SMS without it being authorized by the third party. In this case then will the operator charge the third party for SMS even if the subscriber would have been rejected? In practice, the third party may disconnect the subscriber from authorization to use its slice, but the UE can use SMS forever in IoT slice (unless the third party tells the operator to remove the SUPI to be authorized to register for IoT from UDM – but then we lose most of the value of the solution which is to outsource the subscription management without requiring updating UDM information)
Overall the reuse of the existing PDU session secondary authentication in this solution in the network side is more than outweighed by the need to add many hooks in all CN nodes to make this solution work and as a result its complexity in the network is greater than the solution in 6.3.2, but it has more downsides from an operation and effectiveness standpoint.


***********************END of PROPOSED TEXT***************************
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