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Abstract of the contribution: This paper Move Analysis tables into annex.
Introduction:
After last SA2 meeting, offline discussion concludes that analysis table in section 7 should better to be move to annex section. This P-CR does this movement.
Proposal
Proposal:
It is proposed to agree the following changes to TR 23.731.
[bookmark: _Toc523732518]*** Start of 1st change ***
[bookmark: _Toc528313900]7.1	Evaluation of Solutions for Key Issue #4
The summary of the solutions for Key Issue #4 (Reduce overhead for repetitive non-successful privacy verification) is shown in table B.1-1 in Annex B.17.1.1-1.
Table 7.1.1-1: Analysis of solutions for Key Issue #4
	
	Solution5 in clause 6.5
	Solution6 in clause 6.6
	Solution7 in clause 6.7
	Solution 14 in clause 6.14

	Network function performs privacy verification for 5GC_MT_LR
	GMLC
	GMLC
	GMLC
	GMLC

	How to transfer the privacy setting
	


	


	


	N/A

	Where to store the privacy setting from the UE
	UDM
	PPR
	PPR
	UDM

	Which kind of message to carry privacy setting from the UE
	"UE-LMF" message and NAS Location Notification Return Result
	Registration message
	"UE-LMF" message.
	N/A

	Whether the network changes the privacy setting from the UE
	--
	The PPR may change the privacy setting from the UE. If the PPR changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure.
	The PPR may change the privacy setting from the UE. If the PPR changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure.
	N/A



As shown in the Table B.1-1 in Annex B.17.1.1-1, the common parts of Solution5, Solution6,Solution7and Solution 14 are as follows:
-	The UE indicates to the network the privacy setting.
-	For 5GC_MT_LR request, the GMLC determines whether to disallow subsequent LCS requests from external LCS clients based on UE privacy setting.
[bookmark: _GoBack]On the privacy setting storage, Solution 5 and Solution 14 propose to store them in the UDM, and Solution 6 and Solution7 propose to store them in the PPR. Considering that operators will benefit from a unified data storage and a simplified network architecture, PPR can be merged into UDR, i.e. UE LCS privacy setting is a Data Subset of the Subscription Data stored in the UDR that is accessed by the UDM.

*** End of 1st change *** 
*** Start of 2nd change ***

[bookmark: _Toc528313907]7.8	Evaluation of Solutions for Key Issue #7
Table 7.8.-1: Analysis of solutions for Key Issue #7
	
	Solution 9
	Solution 10
	Solution 14
	Solution 23
	Solution 11

	Which NF that NEF forwards the  received LCS request from external
	GMLC
	LMF
	GMLC
	a)	HGMLC or
b)	AMF
	Does not apply

	How such NF is selected?
	using the NRF service to find first GMLC, and in roaming case, HGMCL finds VGMLC by contacting UDM;
	Query UDM for serving LMF, if non, use NRF service to get one;
	Not Known, Le interface is used between NEF and GMLC;
	a)	Not mentioned?
b)	Query UDM to get serving AMF

	Does not apply

	Inter faces aspects of NEF
	North bound: Not mentioned;
	NEF need support the corresponding service interface
	an SBI to NEF for external client (?)
	SBI interface to NF, and new APIs to AFs
	Does not apply

	Internal exposure to NF within 5G-CN
	NF send request to GMLC;
GMLC provide service based interface for location request
	Solution itself does not differentiate external and internal exposure
	? not clear ?

an SBI interface (to the NEF for external client or directly to a GMLC in case of authorized clients);
	via NEF, then NEF forward LCS request to GMLC;
	Does not apply

	Internal exposure to NG-RAN
	Not mentioned
	Not mentioned
	Not mentioned
	Not mentioned
	For target UE in connect mode, the NG-RAN send Location request to AMF via N2

	Location Request
type supported
	Deferred Location supported, related serving NF activate and de-act the trigger, detect the event of the trigger.
Serving NF not specified in CN, UE could be one. 
	Includes LDR and LIR;
Request, update, and cancel LDR request procedure defined.

LMF will handle such location request.
	Rel-15 defined procedure supported.

How to support "Deferred Location request" not clearly specified.
	
Including a request for triggered or periodic location.
	5GC NI LR used;

	Privacy checking
	GMLC perform
	serving LMF performs
	HGMLC interacts with UDM to perform
	a)	HGMLC interact with UDM
b)	NEF interact with UDM
	Not mentioned.

	Other aspects
	Target UE located in EPC considered.
	UE provides the expected location privacy provisioning to the network(LMF) proposed.
	LMF selection criterias defined
	Enhanced NG-RAN Location Reporting Procedure proposed
	Only UE in connect mode, such solution works.

	Other key issues addressed
	Key Issue 3: "Support of low latency LCS"
	Key issue 4 "Reduce overhead for repetitive non-successful privacy verification".
	Key Issue 1 (Enhancement to LCS Architecture)
	
	Key Issue 1 "Enhancements to LCS architecture"

	Impacted NFs
	NEF,GMLC,UDM
	NEF,UDM,LMF
	AMF,LMF,GMLC,UDM,CHF
	AMF,UDM,NEF,NG-RAN
	NG-RAN,AMF,UDM,



*** Start of 2nd change ***

*** Start of 3rd change ***

[bookmark: _Toc528313917]Annex B:
B.1	Evolution table for of Solutions for Key Issue #4
Table B.1-1 shows the analysis of solutions for key issue#4.

Table B.1.-1: Analysis of solutions for Key Issue #4
	
	Solution5 in clause 6.5
	Solution6 in clause 6.6
	Solution7 in clause 6.7
	Solution 14 in clause 6.14

	Network function performs privacy verification for 5GC_MT_LR
	GMLC
	GMLC
	GMLC
	GMLC

	How to transfer the privacy setting
	


	


	


	N/A

	Where to store the privacy setting from the UE
	UDM
	PPR
	PPR
	UDM

	Which kind of message to carry privacy setting from the UE
	"UE-LMF" message and NAS Location Notification Return Result
	Registration message
	"UE-LMF" message.
	N/A

	Whether the network changes the privacy setting from the UE
	--
	The PPR may change the privacy setting from the UE. If the PPR changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure.
	The PPR may change the privacy setting from the UE. If the PPR changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure.
	N/A




B.2	Evolution table for of Solutions for Key Issue #7
Table B.2-1 shows the analysis of solutions for key issue#7.
Table 7.8.-1: Analysis of solutions for Key Issue #7
	
	Solution 9
	Solution 10
	Solution 14
	Solution 23
	Solution 11

	Which NF that NEF forwards the  received LCS request from external
	GMLC
	LMF
	GMLC
	a)	HGMLC or
b)	AMF
	Does not apply

	How such NF is selected?
	using the NRF service to find first GMLC, and in roaming case, HGMCL finds VGMLC by contacting UDM;
	Query UDM for serving LMF, if non, use NRF service to get one;
	Not Known, Le interface is used between NEF and GMLC;
	a)	Not mentioned?
b)	Query UDM to get serving AMF

	Does not apply

	Inter faces aspects of NEF
	North bound: Not mentioned;
	NEF need support the corresponding service interface
	an SBI to NEF for external client (?)
	SBI interface to NF, and new APIs to AFs
	Does not apply

	Internal exposure to NF within 5G-CN
	NF send request to GMLC;
GMLC provide service based interface for location request
	Solution itself does not differentiate external and internal exposure
	? not clear ?

an SBI interface (to the NEF for external client or directly to a GMLC in case of authorized clients);
	via NEF, then NEF forward LCS request to GMLC;
	Does not apply

	Internal exposure to NG-RAN
	Not mentioned
	Not mentioned
	Not mentioned
	Not mentioned
	For target UE in connect mode, the NG-RAN send Location request to AMF via N2

	Location Request
type supported
	Deferred Location supported, related serving NF activate and de-act the trigger, detect the event of the trigger.
Serving NF not specified in CN, UE could be one. 
	Includes LDR and LIR;
Request, update, and cancel LDR request procedure defined.

LMF will handle such location request.
	Rel-15 defined procedure supported.

How to support "Deferred Location request" not clearly specified.
	
Including a request for triggered or periodic location.
	5GC NI LR used;

	Privacy checking
	GMLC perform
	serving LMF performs
	HGMLC interacts with UDM to perform
	a)	HGMLC interact with UDM
b)	NEF interact with UDM
	Not mentioned.

	Other aspects
	Target UE located in EPC considered.
	UE provides the expected location privacy provisioning to the network(LMF) proposed.
	LMF selection criterias defined
	Enhanced NG-RAN Location Reporting Procedure proposed
	Only UE in connect mode, such solution works.

	Other key issues addressed
	Key Issue 3: "Support of low latency LCS"
	Key issue 4 "Reduce overhead for repetitive non-successful privacy verification".
	Key Issue 1 (Enhancement to LCS Architecture)
	
	Key Issue 1 "Enhancements to LCS architecture"

	Impacted NFs
	NEF,GMLC,UDM
	NEF,UDM,LMF
	AMF,LMF,GMLC,UDM,CHF
	AMF,UDM,NEF,NG-RAN
	NG-RAN,AMF,UDM,



*** End of 3rd change
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