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Discussion
Change 1: Address the following Editor’s Note:
Editor's note: It is FFS how to handle the case that UPF changes.
In 5GLAN, the group data is forwarded within 5GS, since the group data forwarding is per tunnel basis. For Ethernet PDU transmission, the MAC address is not allocated, when UE’s serving UPF changes, SMF is responsible to update the group forwarding path, e.g. add the new UPF to the group forwarding path or delete the old UPF from the group forwarding path.
For IP type transmission, the current SSC mode 3 can be reused.
Change 2: Address the fowling Editor’s Note:

Editor's note: It is FFS how to ensure same SMF is used for all group members.
For the same SMF selection: Depends on deployment, GMF is located in AMF (GMF functionality is located in AMF), GMF selects the SMF based on group information, applying the local 5GLAN group communication scenario.

Proposal

It is proposed to include the following key issue in TR 23.743.
* * * Start of change * * * 

6.26
Solution 26: One to many communication for 5GLAN service within 5GLAN group

6.26.1
Functional Description

This solution is for Key Issue 5 to address one to many data communication.

-
How to support the one to one or one to many data communication for 5GLAN communication service within a single 5GLAN group, the procedure to establish, modify, and release the one to one and one to many 5GLAN communication.

In this solution, in order to support one to many communication in one group, group specific PDU session and CN internal tunnel are established. 5GS will support the group specific PDU Session establishment, release, modify along with the group/group member addition or removal. SMF is responsible for group specific PDU Session management and tunnel management. The different member in the group can be served by the same UPF or different UPF.

NOTE:
In this solution, it assumed that all the group members are managed by the same SMF.


GMF (introduced in solution 15) is responsible to select the serving SMF based on the received group information. The GMF can be located in AMF. The GMF shall guarantee the same SMF is selected for the same requested group information from different group members.
The scenario can be illustrated in the following figure. UE-T is the transmitter while UE-R1 and UE-R2 are the receivers, in which UE-T and UE-R1 are served by the same UPF1, UE-R are served by UPF2. The data from UE-T is transmitted within 5GS and routed by UPFs via the group specific CN tunnel.
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Figure 6.26.1: One to many communication user plane topology
The group specific PDU Session is terminated at the group member and the serving UPF. When a group is established by one AF or one UE, a group specific PDU Session is established for each group member who are added into the group with the group creation. After the group creation, when a group member is added into the group, the group specific PDU Session is established for the new joined member. The SMF is responsible for establishing the forwarding tunnel between the UPF serving the new joined member and the UPFs serving the authorised transmitting members. The PDU Session for UE-T, PDU Session for UE-R1, forwarding tunnel on N9 interface for this group, PDU Session for UE-R2 compose the group data forwarding path. UPF1 forwards the data received from UE-T to UE-R1 and UPF2 according to group data forwarding path. If there are multiple UPFs (i.e. more than two UPFs) on the group data forwarding path, group forwarding tunnel will be established on each N9 interface on the group data forwarding path. UPF(s) detects one to many communication based on the destination address in the received data, e.g. if the destination address in the received data is broadcast/multicast address, then UPF(s) forward the data to the related group members.
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Figure 6.26.2: One to many communication group PDU Session
If the 5GLAN service is Ethernet type service, when the UE’s serving UPF is changed from UPF1 to UPF2 based on SMF decision, the SMF modifies the group forwarding tunnel. If UPF2 is not the group forwarding path, then the SMF adds UPF2 to the group forwarding path. SMF establishes the group forwarding tunnel between UPF2 and the other UPF(s) on the group forwarding path. Simultaneously, SMF establishes the N3 tunnel for the group specific PDU Session. If SMF determines that there is no group member UPF is serving, SMF can remove UPF1 from the group forwarding path. The group forwarding path update is transparent to the UE.

If the 5GLAN service is IP type service, when the UE’s serving UPF is changed from UPF1 to UPF2 based on SMF decision, SSC mode3 can be reused to minimise the interruption due to allocated IP address change.
6.26.2
Procedures

6.26.2.1
One to many communication PDU Session establishment procedure

This procedure describes the one to many communication PDU Session establishment procedure. It is assumed that one group is managed by the same SMF. The group creation and group member joining procedure is based on other solution and not mentioned in this solution.
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Figure 6.26.3: One to many communication PDU Session establishment procedure
1.
When the group is created, and group member UE-T and UE-R1 are added into the group, and UE-T is authorised to send one to many data to the member in the group. UE-T initiates group specific PDU Session establishment request, including the request S-NSSAI, group information, etc.

NOTE:
The group information could be e.g. group index, or group specific DNN information or group specific application server information.
2.
After receiving the request from UE-T, SMF selects the UPF1 as the serving UPF for the specific group and assigns addresses (e.g. multicast address) for one to many data communication based on the S-NSSAI information and group information.

3.
SMF sends session establishment request to UPF1, including the allocated CN tunnel information on N3 interface. UPF1 acknowledges by sending Session establishment response message.
4.
SMF sends PDU Session Accept to the UE-T with the addresses for one to many data communication. In case of PDU Session Type IPv4 or IPv6 or IPv4v6, the SMF may allocate an IP address/prefix for the PDU Session.

5.
When UE-R2 is added into the group, UE-R2 initiates PDU Session establishment request to the SMF, incl. S-NSSAI information and group information.

6.
SMF selects UPF2 as the serving UPF for UE-R2 and assigns same addresses for one to many data communication based on the S-NSSAI information and group information, and determines to establish the forwarding tunnel between UPF1 serving UE-T and the UPF2.

7.
SMF sends session establishment request to UPF2, including the allocated CN tunnel information and the allocated addresses for one to many data communication, the CN tunnel information includes the UPF2 address of the tunnel between UPF1 and UPF2 and the UPF2 address of N3 tunnel. UPF2 acknowledges by sending Session establishment response message.
8.
SMF establishes group forwarding tunnel between UPF1 and UPF2, and provides the UPF2 address of the tunnel between UPF1 and UPF2, as well as addresses for one to many data communication to UPF1. Also, SMF associates this forwarding tunnel, addresses for one to many data communication and PDU Session for UE-T to group path and provides the group forwarding path to UPF1.

9.
SMF sends PDU Session Accept to UE-R2 with the addresses for one to many data communication. In case of PDU Session Type IPv4 or IPv6 or IPv4v6, the SMF may allocate an IP address/prefix for the PDU Session, and the address/prefix is the group specific for UE-R2. If there is existing PDU Session for another group for UE-R2, the existing PDU Session can be re-used for the newly joined group, i.e. multiple groups can share one PDU Session for the receiving member in the group.
10.
UE-T sends the group data to the UPF1, UPF 1 determines the receiving UE-R1, UE-R2 according to the destination addresses, group paths received in step 8 and routes the data to the tunnel corresponding to UE-R1 and UE-R2 respectively.
6. X.3
Impacts on existing entities and interfaces
Impact on SMF:

- SMF is responsible to manage the group specific PDU Session establishment and group specific forwarding tunnel;

Impact on UPF:

- UPF can identify the data is for one to many communication based on the target address in the received packet.

- UPF can determine packet forwarding path based on the group tunnel information of the received packet.

Impact on UE:

- UE initiates group specific PDU Session establishment.
- UE includes the allocated broadcast address in the packet for the UPF to detect one to many communication.
6. X.4
Evaluation
Editor's note:
This clause provides an evaluation of the solution.

* * * End of changes * * * 
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