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	Reason for change:
	In last meeting, a CR (S2-1811498) is submitted to raised a issue that application ids are different per IOS and Android, so that the PCF may not know which URSP rules are available to UEs. There are two options to solve this problem:

1) Using PEI to determine the URSP rules. When receiving PEI, PCF sends UE all URSP rules corresponding to the OS(es) the UE may use, therefore, the UE will not miss any URSP rules even the OS is switched.
2) Using OSid reported by UE to determine the URSP rule.When receiving OSid, PCF just sends UE the URSP rules specific to the OS while URSP rules have to be updated by PCF as soon as the OS is changed.

For option-1 (using PEI), the pro and con are summarized as below:

Pros:

· No new parameter is introduced in NAS message;

· PEI is a mature (the data structure) and trusted parameter (security);

· PEI can be used to acurately identify which UE vendor and product model it belongs to, so the Oprating System will be acknowleaged;
· The URSP rules will not be updated frequently in case of OS is switched;
Cons: 

· None
For option-2 (using OSid), the pro and con are summarized as below:

Pros:

· PCF may accurately identify which OSid the UE using.

Cons:

-  OSid is a new parameter, it is uncertain for the definition of data structure (e.g. defined by IETF or 3GPP or IEEE?), which may vary per different UE vendor and then PCF needs to configure URSP rules per OSid format UE vendor using.

-  OSid is an untrusted paramter, security issue exists. If UE reports the wrong OSid, irrelevant URSP rules will be sent to UE, and then UE will skip the URSP rules defined by operators;

-  it is not guaranteed that the UE will trigger initial regostration every time OS is switched;

-  URSP rules shall be updated everitime OS is changed, which is however even no benefit to existing mechanism (just sending all URSP rules) when UE switched OS multiple times.

-  the initial registration possibly occurs before OS finishes booting up in cellphone, which means the OS id may not be acquired by 3GPP modem in time.
Based on the discussion in previous meeting, we believe the PEI can handle most of cases per different OS UE uses. Currently we only find two possible cases, i.e. iOS and Android, that may needs to differentiate, so PEI is totally no problem to handle it.

Actually, even for existing mechanism that PCF just sends all possible URSP rules e.g. including both iOS and Android  to UE, the URSP also works well. Specifically speaking, From UE side,  UE just evaluates all URSP rules and skips those rules whose Application idetifiers does not belong to the UE’s OS and finally find a proper URSP rule to use, which may lead to more decades of ms for UE evaluation, however since PDU session is usually kept when it is established and the URSP rules evaluation are not always  happen, the additional time for evaluation is totally acceptable. From network side, the segementation mechanism is introduced for UE polici transport, signalling is not a problem, and actually even using OSid, the URSP rules must be updated every time the OS is changed by UE which means possibly total overhead is even bigger than not using OSid. 
All in all, we belive using PEI is good and should be prioritized to use in case of Application Identifier is different per OSes UE uses. 
 

	
	

	Summary of change:
	The (H-)PCF may use the PEI, if provided by the UE, to include in the UE Policy delivered to the UE, URSP rules that are associated to the operating system supported by the UE. Otherwise, the (H-)PCF may use the OSId, if provided by the UE. The PCF is also allowed to send full URSP rules by implementaion even if a PEI and/or a OS id are received

	
	

	Consequences if not approved:
	PCF may send some unnecessary URSP rules to the UE.
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############################# START OF CHANGE ###############################

6.1.2.2.2
Distribution of the policies to UE

The UE access selection and PDU Session related policy control enables the PCF to provide UE access selection and PDU Session related policy information to the UE, i.e. UE policies, that includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or both using Npcf and Namf service operations.

The PCF may be triggered to provide the UE access selection and PDU Session related policy information just after the initial Registration procedure or when Subscribed S-NSSAIs changes or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF or at any time (e.g., triggered by policy logic or application detection), as defined in TS 23.502 [3].
NOTE 1:
The PCF can install a PCC Rule and activate start and stop of application detection in the SMF. The reporting of start and stop of an application can trigger the installation or update of a URSP rule in the UE to send the application traffic to the PDU session as defined in the URSP rule.
Operator defined policies in the PCF may depend on input data such UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.

The PCF ensures that UE access selection and PDU Session related policy information delivered to the AMF, is under a predefined size limit, known by the PCF. If this predefined limit is exceeded then PCF splits the UE access selection and PDU related policy information into different Policy Sections, each one identified by a Policy Section Identifier (i.e. PSI). Each Policy Section provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF. The PCF delivers to the UE transparently via the AMF.

A list of self-contained UE access selection and PDU session related policy information implies that:

-
when the PCF delivers URSP rules to the UE, the PCF provides the list of URSP rules in the order of precedence;
-
when the PCF delivers WLANSP rules, the list of WLANSP rules relevant for the UE are provided in the order of priority;
-
when the PCF delivers the non-3GPP access network selection information the list of non-3GPP access network selection information relevant for the UE are provided.

The PCF may divide the UE access selection and PDU Session related policy information into different Policy Sections, each one identified by a Policy Section Identifier (i.e. PSI). It is up to PCF decision how to divide the UE access selection and PDU Session related policy information into Policy Sections.

NOTE 2:
PSI list can be different per user. One PSI and its corresponding content can be the same for one or more users.

NOTE 3:
PCF may, for example, assign the URSP as one whole Policy Section, or it may subdivide the information in the URSP into multiple Policy Sections by assigning one or several URSP rules to each Policy Section.

The AMF forwards the UE access selection and PDU Session related policy information to the UE. The UE updates the stored UE access selection and PDU Session selection policies by the one provided by the PCF as follows:

-
If the UE has no Policy Sections with the same PSI, the UE stores the Policy Section;

-
If the UE has existing Policy Sections with the same PSI, the UE replaces the stored Policy Section with the received information;

-
The UE may remove the stored Policy Section if the received information content is empty.

NOTE 4:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.

At Initial Registration the UE provides the list of stored PSIs identifying the Policy Sections that are currently stored in the UE, if no policies are stored in the UE or the USIM is changed, the UE does not provide any PSI. The UE shall indicate that it does not support ANDSP to PCF if the UE does not support non-3GPP access. The PCF shall not send ANDSP to UE in this case. The UE may also provide the PEI and/or operating system identifier (OSId) at initial registration.
The UE may trigger an Initial registration with the list of stored PSIs to request a synchronization for example if the UE powers up without USIM being changed.

The (H-)PCF may use the PEI to include in the UE Policy delivered to the UE, URSP rules that are associated to the operating system supported by the UE. Otherwise, the (H-)PCF may use the OSId, if provided by the UE. The PCF is also allowed to send full URSP rules by implementation even if PEI and/or OS id are received
When the (H-)PCF receives a list of PSIs from the AMF or from the V-PCF, it retrieves the list of PSIs and its content stored in the (H-)UDR for this SUPI. In the roaming scenario, the V-PCF retrieves the list of PSIs and its content stored in the V-UDR for the PLMN ID of this UE (alternatively, the V-PCF can have this information configured locally).

NOTE 5:
The PSI list and content stored/configured for a PLMN ID can be structured according to e.g. location areas (e.g. TAs, PRAs). The V-PCF can then provide PSIs and its content only if they correspond to the current UE location.

The (H-)PCF compares the two lists of PSIs, in addition the (H-)PCF checks whether the list of PSIs and its content needs to be updated according to operator policies. If two list of PSIs provided by the UE and the list of PSIs stored in the UDR are different or an update is necessary, the (H-)PCF provides an updated list of PSIs and corresponding contents to the AMF. If the (H-)PCF decides to split the UE policies to be sent to the UE, the PCF provides multiple policy sections separately to the AMF and then AMF uses UE configuration Update procedure for transparent UE policies delivery procedure to deliver the policies to the UE, this is defined in TS 23.502 [3] clause 4.2.4.3 and clause 4.16.

The (H-)PCF maintains the latest list of PSIs delivered to each UE as part of the information related to the Policy Association until the UE policy association termination request is received from the AMF. Then the (H-)PCF stores the latest list of PSIs and its contents in the (H-)UDR using the Nudr_UDM_Update including DataSet "Policy Data" and Data Subset "Policy Set Entry".

PLMN ID is provided to UE and used to indicate which PLMN a PSI list belongs to.

NOTE 6:
The UE doesn't provide to the PCF the list of pre-configured PSIs stored in the UE.

NOTE 7:
The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.

############################### END OF CHANGES ###############################
3GPP


