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Abstract of the contribution: This is a rapporteur prepared PCR to propose the considerations to evaluate the solutions for the KI#3 in the TR 23.740 to support the access to specific network slices authorized and authenticated through additional user identifiers.  
Summary
The is a rapporteur prepared PCR to propose the considerations to evaluate the solutions for KI#3 in the TR 23.740 to support the access to specific network slices authorized and authenticated through additional user identifiers. 

The intent of this PCR is to promote the decision making on how to conclude the KI#3. 
Discussions and Considerations

According to the objective in the SID for the KI#, the intent is to study how to support Network Slice Access authoritzation that uses User Identities and Credentials different from the 3GPP SUPI and that takes place after the primary UE authentication. 
Currently, three solutions have been proposed for KI#3.  However, the solution 3.3 was proposed in the last SA2#129 meeting.  At the moment, the description of solution 3.3 has very little details on how to support dynamic configuration or configuration update for Network Slice authentication and authorization in the network.  Also, it is unclear if the actual requirement for the authentication is to perform on per S-NSSAI or per UE or for both.  Given the eNS study needs to be concluded by SA2#129bis, there will be insufficient time to fully study on this specific aspect proposed by solution 3.3.  Therefore, this PCR proposes to defer the study for solution 3.3 in the future release which could be built on top of the conclusion of KI#3. 

Consideration#1: The study for solution 3.3 is to be deferred in the future release. 
Solution 3.1 and Solution 3.2 have very different approaches to address the KI#3.  

Solution 3.1 extends the existing Rel-15 Secondary authentication/authorization by a DN-AAA server during the establishment of a PDU Session to support KI#3.  The trigger of the secondary Network Slice access authorization, if needed, is based on the first time initiation of the PDU session establishment.  Additional enhancement was proposed to coordinate the association of the secondary authorization for multiple SMFs and multiple PDU sessions that are corresponding to the given network slice instance (i.e. S-NSSAI). 
Solution 3.2 proposes to perform secondary Network Slice access authorization as soon as the Allowed NSSAI are determined during the UE registration.  The secondary network slice authorization, if required, is per target S-NSSAI in the Allowed NSSAI that has been identified to be available for the UE.  As the actual AAA that is used to authorize the UE to access the given network slice may be resided in the 3rd party domain, a new AAA proxy function is introduced to associate the AMF/AUSF with the 3rd party’s AAA server.    
	Consideration#2: Should the secondary Network Slice access authorization to be triggered

a) During the very first PDU session establishment for the given network slice, or

b) During the UE registration when the target S-NSSAI is available to associate with the UE 

c) Dependent on the operator’s network slice deployment model to implement either a) or b) or both


At the moment, no comparison nor evaluation has been done on the two solutions.  In order to make the decision for the Consideration#2 above, one should examine the architecture, performance and deployment aspects against the two solutions.  
The comparisons and the evaluation considerations are proposed in the following. 

***** Start of Change *****

7.x 
Evaluations for KI#3: Access to specific Network Slices authorized and authenticated through additional User Identifiers
Three solutions have been proposed for KI#3.  However, the solution 3.3, at the moment, has very little details on how to support dynamic configuration update for Network Slice authentication and authorization in the network.  It is still unclear if the actual requirementfor the authentication is to perform on per S-NSSAI or per UE or for both.  Given the eNS study needs to be concluded by SA2#129bis, there will be insufficient time to fully study on this specific aspect proposed by solution 3.3.  Therefore, the study for solution 3.3 is to be deferred in the future release which could be built on top of the conclusion of KI#3. 
The solution evaluation for KI#3 described below is to focus on the solutions 3.1 and 3.2. 
7.x.1 
Solution Comparisons

In order to determine if the secondary Network Slice access authorization to be triggered, i.e. 
a) during the very first PDU session establishment for the given network slice, or

b) during the UE registration when the target S-NSSAI is available to be associated with the UE, 

c) dependent on the operator’s network slice deployment model to implement either a) or b) or both
the following comparisons are needed. 
	Architecture/Performance/Deployment Impacts
	Solution 3.1

(Secondary Authorization Triggered by first PDU session establishment)
	Solution 3.2
(Secondary Authorization Triggered by Availability of Allowed NSSAI)

	UE Impact
	
	

	AMF Impact 
	
	

	SMF Impact
	
	

	AAA Impact 
	
	

	UDM Impact
	
	

	EAP procedure Impact 
	
	

	Performance Impact
	
	

	Deployment Considerations 
	
	


7.x.2
Evaluation Analysis
***** End of Changes *****
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