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Introduction

Last SA2 meeting it was concluded to move forward with the architectures described in solution 1, 6 and 15. There is however an EN in the conclusions regarding the nature of information carried over Nxx:
Editor's note: Further details on the information carried over Nxx to support UL-CL/BP controlled by I-SMF is FFS.

This paper discusses Nxx and makes an initial set of assumptions regarding Nxx. Further detailing of Nxx will however be needed during normative phase.

Scenarios without UL-CL/BP

In case the I-SMF does not control any UL-CL/BP or PSA functionality, all UP traffic of the PDU Session is forwarded to a PSA controlled by A-SMF, and N6 is only controlled by A-SMF. It is assumed that all enforcement actions (QoS, charging, etc) is performed by a UPF controlled by A-SMF.
In this case it seems reasonable that the “N16” service operations (i.e. Nsmf_PDUSession Create, Update and Release) can be re-used between I-SMF and A-SMF. Some aspects currently supported on N16 between V-SMF and H-SMF may not be needed between I-SMF and A-SMF. For example, transfer of Charging Identifier is not needed when I-SMF does not have interface to a CHF. On the other hand, there may be a need for enhancing the N16 Nsmf_PDUSession services for context transfer and for managing forwarding tunnels, but that topic is handled by separate paper(s).

Observation 1: Nsmf services used on N16 can be re-used with small modifications for scenarios without UL-CL/BP (aspects related to context transfer is FFS)

Scenarios with UL-CL/BP

General 

When I-SMF controls UL-CL/BP and PSA UPF(s), there is a need for A-SMF to provide rules related to actions done in UPFs controlled by I-SMF (e.g. for UL-CL/BP and PSA/N6). There is also a need for I-SMF to provide notifications of events related to the user plane (e.g. application detection etc) as well as usage reporting to the A-SMF. 

One goal of the agreed conclusion (to use solution 15) is to avoid impact on PCF/CHF. Therefore, it cannot be assumed that PCF creates separate PCC rules for I-SMF and A-SMF respectively. Instead the A-SMF will receive PCC rules (and other PCC information such as Session AMBR) from PCF and then distribute the information between its own UPF(s) and the I-SMF. 
The A-SMF may need to take some parts of a PCC rule and send to I-SMF and other parts of a PCC rule and send to its own UPF. For example, for SDFs routed to the A-SMF UPF(s), Traffic steering related actions and DL mapping to QFI needs to be done in the PSA under A-SMF, while the bit-rate enforcement and charging may need to be done in UL-CL/BP under I-SMF control. Furthermore, a PCC rule may contain DNAIs applicable to both A-SMF and I-SMF. Only A-SMF knows which subset of DNAI(s) are applicable to I-SMF. Also, Session AMBR need to be enforced on UL-CL/BP.
Observation 2: The rules provided by A-SMF to I-SMF in solution 15 are not a simple relaying of PCC rules from PCF to I-SMF. A-SMF may need to distribute information contained in a PCC rule between I-SMF and UPFs controlled by A-SMF. 
Information provided from A-SMF to I-SMF

The A-SMF needs to provide rules with instruction for how the I-SMF (with related UPFs) should handle the traffic. These rules need to be able to support both traffic routed to/from a UPF controlled by A.SMF as well as traffic that is broken out in a UPF controlled by I-SMF.
For an SDF that is routed to/from a UPF controlled by A-SMF, the rules may contain information to allow a SDF to be enforced/charged in a UPF controlled by I-SMF:
-
Information to identify the traffic, including tunnel endpoint information as well as QFI, SDF filter, Application ID, Ethernet packet filter, etc
-
QoS enforcement info (e.g. UL/DL MBR, UL/DL GBR). 
- 
Usage reporting requirements (e.g. measurement keys, measurement method).
For an SDF that is to be broken out at a UPF controlled by I-SMF, the rules may contain:

-
Information to identify the traffic, including e.g. SDF filter, Application ID, Ethernet packet filter, etc

- 
QoS enforcement info (e.g. UL/DL MBR, UL/DL GBR)

- 
QoS marking requirements (QFI, RQI).

-
Event reporting requirements (e.g. application detection)

-
Usage reporting requirements (e.g. measurement keys, measurement method).

-  
Traffic steering info: DNAI(s), TSP Ids per DNAI

In addition, the A-SMF may provide PDU Session level information to I-SMF such as:

-
Session AMBR
Information provided from I-SMF to A-SMF

The I-SMF need to provide the following information to A-SMF:

-
List of DNAI(s) supported by the I-SMF (and corresponding UPFs). This allows the A-SMF to determine what rules for traffic steering that can be provided to I-SMF.

-
Notification reports. This includes e.g. information related to application detection in UPF(s) controlled by I-SMF, notification about allocated UE IP prefixes (for IPv6 MH), etc.
- 
Usage/volume reports (volume reports, usage reports etc). This allows the A-SMF to aggregate and construct usage reports to PCF and/or to CHF. A-SMF can aggregate information received from I-SMF with usage reports received from its own UPFs. 
Proposal

It is proposed to update TR 23.716 as follows

***** First Change *****

7.1
Conclusions for Key issues #1, #4 and #5
7.1.x
General 
-
The architecture described in 6.1.2.2, which is the same as the architecture described in 6.6.2.1, is used as a baseline (shown below).
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Figure 7-1: Non-Roaming system architecture in reference point representation, with no UL-CL/BP
-
For the case where a UL-CL/BP is controlled by I-SMF, solution #15 is used as a baseline (shown below), i.e. the I-SMF has no interface to PCF or CHF.

-
The Nxx interface allows the A-SMF to provide rules to the I-SMF for traffic steering, usage reporting, QoS enforcement to support scenarios with UL-CL/BP controlled by I-SMF. Based on information received via Nxx, the I-SMF supports selection of UPF(s) acting as UL-CL/BP and PSA.

-
The Nxx interface allows the I-SMF to provide usage reports to A-SMF for traffic broken out in a UPF controlled by I-SMF.

-
Home-routed roaming scenarios with UL-CL/BP in VPLMN is not supported.
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Figure 7-2: Non-Roaming system architecture in reference point representation, with UL-CL/BP
7.1.y
Information carried over Nxx
Services on Nxx are based on Nsmf services used on N16.

For scenarios with UL-CL/BP, the A-SMF needs to provide rules with instruction for how the I-SMF (with related UPFs) should handle user plane traffic. These rules may apply to traffic routed to/from a UPF controlled by A-SMF as well as traffic that is broken out at a UPF/N6 controlled by I-SMF.

For an SDF that is routed to/from a UPF controlled by A-SMF, the rules can contain information to allow a SDF to be identified, forwarded and enforced/charged in a UPF controlled by I-SMF:
-
Information to identify the traffic, including tunnel endpoint information as well as QFI, SDF filter, Application ID, Ethernet packet filter, etc

-
QoS enforcement info (e.g. UL/DL MBR, UL/DL GBR). 

- 
Usage reporting requirements (e.g. measurement keys, measurement method).

For an SDF that is to be broken out at a UPF controlled by I-SMF, the rules can contain:

-
Information to identify the traffic, including e.g. SDF filter, Application ID, Ethernet packet filter, etc

- 
QoS enforcement info (e.g. UL/DL MBR, UL/DL GBR)

- 
QoS marking requirements (QFI, RQI).

-
Event reporting requirements (e.g. application detection)

-
Usage reporting requirements (e.g. measurement keys, measurement method).

-  
Traffic steering info: DNAI(s), TSP Ids per DNAI

In addition, the A-SMF may provide PDU Session level information to I-SMF such as:

-
Session AMBR

The I-SMF need to provide the following information to A-SMF:

-
List of DNAI(s) supported by the I-SMF (and corresponding UPFs). This allows the A-SMF to determine what rules for traffic steering that can be provided to I-SMF.

-
Notification reports. This includes e.g. information related to application detection in UPF(s) controlled by I-SMF, notification about allocated UE IP prefixes (for IPv6 MH), etc.
- 
Usage reports (volume reports etc). This allows the A-SMF to aggregate and construct usage reports to PCF and/or to CHF. A-SMF can aggregate information received from I-SMF over Nxx with usage reports received its UPF(s) over N4. 

***** End of Changes *****
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