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Abstract of the contribution: With the current procedures, a UE not allowed for regular services in a PLMN cannot obtain emergency services via non-3GPP access under that PLMN, even if emergency services are supported. This paper discusses the solutions and proposes to add a new clause to N3IWF selection, specific to emergency services.
Introduction
At last SA2 meeting, S2-1810142 (Mediatek) proposed that the Registration Reject under either 3GPP access or non-3GPP access provides an Emergency services support indication for untrusted non-3GPP Access.
This is because a UE in "Limited Service State" will never initiate an Emergency Registration if it is not aware that Emergency Services are supported in the access. 

Difference between 3GPP access and non-3GPP access.

In 3GPP access, a UE that has been rejected at regular registration (because e.g. the UE has not the right to roam on that network or the UE did not find a suitable cell in the selected PLMN) goes to limited service state. The UE in limited service state can always be aware of whether Emergency Services are supported thanks to the indication in the System Information Broadcast. 

Whereas in non-3GPP access, there is no broadcast channel. If the regular registration is rejected because e.g. the UE has not the right to roam on that network, the UE is expected to go to limited service state but, as in the current specifications it does not know whether it can emergency register or not, it will never trigger an Emergency Registration procedure. Hence emergency services cannot be used. 

Both 5GC and EPC may be concerned

This issue may exist for both N3IWF/5GC and ePDG/EPC. 
One difference between 5GC and EPC is that in 5GC, when emergency services are allowed/forbidden for UEs in Limited Service State (unauthenticated UEs), it is for the whole PLMN (as all N3IWF support emergency services by construction), whereas in EPC only some ePDGs may support emergency services (they need to be configured for that). 
Another difference is that there is a specific ePDG selection for emergency services. This is not clear whether there is also a specific N3IWF selection in case of 5GC. But this should be studied in detail.
It is also desirable to have the same solution for both N3IWF/5GC and ePDG/EPC if possible.
Discussion 
To enable the UE to trigger Emergency Registration when in Limited Service State, an alternative, proposed in S2-1810142, is that when the UE initiates a regular registration and receives a rejection from the network, this rejection contains an indication on whether Emergency Services are supported for UEs in limited service state. 

This solution would work well in case of regional restrictions. But there cannot be regional restrictions in a PLMN in the case of untrusted non-3GPP access. This is because the Access Point is connected to any N3IWF via the Public Internet. 

Let's study the case when the PLMN not allowed, then the case when the PLMN is allowed but the 5G Core does not support emergency services in non-3GPP access (e.g. because they are not allowed by regulations, or because the operator is not obliged by regulations to provide them and does not want to deploy them under non-3GPP).  

Specific case of PLMN not-allowed

a)
EPC scenario
This case is described in TS 23.402 clause 4.5.4.3:
" ePDG selection information: …/

The PLMNs included in the ePDG selection information are PLMNs that have roaming agreements with HPLMN for interworking with untrusted WLANs."

Therefore, when a PLMN has no roaming agreements with a PLMN, it will not even select that PLMN for regular registration. 
However, as specified in clause 4.5.4a, there is a specific ePDG selection for emergency services, which is triggered when the UE detects that the user has requested an emergency session: 
-
" UE initiates the ePDG selection for emergency services when it detects a user request for emergency session and determines that WLAN shall be used for the emergency access."

In clause 4.5.4a.2, the ePDG selection for emergency services is specified as follows: 
" The ePDG selection for emergency services shall use the ePDG selection procedure for non-emergency services specified in clause 4.5.4, with the following modifications:

1)
Separately configured ePDG Emergency Identifier shall be used instead of the ePDG Identifier specified in clause 4.5.4.3;

2)
For a UE equipped with a UICC, the Operator Identifier Emergency FQDN and the Tracking/Location Area Identity Emergency FQDN (specified in TS 23.003 [16]) shall be constructed based on the rules specified in clause 4.5.4.2 and shall be used instead of the Operator Identifier FQDN and the Tracking/Location Area Identity FQDN respectively;

2)
For a UE equipped with a UICC, the Operator Identifier Emergency FQDN and the Tracking/Location Area Identity Emergency FQDN (specified in TS 23.003 [16]) shall be constructed based on the rules specified in clause 4.5.4.2 and shall be used instead of the Operator Identifier FQDN and the Tracking/Location Area Identity FQDN respectively;

3)
The DNS-based discovery of the regulatory requirements described in clause 4.5.4.5 in the context of emergency ePDG selection shall be based on a Visited Country Emergency FQDN (specified in TS 23.003 [16]), instead of the Visited Country FQDN;

NOTE 1:
In case of authentication failure during an emergency ePDG selection attempt, or when the UE is not equipped with a UICC, the ePDG selection attempt may result in unauthenticated emergency attachment, if allowed by local policies.

NOTE 2:
The ePDG access (for both the emergency and non-emergency services) may be rejected by the network based on local policies related to availability of emergency services in specific geographic areas."

Conclusion: As a specific ePDG selection, triggered by the detection by the UE of a user request for emergency session, is specified for emergency services, the UE is aware that emergency services are available when the selection of an emergency ePDG succeeds: indeed, it is assumed that the ePDGs IP addresses returned by the DNS from the Operator Identifier Emergency FQDN and the Visited Country Emergency FQDN are ePDGs that support emergency services. Hence, the issue described in the introduction does not exists in EPC. 
b)
5GC scenario

First, it can be noted that, in the 5G network, N3IWF is not seen as an ePDG, but as an Access Network. N3IWF has no specific capability related to emergency services: all these capabilities are handled by the AMF (emergency configuration, authentication, etc). The only reasons for not allowing emergency services under non-3GPP access (although the 5GS supports them) would be e.g. because they are not allowed by regulations, or because the operator is not obliged by regulations to provide them and does not want to deploy them under non-3GPP. 

Second, TS 23.501 clause 6.3.6 (N3IWF selection) does not say a word about N3IWF selection in case of emergency session requested by the user. This is confusing especially for the combined N3IWF/ePDG selection in clause 6.3.6.3 because, when looking at TS 23.402, ePDG selection for emergency sessions is different from the regular ePDG selection.
Even if the N3IWF does not have any specific capability related to emergency services (as stated above), there may be PLMNs that don't support emergency sessions. Hence, it is needed to introduce a specific clause for Emergency N3IWF selection. 
Specific case of PLMN allowed

When the PLMN is allowed, it is assumed that the UE has registered the network. Hence, it already knows whether the PLMN supports emergency sessions in non-3GPP or not (it is indicated in the Registration Accept under non-3GPP access). 
If the PLMN supports emergency sessions via non-3GPP access, the UE does not need to deregister when an emergency session is requested by the user. 
If the PLMN does not support emergency sessions via non-3GPP access, the UE needs to deregister and select a PLMN that supports emergency sessions via non-3GPP access. 

Proposal

It is proposed to introduce a new clause that describes Emergency N3IWF Selection in both cases of standalone N3IWF selection and combined N3IWF/ePDG selection. 
The solution is captured in a companion CR. 
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