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Abstract of the contribution: This paper concludes KI#3 and proposes to standardize Sol. 39 to handle the case of notication towards mutliples AFs.
1
Discussion
1.1
Overview

In TR23.724, Solution 39 and 50 address how to support notification for multiple AFs case.
The key idea of solution 50 is to enable notification for multiple AFs as follows:
· AF subscribes the "availability after DDN failure event" together with application ID to UDM through NEF. The UDM sends the subscription to (H-)SMF for existing PDU session or during PDU session establishment, then the (H-)SMF activates the application detection in the (H-)UPF for the application ID. Furthermore, the (H-)SMF subscribes "availability after DDN failure event" in AMF per UE.
· The (H-)SMF activates the "availability after DDN failure event" based on the application ID reported by UPF. When the UE become reachable, the AMF notifies the (H-)SMF which has subscribed the event. The (H-)SMF notifies the corresponding AF(s).
1.2
Evaluation and Conclusion

Generally notification for multiple Application Functions (AFs) case should be supported.
Comparison and Evaluation between solution 39 and 50 is as followed:
	Steps
	Solution 39
	Solution 50
	Comments 

	New Event Information
	Traffic Descriptor (e.g. IP-3 tuple, Application ID, non IP descriptor)
	Application ID
	Solution 50 only supports the Application ID as traffic descriptor. Solution 39 is more flexible.

	Event configuration
	AF(NEF;

NEF(UDM;

UDM((V-)SMF;
UDM(AMF
	AF(NEF;

NEF(UDM & NEF(UDR(PCF;

PCF((H-)SMF;
UDM(AMF; 

	For Solution 50, the NEF needs to be enhanced to generate two different events which are sent to the UDM and to the UDR separately.

	Event Traffic detection and Event activation
	UPF((V)SMF (DDN message)

(V)SMF(AMF (N11 message)

AMF activates the event based on the event index.
	UPF((H-)SMF (N4 reporting)
(H-)SMF(NEF
NEF subscribes the UE reachability and stores the SMF reporting if the UE is not reachable.

AMF activates all events based on any DDN failure.
	For Solution 50, 
1. Several exchanges are needed for the NEF to determine whether to store the SMF reporting or not; 
2. Large signalling overload for the AMF notification to the NEF even if there is no need for the NEF to report to the AF.
For Solution 39, the UPF and the SMF need to be enhanced for traffic notification.

	Notification
	AMF(NEF
	AMF(NEF
	For Solution 50, any DDN failure and UE becomes reachable will trigger the event reporting to NEF.  

	EPC interworking
	Only applied in 5GC
	NEF+SCEF(PCF;
PCF(PCEF;
	For Solution 50, in EPC network, for LBO case, the H-PCF is involved which is different to 5G (only V-PCF is involved). Different configuration procedure need to be defined. Requires impact on EPC.


Based on the above analysis, we propose to use Solution 39 as the basis for normative work.
2
Text Proposal

*** Start of changes ***
7.3
Key Issue 3: High latency communication

For key issue 3 - High latency communication, the following two categories of solutions are proposed:

-
Extended buffering of downlink data in the network (solution 11, solution 24 and solution 25)

-
Notification towards the AF(s) (solution 10, Solution 24, Solution 25 and solution 39)
For Extended buffering of Downlink data in the network:


Solution 10 proposes extended data buffering in UPF but use the term/concept of "UE availability after DDN failure" for communication between UPF/SMF/AMF.


Solution 11 proposes to handle the High latency communication by extended buffering of DL data in the SMF. The SMF determines whether DL data shall be buffered based on input from the AMF. The AMF indicates to the SMF that the UE is unreachable, a Maximum estimated wait time for the UE to become reachable and, optionally, a DL Buffering Suggested Packet Count. The buffered DL data can be sent from the UPF/NEF to the RAN, as soon as the UE becomes reachable. The solutions has no impacts on UPF or NEF. Buffering in SMF meets the Architectural Requirement of key issue 3: "Send DL data to UEs at the earliest possible opportunity when the UEs are applying power saving functions". For UEs that remain in idle mode for a long time the associated UPF may change while the associated SMF will not. Since this solution is based on buffering in the SMF, it is more appropriate for this case because it would not require forwarding any buffered data among UPFs in case of UPF change.


Solution 24 proposes to handle the High latency communication by extended buffering of downlink data in the UPF or SMF, and controlled by the AMF/SMF. The AMF asks the SMF to buffer downlink data, and provide buffering information to SMF. The SMF forward buffering information to UPF, and may decide the number of packets to buffer.

Solution 25 proposes to buffer the DL data in UPF (for data via N6) or in the NEF (for data via APIs) based on the decision of the SMF which determines whether Extended Buffering applies for the downlink packet or not. The AMF indicates to the SMF that the UE is unreachable, a Maximum estimated wait time for the UE to become reachable and optionally a DL Buffering Suggested Packet Count. The SMF indicates to the UPF/NEF to buffer DL data with Extended Buffering time. The buffered DL data can be sent from the UPF/NEF to RAN as soon as the UE becomes reachable. Contrary to Solution 11, since this solution is based on UPF buffering, it seems more appropriate for UEs in idle mode for short periods of time because the associated UPF will most likely not change.

For solutions for notification towards the AF(s),
Notification towards a single AF:
Solution 10 proposes two notification procedures for Mobile Terminated Communication, UE reachability notification and UE availability notification procedure after DDN failure and has the same principles of solution 24 and 25.
Solution 24 proposes the notification procedure from the AMF triggered by UE Reachability event or Availability after DDN failure event. The notification procedure for the UE in CM-CONNECTED with RRC_INACTIVE state is also proposed and this aspect is not in scope for event notifications towards the SCS/AS. The triggers to generate the events within the network depend upon solutions to other key issues and are not in scope for notification procedures aspect of this key issue. The proposed notification procedure is based on the same principles as the notification procedure for HLCOM in EPC. In addition, this solution proposes a procedure to notify internal 5GCN NFs of UE availability after MT CP signalling.

Solution 25 proposes two notification procedures towards the AF: one from the AMF for notification of UE reachability and Availability after DDN failure (with reference to solution 24), and a second one from the SMF for data delivery status report to enhance the "extended data buffering" method. For MT control plane signaling handling in this solution, solution 24 is referenced.
Notification of availability after DDN failure towards multiple AFs:
Solution 39 is based on Solution 25 and proposes the Availability after DDN failure notification procedure in case of multiple Application Functions (AFs). The AF provides the Traffic Descriptor information during the Event Configuration procedure, and the Traffic Descriptor information can be used by the network to determine the corresponding AF at notification. The Availability after DDN failure event is sent to the AMF by the UDM, and the Availability after DDN failure event including Traffic Descriptor information is sent to the SMF by the UDM. After receiving the DDN message for the AF service, the SMF sends the message to the AMF including the NEF Reference ID. Once the event has happened, the AMF notifies the corresponding AF(s).
Solution 50 proposes the Availability after DDN failure notification procedure in case of multiple Application Functions (AFs). The AF provides the application ID during the Event configuration procedure, and the Application ID is used by the network to determine the corresponding AF at notification. The “Application detection event” is sent to the SMF by the UDM, and the “Availability after DDN failure event” is sent to the AMF by the UDM. The SMF activates the "Application detection event" based on the application ID reported by the UPF. Once the event has happened, the SMF notifies the NEF the traffic sent by AF has been detected. Then the NEF subscribes the UE reachability event. The NEF notifies the corresponding AF(s) based on the SMF’s notification and AMF’s notification. 
The solutions above address the architectural requirements of key issue 3 to "Provide the AF (i.e. SCS/AS) with UE status information (e.g. reachability notification or the time when the UE is expected to be reachable)". The triggers to generate the events were not considered since they depend upon solutions to other key issues.

Based on the evaluation above, it can be seen that all solutions support UE reachability notification and Availability after DDN failure notification from AMF in CM-IDLE mode. Solution 25 also covers the delivery of an SMF based buffering status report for the extended buffering approach. Solution 24 covers in addition the handling of these notifications in RRC inactive state and CM-IDLE with suspend.

NOTE:
Due to the limited duration of eDRX cycles for RRC-INACTIVE, it is assumed that there is no need for interaction between RRC-INACTIVE and HLCOM.
*** End of changes ***
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