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######################### FIRST CHANGE ###########################

6.1.2.2.2
Distribution of the policies to UE

The UE access selection and PDU Session related policy control enables the PCF to provide UE access selection and PDU Session related policy information to the UE, i.e. UE policies, that includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or both using Npcf and Namf service operations.

The PCF may be triggered to provide the UE access selection and PDU Session related policy information just after the initial Registration procedure or when Subscribed S-NSSAIs changes or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF or at any time (e.g., triggered by policy logic or application detection), as defined in TS 23.502 [3].
NOTE 1:
The PCF can install a PCC Rule and activate start and stop of application detection in the SMF. The reporting of start and stop of an application can trigger the installation or update of a URSP rule in the UE to send the application traffic to the PDU session as defined in the URSP rule.
Operator defined policies in the PCF may depend on input data such UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.

The PCF ensures that UE access selection and PDU Session related policy information delivered to the AMF, is under a predefined size limit, known by the PCF. If this predefined limit is exceeded then PCF splits the UE access selection and PDU related policy information into different Policy Sections, each one identified by a Policy Section Identifier (i.e. PSI). Each Policy Section provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF. The PCF delivers to the UE transparently via the AMF.

A list of self-contained UE access selection and PDU session related policy information implies that:

-
when the PCF delivers URSP rules to the UE, the PCF provides the list of URSP rules in the order of precedence;
-
when the PCF delivers WLANSP rules, the list of WLANSP rules relevant for the UE are provided in the order of priority;
-
when the PCF delivers the non-3GPP access network selection information the list of non-3GPP access network selection information relevant for the UE are provided.

The PCF may divide the UE access selection and PDU Session related policy information into different Policy Sections, each one identified by a Policy Section Identifier (i.e. PSI). It is up to PCF decision how to divide the UE access selection and PDU Session related policy information into Policy Sections.

NOTE 2:
PSI list can be different per user. One PSI and its corresponding content can be the same for one or more users.

NOTE 3:
PCF may, for example, assign the URSP as one whole Policy Section, or it may subdivide the information in the URSP into multiple Policy Sections by assigning one or several URSP rules to each Policy Section.

The AMF forwards the UE access selection and PDU Session related policy information to the UE. The UE updates the stored UE access selection and PDU Session selection policies by the one provided by the PCF as follows:

-
If the UE has no Policy Sections with the same PSI, the UE stores the Policy Section;

-
If the UE has existing Policy Sections with the same PSI, the UE replaces the stored Policy Section with the received information;

-
The UE may remove the stored Policy Section if the received information content is empty.

NOTE 4:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.

At Initial Registration the UE provides the list of stored PSIs identifying the Policy Sections that are currently stored in the UE, if no policies are stored in the UE or the USIM is changed, the UE does not provide any PSI. The UE shall indicate that it does not support ANDSP to PCF if the UE does not support non-3GPP access. The PCF shall not send ANDSP to UE in this case. The UE may also provide the OSId at Initial Registration.
The UE may trigger an Initial registration with the list of stored PSIs to request a synchronization for example if the UE powers up without USIM being changed.

The (H-)PCF may use the PEI provided by the AMF and/or the OSId provided by the UE, to determine the operating system of the UE.
If the (H-)PCF is not able to determine the operating system of the UE, and if the (H-)PCF requires to deliver URSP rules that contain Application ID as Traffic Descriptors, then the Traffic Descriptors of such URSP rules include multiple instances of Application IDs each associated to supported UE operating systems by the network operator implementation.

If the (H-)PCF determines the operating system of the UE and if the (H-)PCF requires to deliver URSP rules that contain Application ID as Traffic Descriptors, then the Traffic Descriptors of such URSP rules include the Application ID associated with the operating system determined by the PCF. 
NOTE X: 
If the PCF does not take into account the received PEI and/or OSId then the PCF can send URSP rules containing application traffic descriptors associated to multiple operating systems.
When the (H-)PCF receives a list of PSIs from the AMF or from the V-PCF, it retrieves the list of PSIs and its content stored in the (H-)UDR for this SUPI. In the roaming scenario, the V-PCF retrieves the list of PSIs and its content stored in the V-UDR for the PLMN ID of this UE (alternatively, the V-PCF can have this information configured locally).

NOTE 5:
The PSI list and content stored/configured for a PLMN ID can be structured according to e.g. location areas (e.g. TAs, PRAs). The V-PCF can then provide PSIs and its content only if they correspond to the current UE location.

The (H-)PCF compares the two lists of PSIs, in addition the (H-)PCF checks whether the list of PSIs and its content needs to be updated according to operator policies. If two list of PSIs provided by the UE and the list of PSIs stored in the UDR are different or an update is necessary, the (H-)PCF provides an updated list of PSIs and corresponding contents to the AMF. If the (H-)PCF decides to split the UE policies to be sent to the UE, the PCF provides multiple policy sections separately to the AMF and then AMF uses UE configuration Update procedure for transparent UE policies delivery procedure to deliver the policies to the UE, this is defined in TS 23.502 [3] clause 4.2.4.3 and clause 4.16.

The (H-)PCF maintains the latest list of PSIs delivered to each UE as part of the information related to the Policy Association until the UE policy association termination request is received from the AMF. Then the (H-)PCF stores the latest list of PSIs and its contents in the (H-)UDR using the Nudr_UDM_Update including DataSet "Policy Data" and Data Subset "Policy Set Entry".

PLMN ID is provided to UE and used to indicate which PLMN a PSI list belongs to.

NOTE 6:
The UE doesn't provide to the PCF the list of pre-configured PSIs stored in the UE.

NOTE 7:
The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.

######################### 2nd CHANGE ###########################
6.2.1.2
Input for PCC decisions

The PCF shall accept input for PCC decision-making from the SMF, the AMF, the OCS if present, the UDR and if the AF is involved, from the AF, as well as the PCF may use its own predefined information. These different nodes should provide as much information as possible to the PCF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCF.

The AMF may provide the following information:

-
SUPI;

-
The PEI of the UE;

-
Location of the subscriber;

-
Service Area Restrictions;

-
RFSP Index;

-
RAT Type;

-
GPSI;

-
Access Type;

-
Serving PLMN identifier;
NOTE 1:
The Access Type and RAT Type parameters should allow extension to include new types of accesses.
The UE may provide the following information:

-
OSId;
-
List of PSIs;
-
indication of UE support for ANDSP;
The SMF may provide the following information:

-
SUPI;

-
The PEI of the UE;

-
IPv4 address of the UE;

-
IPv6 network prefix assigned to the UE;
-
Default 5QI and default ARP;

-
Request type (initial, modification, etc.);

-
Type of PDU Session (IPv4, IPv6, IPv4v6, Ethernet, Unstructured);

-
Access Type;

-
RAT Type;

-
GPSI;

-
Internal-Group Identifier
-
Location of the subscriber;

-
A DNN

-
A PLMN identifier;

-
Application identifier;

-
Allocated application instance identifier;

-
Detected service data flow descriptions;

-
UE support of reflective QoS (as defined in clause 5.7.5.1 of TS 23.501 [2]);

-
3GPP PS Data Off status.

The UDR may provide the information for a subscriber connecting to a specific DNN and S-NSSAI, as described in the sub clause 6.2.1.3.
The UDR may provide the following policy information related to an ASP:

-
The ASP identifier;

-
A transfer policy together with a reference ID, the volume of data to be transferred per UE, the expected amount of UEs and the network area information.
NOTE 2:
The information related with AF influence on traffic routing may be provided by UDR when the UDR serving the NEF is deployed and stores the application request.
The AF, if involved, may provide the following application session related information, e.g. based on SIP and SDP:

-
Subscriber Identifier;

-
IP address of the UE;

-
Media Type;

-
Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;

-
Bandwidth;

-
Sponsored data connectivity information;

-
Flow description, e.g. source and destination IP address and port numbers and the protocol;

-
AF application identifier;

-
AF-Service-Identifier, or alternatively, DNN and possibly S-NSSAI

-
AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;

-
AF Application Event Identifier;

-
AF Record Information;

-
Flow status (for gating decision);

-
Priority indicator, which may be used by the PCF to guarantee service for an application session of a higher relative priority;

NOTE 3:
The AF Priority information represents session/application priority and is separate from the MPS 5GS Priority indicator.

-
Emergency indicator;

-
Application service provider.

-
DNAI

-
Information about the N6 traffic routing requirements

-
GPSI

-
Internal-Group Identifier

-
Temporal validity condition

-
Spatial validity condition

-
AF subscription for early and/or late notifications about UP management events

-
AF transaction identifier;
The OCS, if involved, may provide the following information for a subscriber:

-
Policy counter status for each relevant policy counter.

The NWDAF, if involved, may provide the following slice specific network status analytic information:

-
Identifier of network slice instance.

-
Load level information of network slice instance.
In addition, the predefined information in the PCF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the QoS Flow attributes.

The 5QIs (see clause 5.7.4 of TS 23.501 [2]) in the PCC rule is derived by the PCF from AF or UDR interaction if available. The input can be SDP information or other available application information, in line with operator policy.

The Allocation and Retention Priority in the PCC Rule is derived by the PCF from AF or UDR interaction if available, in line with operator policy.
######################### END OF CHANGES ###########################
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