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1. Discussion
For this key issue on how the UE radio capabilities are managed there are several decision making points based on the solutions documented in the TR so far: 
· Solution 2

· Solution 5

· Solution 6

· Solution 7

But also other topics brought up in unhandled documents

1) Is the UE Capability ID signalled in NAS or RRC? 
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Figure 1: Signalling UE Capability ID in RRC
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Figure 2: Signalling UE Capability ID in NAS
Tdoc from Intel, Mediatek [1] submitted but not handled in SA2#129 claimed: 

“Another point worth noting is that in case of RAN caching, in the majority of cases the RAN will be able to determine the UE radio capability as soon as it receives the RRC message carrying the UE-capability-ID, whereas in approaches without RAN caching the UE radio capability becomes available in RAN only upon the establishment of UE context in RAN. While the time difference between the two may not be extraordinary, it may still be sufficient to enable the RAN node to configure measurements in the UE even before the UE context is installed in the RAN node.”
We though need to look at which RRC message the UE Capability ID can be provided in order to evaluate whether the above claim is correct. Taking into account that the UE Capability ID is expected to be at least 2-3 bytes and taking into account the strict restrictions that apply to the size of RRC message 3, it is probably unrealistic to assume that UE Capability ID can be provided in RRC message 3. Actually in RAN2#103bis email discussion [2] the majority of companies also assume that RRC is used the UE Capability ID should be contained in RRC message 5. This though makes it more or less useless for any early RAN configuration which happens in RRC message 4. Furthermore there is no other RRC message from RAN to UE before the N2 Request for UE context establishment that will anyway transport the radio capabilities of the UE Capability ID.
In addition given that as of writing this paper there is no identified solution between SA2, RAN2 and SA3 to protect the signalling of UE Capability ID in RRC it means that UE Capability ID has to be sent in the clear. This further means that security and privacy concerns may be raised similar to those raised for S-NSSAI. 
Last but not least we need to consider the over the air overhead introduced. At the moment the UE radio capabilities are signalled from CN to RAN as part of UE context establishment. With the NAS based approach we identify the need to signal the UE Capability ID in Initial Registration NAS message, since for periodic and mobility Registration from IDLE mode there is no need for UE context creation and for Service Request or Registration with “active flag” the AMF already has the stored UE Capability ID in the UE context. On the other hand with the RRC based approach if the optmisations in RAN can be based on the early knowledge of UE radio capabilities it means that UE Capability ID will have to be contained in all RRC message 5, otherwise the optimisations cannot apply. This increases the OTA overhead (potentially it may be even worse than rel.15 assuming the rare signalling of OTA full radio capabilities). 
Based on these considerations we propose: 
Proposal 1: UE Capability ID is mandatory to be signalled in NAS (Initial Registration and when the UE triggers change of UE Capability ID)
Proposal 2: In addition signalling of UE Capability ID in RRC if RAN2 sees extra benefit, needs to be evaluated by SA3

2) Are the new mechanisms applicable to 5GS only or 5GS and EPS? 
This key issue is also expected to cover whether the solutions are applicable to 5GS only or 5GS and EPS. In SA2#129 we received LS [3] that stated: “In order to focus the work, RAN2 study that addresses UE capability ID based solutions should first consider solutions applicable for 5GS, if CN is involved (and can later consider whether they might be applicable for EPS)”. 
At the moment there is no solution in TR 23.743 that applies to EPS, there was though a solution proposed in SA2#129 [4] that was implying that the optimised signalling mechanisms can apply also in EPS (MME). 

It is proposed to conclude TR 23.743 with similar assumption as RAN2. Basically conclude the SA2 study based on 5GS-based solutions for signalling UE Capability ID but similar mechanisms can apply to EPS if there is interest in normative phase of the work. 
Proposal 3: Conclude the SA2 study based on 5GS-based solutions for signalling UE Capability ID but similar mechanisms can apply to EPS if there is interest in normative phase of the work. 
3) How to handle backwards compatibility e.g. handover from supporting to non-supporting node?
There are the following possible combinations where incompatibilities between different nodes may occur: 

1) AMF supports the feature but RAN nodes do not

For this scenario the following interactions are defined in S2-18xxyy2 [5] for key issue 2 and solve the issue. For convenience the following proposals are made: 
· whether the AMF needs to send the full set of UE radio capabilities or only the UE Capability ID to the specific NG-RAN node when UE context is being setup is negotiated between the NG-RAN node and AMF during N2 setup or is based on pre-configuration e.g. AMF knows the support of NG-RAN nodes per TA-list. 
· […]
· whether a more dynamic negotiation between the NG-RAN node and AMF on whether AMF needs to send the full set of UEs radio capabilities or only the UE Capability ID is needed e.g. at every IDLE to CONNECTED transition N2 setup can be discussed further in RAN3.
2) RAN node supports the feature but AMF does not
For this scenario is proposed that rel.15 procedures are followed i.e. AMF triggers retrieval of the full set of radio capabilities from the UE and provides the full set of radio capabilities to RAN

3) Source RAN node supports the feature but target RAN node does not support it (Xn handover)

For this scenario the following interactions are defined in S2-18xxyy2 [5] for key issue 2 and solve the issue. For convenience the following proposals are made: 

· […]
· whether source NG-RAN node needs to send the full set of UE radio capabilities or only the UE Capability ID to a specific NG-RAN node during Xn handover is negotiated between the NG-RAN nodes during Xn Setup or is based on preconfiguration
4) Source RAN node supports the feature but target RAN node does not support it (N2 handover)

For this scenario the following was proposed in [4]:

In the S1/N2 handover procedures, Updated RAN nodes only send the e.g. “Capability Pointer”. 

- If the Updated target MME/AMF knows (from step 2) that the target RAN node is not updated, then the MME/AMF adds the “fall back” UE Radio Access capability.

- if the target MME/AMF and target RAN node are both not updated (and the MME does not support R15 CR 3423r5 to TS 23.401), then the target RAN node can obtain the UE Radio Access Capability from the UE (as in the case of rSRVCC from GERAN to E-UTRAN).

And is proposed to be adopted with the caveat that we omit references to EPS as per proposal 3 above.
5) Source AMF supports the feature but target AMF does support it (idle mode mobility) 
Since in rel.15 there is support for inter-AMF transfer or radio capabilities if the target AMF does not support receiving only the UE Capability ID somehow the source AMF needs to be informed in order to signal the full radio capabilities in Namf_Communication_UEContextTransfer service operation. There are various ways to do that: 1) configuration at source AMF, 2) capability exchange. If none is possible then simply the target AMF does not receive the UEs radio capabilities and provides an “empty” container to RAN at first time the UE context is created in RAN. This will then trigger retrieval of UEs radio capabilities. 

In summary the following is proposed on top of what is documented for key issue 2 in S2-18xxyy2 [5]: 
Proposal 4: In the N2 handover procedures, Updated RAN nodes only send the UE Capability ID:  

· if the Updated target AMF knows that the target RAN node is not updated from N2 setup or through configuration, then the AMF adds the “fall back” UE Radio Access capability.

· if the target AMF and target RAN node are both not updated, then the target RAN node can obtain the UE Radio Access Capability from the UE.

Proposal 5: if the target AMF does not support receiving only the UE Capability ID the source AMF needs to be informed in order to signal the full radio capabilities in Namf_Communication_UEContextTransfer service operation. There are various ways to do that: 1) configuration at source AMF, 2) capability exchange. If none is possible then simply the target AMF does not receive the UEs radio capabilities and provides an “empty” container to RAN at first time the UE context is created in RAN. This will then trigger retrieval of UEs radio capabilities.
2. Conclusion
It is proposed to conclude on the following principles for key issue #3. 
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7
Evaluation
Editor's note:
This clause will provide a general evaluation of the solutions.
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8
Interim Conclusions

Editor's note:
This clause will capture conclusions from the study.
For key issue #3, the following principles are agreed: 
-
RACS procedures will apply to 5GS. If there is interest similar procedures may apply to EPS but will be decided based on the objectives of the related work item in normative phase;
-
From SA2 point of view, for UEs that support the RACS feature, for UEs that are already assigned with an applicable UE Capability ID, it is mandatory to signal the UE Capability ID in Initial Registration; 
NOTE: Whether UE indicates the UE capability ID via NAS or via RRC connection establishement+N2 signalling will be determined in coordination with RAN2 and SA3. 

-
For backwards compatibility between nodes that support the feature and nodes that do not support the feature,  if a peer node is not supporting RACS, the source node attempts to send to the peer node the UE capabilities that map to the UE capability ID.
>>>End of Changes<<<
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