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Abstract of the contribution: This contribution proposes an update for the MPTCP procedures and related conclusions regarding IP addressing.
1.	Discussion
#1. MPTCP proxy: an operator may support addressable MPTCP proxy. There may be more than one addressable proxies, each with a separate IP address. These addresses don’t necessarily correspond to the access type (3GPP or non-3GPP). They are simply IP addresses that the proxies can be reached at. The UE needs to be configured with the proxy addresses, ports and types as defined in clause 6.5.3, so it can send all or selected MPTCP traffic to this proxy.
#2. In Solution 5, the UE could also setup two independent PDU sessions for MPTCP procedures as defined in clause 6.2.2.1. In this case, the UE receives the addresses of the MPTCP proxy during the "linked" PDU session establishment. Related Editor’s Note is replaced with a NOTE.
2.	Proposal
It is proposed to modify TR 23.793 as follows:

***** First Change *****
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***** Next Change *****
[bookmark: _Toc524148014]6.5	Solution 5: Multipath TCP (MPTCP) proxy architecture
[bookmark: _Toc524148015]6.5.1	General
This solution addresses Key Issues #1 and #4.
Multipath TCP (MPTCP) defined in [8] is a set of extensions to regular TCP to provide a Multipath TCP service, which enables a transport connection to operate across multiple paths simultaneously.
MPTCP defines how to setup multiple paths ("subflows"), manage these subflows, reassemble of data and terminate sessions.
The simultaneous use of multiple disjoint (or partially disjoint) paths across the network increases the resilience of the connectivity by providing multiple paths, protects UEs from the failure of one path, and it also increases the efficiency of the resource usage, and thus increases the network capacity available to UEs.
[bookmark: _Toc524148016]6.5.2	MPTCP proxy
When communicating with traditional TCP servers, MPTCP capable devices have to fall back to traditional TCP and cannot fully utilize their MPTCP capability. In order to support the use of MPTCP session between an MPTCP host and a TCP host, or to help to aggregate MPTCP subflows, an MPTCP proxy needs to be introduced.
[image: ]
Figure 6.5.2-1: Illustration of an MPTCP proxy
The MPTCP proxy makes it possible to achieve the benefits of MPTCP for access aggregation and route selection without requiring MPTCP support in all TCP servers.
[bookmark: _Toc524148017]6.5.3	Addition of MPTCP proxy to 5GC
In order to introduce the MPTCP proxy to 5GC and allow 3GPP UEs to make use of the MPTCP capability, the UPF shall incorporate the MPTCP proxy functionality for the PDU session.
[image: ]
Figure 6.5.3-1: Addition of MPTCP proxy to 5GC
An operator may support one or more MPTCP proxies that are reachable from the access side via separate IP addresses.  Each of these proxy IP addresses does not necessarily correspond to a specific access type (3GPP or non-3GPP), but it will need to be associated with one of the proxy protocol types below. If multiple proxy protocol types are supported on an IP address, they will need to be indicated to the UE using separate proxy entries. Each proxy entry corresponds to the IP address of the proxy, the port that the service is running on, and the protocol type. The UE needs to be configured with one or more of these entries in order for it to send all or selected MPTCP traffic to the proxy.  These entries act as the authoritative source of information for the MPTCP proxy server IP addresses.
The MPTCP proxy shall implement at least one of the following proxy protocol types to communicate with the UE:
Type 1.	SOCKS v4 or v5 Proxy, RFC 1928 [9];
-	Advantages: Well-known, well-supported.
-	Disadvantages: Additional connection-setup latency, protocol chattiness.
Type 2.	Transport converter,  draft-ietf-tcpm-converters-04 TS 38.215 [101];
-	Advantages: Well supported (adopted by the IETF TCPM (TCP Maintenance) Working Group), designed specifically for the MPTCP use case, provides 0-RTT protocol conversion service, no overhead, can support other TCP conversion services such as TCPinc.
[bookmark: _GoBack]-	Disadvantages: 0-RTT connections between UE and proxy rely on TCP Fast Open [aa] which needs to be supported by the UE and proxy, and the TFO option (if present) must not be stripped away by any nodes in between the UE and proxy; IETF standardization process is ongoing (milestone Dec 2018).
[bookmark: _Toc524148018]6.5.4	MPTCP MA-PDU session establishment procedure for MPTCP traffic
This solution supports the Multi-Access PDU session establishment defined in clause 6.2. Each of the PDU sessions may have its own set of UPFs, but both child PDU sessions share a common PDU session anchor (PSA).
This procedure is based on the procedure defined in clause 6.2.2.2 with the following exceptions:
1.	The UE requests the network to select an MPTCP proxy on the user plane;
2.	The MPTCP proxy address information is transported back to the UE; this includes the proxy entries;
3.	The child PDU sessions do not share a common IP address and/or IPv6 prefix, but they are allocated separate IP addresses and/or IPv6 prefixes.


Figure 6.5.4-1: UE-requested MPTCP PDU Session Establishment for non-roaming and roaming with local breakout
Editor's note:	It is FFS whether instead of the above PDU session setup procedure the UE could setup two independent PDU sessions for MPTCP procedures as defined in clause 6.2.2.1. In this case it is also FFS how the UE receives the address of the MPTCP proxy.
1.	The UE initiates the "UE Requested PDU Session Establishment" procedure as specified in TS 23.502 [6] clause 4.3.2.2.1 on 3GPP access with an additional preference to establish an MPTCP MA-PDU Session. The UE can also first initiate the PDU Session Establishment procedure on untrusted non-3GPP acces s.
NOTE:	The UE could also setup two independent PDU sessions for MPTCP procedures as defined in clause 6.2.2.1. In this case, the UE receives the address of the MPTCP proxy during the "linked" PDU session establishment.
2.	If the network supports MPTCP procedures, the AMF selects an SMF that supports MPTCP procedures.
3.	The AMF sends an Nsmf_PDUSession_CreateSMContext Request to SMF.
4.	The SMF registers with the UDM.
5.	The SMF sends an Nsmf_PDUSession_CreateSMContext Response to AMF.
6.	Optional Secondary authorization/authentication.
7a.	If dynamic PCC is deployed, the SMF performs PCF selection.
7b.	The SMF may perform a Session Management Policy Establishment.
8.	The SMF selects an UPF that incorporates an MPTCP proxy functionality.
9.	SMF may perform a Session Management Policy Modification procedure.
10-17.	The user plane of the PDU session over 3GPP access is established and the UE creates the first MPTCP subflow over the 3GPP access, or over the non-3GPP access once the PDU Session is established over the untrusted non-3GPP access.
-	In step 11, the SMF indicates to AMF the MPTCP proxy addressentries , i.e. IP addresses, ports and proxy protocol types (SOCKSv4/v5 , v5 or Transport converter).
-	In step 13, if the network supports MPTCP procedures, the UE receives a PDU Session Establishment Accept message containing  the MPTCP proxy address (if the network supports MPTCP procedures) along with the list protocols the MPTCP proxy supportsentries, thus, the UE determines that anthe MPTCP PDU session over 3GPP access is established and in case an MPTCP proxy is allocated, it selects one protocol to contact the MPTCP proxy from the proxy protocol options types associated with the proxy IP addresses provided by the network.
19-27.	The user-plane of the PDU session over untrusted non-3GPP access is established and the UE creates an additional MPTCP subflow over the untrusted non-3GPP access.
NOTE:	The steps 10-17 and 19-27 can be executed in parallel.
[bookmark: _Toc524148019]6.5.5	ATSSS rules for MPTCP PDU Session
In Rel‑15, the UE is responsible for establishing new PDU session(s) based on URSP rules provided by the network (PCF) and/or preconfigured in the UE as described in TS 23.503 [7] clause 6.6.2. As such, URSP rules provide SDF level steering capability for UE to establish new PDU session(s) over the preferred access network based on traffic descriptor and rule precedence.
The steering decision is performed by taking into account the congestion and delay information of the individual TCP subflows of the MPTCP connection. The UE may also take into account Access Measurement Reports, as defined in clause 6.1.5.3 or 6.6.3.2, to complement the steering and path-management decisions.
The ATSSS rules defined by this solution are extension of the URSP rules described in TS 23.503 [7] clause 6.6.2. The following new fields are created:
-	The MPTCP PDU Session field in the Route Selection Descriptor specifies whether the type of the PDU session is an MPTCP PDU session to be established for the matching application;
-	In case of an MPTCP PDU session:
-	The Allowed MPTCP Service Type(s) field specifies the MPTCP Service Type(s) that are allowed for the MPTCP PDU session:
-	Handover MPTCP Service Type: An MPTCP service that provides seamless handover between non-3GPP and 3GPP access in order to preserve the connection. If the rule specifies Handover MPTCP Service Type, Interactive and Aggregate Service Types shall not be present;
-	Interactive MPTCP Service Type: A service whereby Multipath TCP attempts to use the lowest-latency interface. If the rule specifies Interactive MPTCP Service Type, Handover MPTCP Service Type may be present but Aggregate Service Type shall not be present; or
-	Aggregate MPTCP Service Type: An MPTCP service that aggregates the capacities of the access networks in an attempt to increase throughput and minimize latency. If the rule specifies Aggregate MPTCP Service Type, Handover and Interactive MPTCP Service Types may be present as well;
-	If present, in case of WLAN access, the Limited  SSID(s) for MPTCP PDU Session field specifies a list of SSID(s) that are allowed on the WLAN access for the MPTCP PDU Session.
The PCF may select the ATSSS rules applicable for each UE based on local configuration and operator policies taking into consideration e.g. UE location or time of the day.
The PCF may provide the ATSSS rules at the initial Registration procedure, or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF, or at any time, as defined in TS 23.502 [6]. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc.

Table 6.5.5-1: UE Route Selection Policy (from TS 23.503 [7] table 6.6.2.1-1)
	Information name
	Description
	Category
	PCF permitted to modify in a URSP
	Scope

	URSP rules
	1 or more URSP rules as specified in table 6.6.2.1-2
	Mandatory
	Yes
	UE context



Table 6.5.5-2: UE Route Selection Policy Rule (from TS 23.503 [7] table 6.6.2.1-2)
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the traffic descriptors for the policy
	
	
	

	Application identifiers
	Application identifier(s) 
	Optional
	
	

	IP descriptors
	IP 3 tuple(s) (destination IP address or IPv6 network prefix, destination port number, protocol ID of the protocol above IP)
	Optional
	Yes
	UE context

	Non-IP descriptors
	Descriptor(s) for non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is the DNN information provided by the application
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3
	Mandatory
	
	

	NOTE 1:	Rules in a URSP shall have different precedence values.



Table 6.5.5-3: : Route Selection Descriptor (from TS 23.503 [7] table 6.6.2.1-3)
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Route Selection Descriptor Precedence 
	Determines the order in which the Route Selection Descriptors are to be applied. 
	Mandatory
(NOTE 1)
	Yes
	UE context

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 2)
	
	

	SSC Mode Selection
	One single value of SSC mode.
	Optional
	Yes
	UE context

	Network Slice Selection
	Either a single value or a list of values of S-NSSAI(s).
	Optional
	Yes
	UE context

	DNN Selection
	Either a single value or a list of values of DNN(s).
	Optional
	Yes
	UE context

	PDU Session Type Selection
	One single value PDU Session Type
	Optional
	Yes
	UE context

	Non-seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional
(NOTE 3)
	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	MPTCP PDU Session 
	Indicates whether the type of the PDU session is MPTCP PDU session type or not.
	Mandatory
(NOTE 4)
	No
	UE context

	Allowed MPTCP Service Type(s)
	Either a single value or a list of values of Allowed MPTCP Service Type(s). Possible values: Handover, Interactive, Aggregation.
	Optional
(NOTE 5)
	Yes
	UE context

	Limited SSID(s) for MPTCP PDU Session
	If present, in case of WLAN access, it indicates a list of SSID(s) that are allowed for the MPTCP PDU Session Type.
	Optional
(NOTE 5)
	Yes
	UE context

	NOTE 1:	Every Route Selection Descriptor in the list shall have a different precedence value.
NOTE 2:	At least one of the route selection component shall be present.
NOTE 3:	If this indication is present in a Route Selection Descriptor, no other components shall be included in the Route Selection Descriptor.
NOTE 4:	For the MPTCP PDU Session, the Non-seamless Offload indication and the Access Type preference components shall not be included in the Route Selection Descriptor.
NOTE 5:	This component shall only be present for the MPTCP PDU Session.



***** End of Changes *****
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