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1. Discussion
There is a conclusion pending for Solution 18 regarding on how the UE identifies how to send a non-IP V2X message over Uu. The options are that the UE can send a non-IP V2X message via Uu over a PDU type IP or over PDU type Unstructured. If the non-IP message is send via PDU type IP then the V2X layer must encapsulate the non-IP V2X message in a UDP/IP or TCP/IP packet before sending the message over the IP connection.
There are two options on how the UE identifies how the non-IP V2X message is sent:

1.
Option 1 via V2X configuration: V2X CF include in the V2X configuration a mapping of Application ID (e.g. PSID) to PDU type (IP or Unstructured) 

2.
Option 2 via URSP rules: URSP rule includes the Application ID (e.g. PSID) of the V2X application in the Traffic Descriptor. The Route Selection Descriptor includes the PDU type plus S-NSSAI, SSC mode, DNN.
Before evaluating the two options it is important to understand the current behaviour of the UE with URSP rules which is schematically shown below for reference:
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Figure 1: Current usage of URSP rules

The application interacts with the OS layer to request a connection. The application includes its application id or a connection capability. The OS layer then sends a request to the NAS layer to establish a network connection for that application. The OS layer includes a Traffic Descriptor which can be an Application ID or an IP 3 tuple or a connection capability. The NAS layer checks with the URSP rules to find the PDU session required to support the application. When a matching URSP rule is found the NAS layer request for a PDU session according to the Route Selection Descriptor of the matching URSP rule. Once the PDU session is established the NAS layer inform the OS layer that the connection is available. The application sends a packet to the OS layer and the OS layer sends the packet to the appropriate network interface (e.g. if PDU type is IP the OS layer sends the packet to the IP layer).
The fundamental difference between a normal application and a V2X application is that in the V2X case the V2X application sends a packet to the V2X layer (instead of an OS layer). However, this does not have any impacts on the way that a UE uses URSP rules for V2X application. 
The UE obtains its PDU configuration from the V2X configuration as illustrated schematically below:
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Figure 2: PDU type configuration via V2X configuration

If a UE obtains the non-IP configuration via V2X configuration, then a V2X UE requires:
1.
PDU type configuration included within the V2X configuration rules

2.
PDU session configuration (i.e. S-NSSAI, SSC mode, DNN) configured at the UE as local configuration
3.
A match-all rule URSP rule to avoid clash with the S-NSSAI configuration in the local configuration 

It is clear that in such a case a network operator needs to configure the UE with 1) V2X configuration, 2) local configuration and 3) URSP rules. Such configuration is required especially in the case where a network operator deploy multiple slices. 
Observation 1: A network operator need to configure a V2X UE with 1) V2X configuration, 2) local configuration and 3) URSP rules when non-IP configuration is supported by V2X configuration
The UE obtains its PDU configuration from URSP rules as illustrated schematically below:
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Figure 3: PDU type configuration via URSP rules

If a UE obtains the non-IP configuration via URSP rules, then a V2X UE only requires URSP rules that include non-IP configuration for each PSID supported. An example of a URSP rule is as follows:

-
Traffic descriptor

-
App-ID = PSID-1

-
Route Selection descriptor

-
DNN selector = DNN-1

-
PDU type = Unstructured
-
Traffic descriptor

-
App-ID = PSID-2
-
Route Selection descriptor

-
DNN selector = DNN-2
-
PDU type = IP

Observation 2: A network operator need to configure a V2X UE only with URSP rules when non-IP configuration is supported by URSP rules.

It is proposed to conclude configuring the UE via URSP rules as such option allows a much simpler implementation and less configuration requirements to the operator.
2. Proposal

The following solution is proposed to be added on TR 23.786 v0.9.0
* * * First Change * * * 

6.18
Solution #18: Non-IP based V2X message transmission and reception over Uu reference point in 5GS

6.18.1
Functional Description

This solution corresponds to the Key Issue #10 "eV2X message transmission and reception", in particular related to how for a UE to transmit and receive non-IP based V2X message over Uu reference point in 5GS. That is, the proposed solution focuses only on non-IP based V2X message transmission and reception over Uu reference point in 5GS while other aspects regarding Key Issue #10 is out of scope of the solution.
(1) IP encapsulation

According to clause 4.4.3.2 of TS 23.285 [5], the UE uses IP type PDN connection to transmit and receive non-IP based V2X messages over LTE-Uu reference point in EPS which means the UE encapsulates non-IP based V2X message into IP packet before sending the V2X message to a V2X Application Server.

Therefore, in 5GS, same mechanism can be considered to transmit and receive non-IP based V2X message over Uu reference point specified in TS 23.285 [5] in 5GS which means IP type PDU Session is used to transmit and receive non-IP based V2X message over Uu reference point.
Editor's note:
It is FFS whether same principle regarding UDP encapsulation as specified in TS 23.285 [5] needs to be applied.

(2) Unstructured PDU Session type
In 5GS, Unstructured PDU Session type has been specified (see TS 23.501 [7] and TS 23.502 [9]). Unstructured PDU Session type can be considered to transmit and receive non-IP based V2X message over Uu reference point. Regarding interworking with EPS, Unstructured PDU Session type is transferred to EPC as non-IP PDN type when non-IP PDN type is supported by UE and network. 

NOTE:
Unstructured PDU Session type supports a maximum of one 5G QoS Flow per PDU Session and does not support SSC mode 3.
The UE determines which method between (1) and (2) is used for non-IP based V2X messages based on URSP rules 
URSP rule for configuring a non-IP V2X message include the following:

-
Traffic Descriptor includes the V2X Application ID (e.g. PSID)

-
Route Selection Descriptor must include PDU session Type (IP or Unstructured) and optionally include DNN, S-SSAI and SSC mode

6.18.2
Impact on existing entities and interfaces
UE:

-
For "(1) IP encapsulation", no additional impact compared to impact on non-IP based V2X message transmission/reception over Uu reference point defined in TS 23.285 [5].

-
For "(2) Unstructured PDU Session type", no additional impact compared to impact on non-IP based V2X message transmission/reception over Uu reference point defined in TS 23.501 [7] and TS 23.502 [9].

-
UE determines which method between (1) and (2) is used for non-IP based V2X messages based on URSP rules
5GC:
-
No impact.

NG-RAN:

-
No impact.
6.18.3
Topics for further study

Editor's note:
Topics for FFS will be collected for this particular functionality.
6.18.4
Conclusions

Editor's note:
Conclusions will be collected for this particular functionality.
It is concluded that the method to determine whether a non-IP V2X message is sent over Uu via a PDU session type of IP or Unstructred based on URSP rules.
* * * End of Changes * * * 
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