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Abstract of the contribution: Update to Solution#23: Path-based UE to UE packet forwarding for 5GLAN Group Communication to address Editor’s note: “It is FFS how pathID are updated when the PSA changes, e.g., due to mobility procedures”.
1	Introduction
Key issue #5 mentions the question: “How to keep the service continuity for 5GLAN communication due to UE mobility within the same PLMN.” This document proposes a solution that can support session continuity for 5GLAN type services. The solution considers both L2 and L3 PDU Types transported over 5GLAN type network and it assumes that a range of L2 and L3support technologies may need to be in place across UPFs.
Session continuity support procedures are provided for both path-based and non-path-based solutions (which may apply to other solutions described in this TR).
Proposal

* * * * First Change * * * *

6.23	Solution #23: Path-based UE to UE packet Packet forwarding Forwarding and Mobility Considerations for 5GLAN Group Communication

* * * * Start of 2nd Change * * * * 

[bookmark: _Toc528790891]6.23.2.2	PDU Session Establishment procedure
[bookmark: _Toc528790892]6.23.2.2.1	5GLAN Service-triggered PDU Session Establishment


Figure 6.23.2.2-2: 5GLAN Service-triggered PDU Session Establishment Procedure
[bookmark: _GoBack]0.	The Application that requires 5GLAN type services triggers the establishment of a PDU Session to. The application is configured to know the FQDN of 5GLAN group members that want to connect to (e.g., foo1.com, foo2.com and so on). It is assumed the FQDN of members the UE contacts are configured in the UE.
1.	The UE requests the establishment of a PDU Session and it provides the Private DNN (e.g., the one provided during the Registration Procedure and the member IDs it wishes to connect to.
1a.	The AMF passes the SM Container and it provides the 5GLAN GMF address(s).
2.	The SMF registers in the relevant 5GLAN GMF, the PDU Session to be established and it relays the 5GLAN member IDs the UE wants to connect to.
3.	The 5GLAN GMF provides the MAC address of 5GLAN member IDs the UE is allowed to connect to.
4.	The SMF request from the PMF relevant paths between the 5GLAN members IDs selected in step 3 and the requesting UE.
5.	The PMF provides the pathID to each member ID in the form of a bitfield. The UPF will use this bitfield later to route packets towards the 5GLAN members associated to the member IDs selected in step 3. The pathID information provided by the PMF enables the support of multicast between two or more UEs, distributed across one or more UPFs, AS described in clause 6.23.2.3.
6.	The SMF provides, in the PDU Session Establishment accept message the MAC addresses of the group members selected in step 3 and pathIDs from the UE to each selected member ID.
Editor's note:	It is FFS how the PDU procedure depicted in clause 6.23.2.2.1 is executed when PSA are controlled by more than one SMF.
Editor's note:	It is FFS how pathID are updated when the PSA changes, e.g., due to mobility procedures.
Editor's note:	The details of such how the pathID is used to provide multicast capabilities if For Further Study.




* * * * Start of 3rd Change * * * * 

[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc519346059][bookmark: _Toc519346112]6.23.2.3	Session and Service Continuity supporting 5GLAN communications
This section further addresses aspects of key issue #5. In particular, this section describes, how to keep the service continuity for 5GLAN communication due to UE mobility within the same PLMN. The solution supports all Session and Service Continuity modes.
6.23.2.3..1	General Description
6.23.2.3.1.1	Basic System Architecture
The choice of a mobility solution is dependent on particular 5GLAN system architecture. Fig. 6.23.2.31.1-1provides a working framework depicting the 5GLAN system architecture used in this solution to help define mobility procedure to achieve Session and Service Continuity. This high-level framework can map to path-based as described in solution #23, as well as other non-path-based solutions (e.g. solution #15, #26).
A UE connection to a 5GLAN is managed by the SMF and it is characterized as a concatenation of the UE’s PDU Session(s) and the PSA providing connectivity to the 5GLAN group. Furthermore, the interconnection between PSAs from UEs connected to the 5GLAN groups is a characterized in this proposal as a 5GLAN communication system that may be implemented as a Layer 2 or Layer 3 VPN.



Fig. 6.23.2.3.1.1-1: Basic System Architecture supporting 5GLAN communication and Mobility

The 5GLAN Connectivity Service (5GCoS) is responsible for detecting mobility events after the UE has established connectivity to the 5GLAN service (e.g., PDU Sessions that failed to be setup or PSA anchor relocation) that might have impact on the connectivity of PDU Sessions associated to a 5GLAN group when any of the UEs in the 5GLAN group change Access attachment points, e.g., as a result of a PSA reallocation procedure. 
The 5GCoS is triggered upon detection of an event that causes either the reallocation of the existing PSA (e.g., for SSC mode 2) or the establishment of a new PDU Session toward a new PSA while a PDU Session is still established on the existing PSA (e.g., SSC mode 3).
The 5GCoS constitutes a service distributed across Network Functions that includes SMF(s) controlling UEs that are connected within a particular 5GLAN group, applicable PMF(s), the 5GLAN GMF and PSAs linking PDU Sessions from UEs members of the 5GLAN group. Further details on how 5GCoS is used during a 5GLAN connectivity update procedure are described in section 6.23.2.3.2.1 and 6.23.23.2.2 for path-based and non-path-based alternatives 
6.23.2.3.1.2		End to End Architecture Considerations
As described in 6.23.2.3.1.1, the core Control plane functions of the proposed 5GLAN Communication and Mobility Support Service may include SMFs and the relevant PSA interconnecting the UE’s PDU Sessions. In addition, PMFs and 5GLAN GMFs are required to enable member registration to a particular 5GLAN group and the establishment of bindings between PDU Session IDs, members IDs, Service IDs (e.g., MAC or IP address) and the endpoint addresses of the PSA anchors that links them (e.g., a pathID) as described in 6.23.2.2.
Although aspects of potential deployment, such as traffic engineering are out of the scope of this specification and therefore not described in this proposal, it is nevertheless worth consider that the internals of the 5GLAN Communication Service (e.g., the backbone network) may be implemented using a range of technologies that although developed by other SDOs (e.g., IETF), they are highly relevant to the deployment of the 5GLAN Communication Service; i.e., Ethernet VPN (EVPN, defined in RFC7432 and further developed in IETF).
6.23.2.3.2		Mobility considerations for 5GLAN Type Services
This section addresses handling of 5GLAN connectivity due to PSA reallocation. The proposed solution addresses both the case when the UE requests the establishment of a PDU Session due to a PSA reallocation due to current PSA release (e.g., SSC mode 2) or due to a request to establish an additional PSA on top of the current PSA used to provide access to 5GLAN type services, e.g., to enable SSC mode 3.
To address the PSA reallocation scenario, we propose two alternatives: Mobility support for path-based 5GLAN solutions such as described in solution #23 is described in section 6.23.2.3.2.1. Mobility support covering other solutions, such as those described in clauses 6.15 and 6.26, is described in section 6.23.2.3.2.2. 
6.23.2.3.2.1		Path-based 5GLAN connectivity update upon PSA reallocation
We describe in this section a UE-based solution whereby the UE updates connectivity explicitly towards those UEs with outstanding transactions and a Network-based solution whereby the SMF triggers PDU Session registrations to update the connectivity bindings for UEs in the 5GLAN group part of the UE connectivity context.
The UE-based Connectivity update prevents having to update connection towards all UEs in a 5GLAN Group
The UE-based 5GLAN connectivity update procedure is described in Fig. 6.23.2.3.2.1-1.


Figure 6.23.2.3.2.1-1: UE-based 5GLAN Connectivity Update
1.	UE establishes a PDU Session to connect to 5GLAN Service as outlined in 6.23.2.1, steps 1 to 6
2.	The PSA associated to the PDU Session providing connectivity to the 5GLAN Type service is replaced due to e.g., SSC 2 mode or SSC 3 mode Session Anchor change. Either steps 1 and 2 of TS 23.502, clause 4.3.5.1 or clause 4.3.5.2 apply
3.	UE requests the establishment of a new PDU Session and it provides the Old PDU Session ID associated to the Old PSA.
4.	If SMF relocation is required the AMF selects a new SMF
5.	The AMF requests the creation of SM Context at the selected SMF and it provides SM Container and 5GLAN GMF ID associated to the 5GLAN member ID provided by the UE
6.	The SMF uses the Old PDU Session ID to fetch the 5GLAN connectivity Context and it re-registers the new PDU Session. Steps 2 to 5 of 6.23.2.1 are followed
7.	SMF provides new connectivity parameter including 5GLAN target member(s) MAC addresses and pathID(s)
8.	UE checks outstanding requests not yet acknowledge and if the PDU Session Address time on the Old PDU Session has expired, it may retransmit buffered packet  

The Network-based 5GLAN connectivity update is described in Fig. 6.23.2.3.2.1-2.


Figure 6.23.2.3.2.1-2: Network-based 5GLAN Connectivity Update
1.	UE establishes a PDU Session to connect to 5GLAN Service as outlined in 6.23.2.1, steps 1 to 6
2.	The PSA associated to the PDU Session providing connectivity to the 5GLAN Type service is replaced due to e.g., SSC 2 mode or SSC 3 mode Session Anchor change. Either steps 1 and 2 of TS 23.502, clause 4.3.5.1 or clause 4.3.5.2 apply
3.	UE requests the establishment of a new PDU Session and it provides the Old PDU Session ID associated to the Old PSA.
4.	If SMF relocation is required the AMF selects a new SMF
5.	The AMF requests the creation of SM Context at the selected SMF and it provides SM Container and 5GLAN GMF ID associated to the 5GLAN member ID provided by the UE
6.	The SMF uses the Old PDU Session ID to fetch the 5GLAN connectivity Context and it re-registers the new PDU Session. Steps 2 to 5 of 6.23.2.1 are followed. During this step, the PMF also updates PSA(s) forwarding rules when new PSA|(s) are added to Connectivity Context.
7.	Based on the new Source UE Connectivity Context fetch from the 5GLAN GMF (within the 5GCoS) and the new connections result of the PSA reallocation, the SMF updates target Group member UEs with Source UE MAC address and new pathID
8. Target group UEs acknowledge update and provide their Group Member ID if they deem the connection still valid. E.g., the User still wants to be connected to the Source UE.
9. SMF provides new connectivity parameter including 5GLAN target member(s) MAC addresses and pathID(s)
6.23.2.3.2.2		Non-Path-Based 5GLAN Connectivity Update upon PSA Reallocation



1. UE executes a registration procedure, e.g. as described in 6.14.2-2
2. UE establishes a PDU Session to connect to 5GLAN Service.The request includes an identifier of a 5GLAN network (e.g. a private DNN). The UE may also provide an IP or MAC address it wishes to use inside the 5GLAN for communication, if it is known (e.g. pre-configured). Otherwise, the network will provide the address. The UE may request multiple 5GLAN IP/MAC addresses (e.g. to enable connectivity of locally attached devices over 5GLAN).
3. If needed, SMF allocates the IP/MAC address using subscription or through a centralized allocation service of the 5G communication service e.g., by querying the 5GLAN GMF or UDM. 
4. SMF registers association ofMAC/IP address with PSA1, with the 5GLAN communication service.
5. ThePDU Session Accept message to the UE carries the allowed/allocatedIP/MAC address.
6. Using information obtained in step 4, the 5GLAN communication service enables other PSAs involved in this 5GLAN groupto learn this association and configure forwarding of encapsulated packets towards the UE  IP/MAC address through its associated with the relevant PSA This association may be proactively pushed towards all involved PSAs in the 5GLAN Group s or may be obtained opportunistically by PSAs when needed (e.g. when UE22 sends a packet towards UE11).
7. The PSA associated to the PDU Session providing connectivity to the 5GLAN Type service is replaced due to e.g., SSC 2 mode or SSC 3 mode Session Anchor change. Either steps 1 and 2 of TS 23.502, clause 4.3.5.1 or clause 4.3.5.2 apply.
8. UE requests the establishment of a new PDU Session and it provides the Old PDU Session ID associated to the Old PSA, as well as the 5GLAN VN ID (e.g. private DNN) and the 5GLAN MAC/IP address that the UE wishes to now carry over this new PDU Session.
9. SMF registers association of 5GLAN MAC/IP address with 2nd UPF, with the 5GLAN communication service.
10. A PDU session accept message to the UE carries the allowed 5GLAN IP/MAC address.
11. Using information obtained in step 10, the 5GLAN communication service enables other PSAs involved in this 5GLAN VN to learn this updated association and configure forwarding of encapsulated packets towards the UE  IP/MAC address through its associated PSA. An update event should be sent to all PSAs currently holding a previous version of the association.

* * * End of Changes * * * *
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