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Discussion
This paper proposes to update solution #18: QoS negotiation between 3GPP and TSN networks. It mainly focuses on 5GS virtual bridge information reporting and QoS profile generation for CP based architecture.

Information for 5GS virtual bridge is reported to AF by 5GS control plane, like the bridge ID, port IDs, bridge internal information (e.g., bridge delay) and bridge port related information (e.g., propagation delay). 
The 5GS virtual bridge is per UPF, per TSN network (indicated by DNN), and its user plane is composed by the UPF ports and the UE ports connected to such UPF ports via PDU Session. Identities of the virtual bridge and related UPF ports could be preconfigured on UPF and would be reported to AF through SMF when UPF sets up or the PDU Session is established. The UE port identity should be unique in a 5GS virtual bridge and it can be allocated by UPF. The UPF port and UE port related information are reported to AF by SMF directly or via NEF. Wherein the UPF port related information could be reported to the SMF by UPF using the node level signaling or PDU Session level signaling. The UE port related information are reported by UE to the SMF over NAS or over UP of its corresponding PDU Session. 
Considering UE can operator in switch mode, then whether the UE port of 5GS virtual bridge should be the physical port of UE is FFS.
Traffic scheduling in TSN bridge is per traffic class, which is service level of packets transmission. A TSN bridge port could support different traffic classes. And if the TSN bridge is aware of VLAN, a TSN bridge port could support different VLANs. So when SMF selects the UPF for the PDU Session, it should consider the UE subscribed traffic classes and VLANs. Following figure makes an example for this issue.
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As the figure illustrated, the UPF1 and UPF2 support different VLANs and traffic classes based on deployment. When UE1 and UE2 establish PDU session, the UPF1 and UPF2 are selected respectively to meet their subscribed VLANs and traffic classes. As the bridge delay defined in 802.1QCC is per traffic class per port pair, the UPF should determine the right port pairs to serve the PDU session, and the SMF would report bridge delay on such port pairs. Make the UE1 in the figure for example, the UPF1 determines the Port1, which supports traffic class 2, VLAN 100 requested by UE1, to serve the PDU Session. Then SMF reports the bridge delay of traffic class 2 for port pair (UE1 port and UPF1 Port1).
Following figure illustrated the 5GS virtual bridge topology discovery, bridge delay and port capabilities reporting.
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For 5GS virtual bridge topology discovery, the UPF and UE would report topology information as 802.1AB defined to SMF when received LLDP packets from neighbour devices. The topology information could be reported when it is discovered at the first time or it is changed each time. Optional the UPF and UE can send out LLDP packets in order to enable the neighbour devices discovering/reporting the 5GS virtual bridge. So any port of 5GS virtual bridge should support sending LLDP or receiving LLDP.

For propagation delay and port capabilities as 802.1Qcc defined, the UPF and UE could report them to SMF similar as topology information reporting. 
The 5GS could offer TSN network specific QoS characteristics and the mapping between such QoS characteristics and the traffic classes. PDB in this specific QoS characteristics is used to realize the maximum latency transmission for deterministic delivery. So SMF could get the QoS characteristics for UE’s subscribed traffic classes and SMF uses the PDB in them as the bridge delay for the corresponding traffic class on the port pair.
The AF gathers and maintains 5GS virtual bridge related information, it acts as the control plane of the 5GS virtual bridge, and registers or updates those information to CNC as 802.1Qcc and 802.1AB defined.

For QoS profile generation, the AF maintains the relationship between UE ID, 5GS virtual bridge ID and UE port ID. It’s the AF to find the corresponding UE ID when receiving TSN stream rule (Bridge ID, Ingress port ID, Egress port ID, Stream description) from CNC. Besides in order to supply different traffic classes in 5GS virtual bridge the AF should determine the traffic class in the TSN stream rule and map the traffic class to corresponding 5QI.
* * * * Start of Change (all new) * * * * 
6.18
Solution #18: QoS negotiation between 3GPP and TSN networks

The solution intends to address key issue #3.1 System Enhancements to support Time Sensitive Networking (TSN) regarding the open issues of: 
-
What are the Architecture assumptions and principles or supporting TSN in 5G System?
-
What are the necessary enhancements to QoS (e.g. new 5QI), policy framework to support TSN?
Depends on Centralized or Distributed model defined in IEEE 802.1Qcc is used in TSN network, the following control plane based or user plane based QoS negotiation solutions can be used between 3GPP and TSN networks, so that the QoS requirements for a QoS Flow/TSN Stream can be aligned in both 3GPP and TSN networks.
6.18.1
CP based QoS negotiation
6.18.1.1
Description

In case Centralized model or the fully centralized model and for the centralized network / distributed user model is used in TSN network, the 5GS is enhanced to act as a TSN bridge in the network. AF acts as a controller function to collect 5GS virtual bridge related information and register it to CNC via TSN defined application interfaces, since the CNC maintains capabilities of each TSN bridge in the TSN network and the topology of the network. And based on the information that CNC maintains, the CNC will calculate the forwarding and scheduling rules on each bridge for a TSN stream that required by CUC which collects the TSN stream requirements from end stations for fully centralized model. Under this model, the CP based QoS negotiation is used in this solution. As depicted in Figure 6.x.1.1-1, the CNC negotiates with the PCF through the TSN AF to generate a TSN-aware QoS profile for a Stream. The TSN AF is responsible for the conversion between TSN traffic characteristics/TSN QoS requirements and TSN QoS Profile. 
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Figure 6.18.1.1-1 Control Plane based solution
For Control Plane based solution, the AF acts as a controller function to collect 5GS virtual bridge related information (e.g. AF receives those information from SMF) as defined in IEEE 802.1Qcc [x] and register it to CNC via TSN defined application interfaces. The information may include:
· Bridge identity. Identity of a TSN bridge, and it should be unique in the TSN network.
· Ports identities. Identities of ports in a TSN bridge, and it should be unique in a TSN bridge.
· Bridge delay. The delay of frames as they pass through the bridge, including maximum and minimum of independent and dependent delay.
· Propagation delay. The delay for a frame transmitted from a TSN bridge port to the neighboring port on a different bridge. 
· Bridge related topology. The bridge and port identities and port capabilities of a TSN bridge and neighboring bridges.
The 5GS virtual bridge is per UPF, per TSN network (indicated by DNN), and its user plane is composed by the UPF ports and the UE ports connecting to such UPF ports via PDU Session. Identities of the virtual bridge and related UPF ports could be preconfigured on UPF and would be reported to AF through SMF when UPF sets up or the PDU Session is established. The UE port identity should be unique in a 5GS virtual bridge and it can be allocated by the UPF. The UPF port and UE port related information are reported to AF by SMF directly or via NEF. Wherein the UPF port related information could be reported to the SMF by UPF using the node level signaling or PDU Session level signaling. And the UE port related information is reported by UE to the SMF over NAS or over UP of its corresponding PDU Session.
Editor's note: whether the virtual port on UE side is per UE or per PDU session or per UE physical port is FFS.


For 5GS virtual bridge topology discovery, the UPF and UE would report topology information as 802.1 AB defined to SMF together with 5GS virtual bridge ID and port ID. For propagation delay and port capabilities as 802.1Qcc defined, the UPF and UE could report them to SMF similar as topology information reporting. For each interworking TSN network, the 5GS could offer its specific QoS characteristics and the mapping between such QoS characteristics and the traffic classes. PDB in this specific QoS characteristics is used to realize the maximum latency for deterministic delivery. From PCF, the SMF could get the QoS characteristics for UE’s subscribed traffic classes/VLANs, the SMF uses the PDB in them as the bridge delay for the corresponding traffic class and port pair. SMF further reports the 5GS virtual bridge related information to AF.

The TSN AF interacts with the 5G CN, performs the mapping between TSN network parameters and a new deterministic QoS profile for the 5GS, and negotiates the traffic treatment and related QoS policies. Depending on the operator deployment, the TSN AF may directly talk to the other 5GC NFs or via the NEF (in case of a third-party AF deployment). If the TSN AF is provided by the operator, it is also included in the 5G “hop”.


6.18.1.2
Procedures

6.18.1.2.1 TSN capabilities reporting for 5GS TSN Bridge
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Figure 6.18.1.2.1-1 TSN capabilities reporting for 5GS TSN Bridge
1. Identities of 5GS virtual bridge and UPF ports are pre-configured on UPF based on deployment The UPF could report its port capabilities and propagation delay as 802.1Qcc defined, the topology information as 802.1AB defined, and the corresponding DNN to SMF using node level singling, and the SMF will forward the received information to the AF directly or via NEF in order to generate or update the 5GS virtual bridge and bridge port.
2. The UE sends PDU Session Establishment Request to AMF. 
3. Procedures of 23.502 Figure 4.3.2.2.1-1 step 2-7b are processed and selects the SMF for this PDU Session. SMF gets the UE subscribed traffic classes and VLANs from UDM, and gets the QoS characteristics (e.g., 5QI, PDB) corresponding to the subscribed traffic classes from PCF.
4. The SMF selects a UPF to support the subscribed traffic classes and subscribed VLANs.
5. The SMF sends N4 Session Establishment Request to UPF with DNN, traffic class IDs and VLAN values to request for allocating UE port ID and determining serving UPF ports.
6. The UPF determines the 5GS virtual bridge for this PDU session, and allocates identity for UE port. According to traffic classes and VLANs that UPF port supports in the DN, the UPF determines the UPF ports to serve the PDU session. Then the UPF sends the allocated UE port identity with corresponding 5GS virtual bridge identity, as well as the serving UPF port IDs with corresponding traffic class IDs to the SMF.


7. The SMF sends the PDU session related 5GS virtual bridge ID and allocated UE port ID to UE. The information is used for UE to perform topology discovery and information reporting.
8. The SMF takes the PDB in QoS characteristics as the bridge delay for corresponding traffic class and port pair, and sends the 5GS virtual bridge related information (bridge delay, UE port ID, UPF port ID, traffic class, 5GS virtual bridge ID, UE ID) to AF directly or via NEF in order to add the UE port or update the bridge properties.
9. Procedures of 23.502 Figure 4.3.2.2.1-1 step 14-20 are processed to establish the PDU session.

10. After the PDU session established, The UE could report its port capabilities and propagation delay as 802.1Qcc defined and report the topology information as 802.1AB defined to SMF over NAS or user plane.

11. The AF gathers and maintains the 5GS virtual bridge properties including bridge ID, port ID of UPF ports, port ID of UE ports, port related capabilities and bridge delay of port pairs. And the AF will send the 5GS virtual bridge properties to CNC to create a TSN bridge or update the bridge when the bridge properties are changed. 


6.18.1.2.2
TSN-aware QoS profile generation
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Figure 6.18.1.2.2-1 TSN-aware QoS profile generation

1. TSN AF is responsible for the conversion between TSN traffic characteristics/TSN QoS requirements and TSN QoS Profile. The TSN traffic characteristics/TSN QoS requirements contain the 5GS virtual bridge ID, ingress and egress port IDs, the stream description. Stream description can be used to determine the traffic class.
2. TSN AF finds the UE ID according to the 5GS bridge ID and UE port ID, and determines the 5QI according to traffic class. Then the AF provides TSN QoS Profile (DNN, 5QI, packet filter with ingress and egress port IDs and stream description) to the PCF (directly or via NEF).

3. PCF performs feasibility check with SMF, SMF may checks further with RAN and UPF. And the PCF performs a QoS profile generation or updating procedure.
Editor’s Note: Details of feasibility check of TSN QoS requirements in PCF are FFS. 

4. If 5GS is able to fulfil the requested QoS profile from the TSN AF, PCF indicate to TSN AF on the acceptance of the requested TSN QoS requirements and triggers the SMF to set the QoS profile to user plane devices. If the 5GS is unable to fulfil the QoS profile requirements, it sends a reject message to the TSN AF that may be relayed to the CNC.

Based on the agreed QoS profile between TSN and 5G network, PCF decides on the related QoS policies and rules and provide that to the SMF and UE according to the procedure specified in TS23.502 and TS23.503.

Editor’s Note: In case the requested QoS profile from TSN AF cannot be fulfilled by the 5GS, whether the 5GS needs to propose a modified QoS profile to TSN is FFS.
6.18.2
UP based QoS negotiation
6.18.2.1
Description

In case Distributed model is used in TSN network, UP based QoS negotiation is used in this solution. As as depicted in Figure 6.x.2.1-1, the network between the AS and UPF over N6 is TSN based. The UE acts as a Listener and receives a stream from a TSN Talker in downlink. The UPF acts as a Nearest Bridge (network) to UE (user), which can understand the signalling protocol used for the exchange of configuration information over the TSN user/network interface (UNI). 
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Figure 6.18.2.1-1 User Plane based solution
As described in IEEE 802.1 Qcc [X], Stream Reservation Protocol (SRP) is used to propagate configuration information throughout the network of Bridges in the full distributed model. 
When receiving an SRP message (i.e. Talker Advertise Declaration) initiated by the Talker of a Stream, the 5GS acts as a TSN Bridge needs to update the parameters included in the SRP message (e.g. the AccumulatedLatency value) and triggers the resource reservation in the 3GPP network. For the update of the AccumulatedLatency value, the PDB between the UE and the UPF which terminates the N6 interface for the 5QI related to the Stream can be used as the worst internal processing time of the “5GS TSN Bridge” between the UE and UPF for the frame in the Stream.
To trigger the resource reservation, the UPF forwards the SRP message to the SMF. The SMF extracts the information of the Stream from the SRP message and provides it to the PCF as a requirements of a QoS Flow. The PCF generates PCC rules for the QoS Flow which authorizes the PDB and MBR/GBR for the QoS Flow. The SMF then updates the SRP message with a new AccumulatedLatency by adding the PDB value authorized by the PCF. After successful QoS authorization, the SMF indicates the UPF to transmit the SRP message to the UE/Listener. 

After the successful configuration for the Stream, the Talker can start to transmit the Stream to the Listener.

Editor’s Note: Whether time bound based packet delivery (e.g. 802.1Qbv) can be supported by this user plane solution is FFS.
6.18.2.2
Procedures

Based on the scenario discussed above, the TSN user/network configuration can be supported in 3GPP network as following. 

6.18.2.2.1
TSN user/network configuration supported by 3GPP network
Figure 6.X.2.2.1-1 depicts the TSN user/network configuration for a DL Stream when UPF acts as an ingress port of the “5GS TSN Bridge” to receive a SRP message from the network. 
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Figure 6.18.2.2.1-1 TSN user/network configuration supported by 3GPP network in DL

0. A PDU session is established for the UE.
1. The UPF receives a SRP message from the Talker AS. The SRP message is a Talker Advertise Declaration defined in IEEE 802.1 Qcc [X]. The main information carried in the message is: 
· Stream ID: a unique ID to identify the Stream.
· DataFrameParameters: comprises the source and destination MAC addresses of the Stream data packets and the VLAN ID.

· UserToNetworkRequirements: specifies user requirements for the Stream, such as latency and redundancy.
· AccumulatedLatency: is used to determine the worst-case latency that a Stream can encounter in its path from the Talker to a given Listener.

· TrafficSpecification: consists of the parameters which represent the maximum frame size and the maximum number of frames that the Talker may transmit in one “class measurement interval”. It is used to allocate resources and adjust queue selection parameters in order to supply the QoS requested by the Talker Declaration.  

2. The UPF forwards the SRP message to the SMF as indicated by the SMF.

3. The SMF extracts the information of the Stream from the SRP message and provides it as a QoS Flow request to the PCF. 

4. The PCF generates PCC rules for the QoS Flow/TSN Steam based on the parameters include in the stream information described in step 1. 

5. Based on the PCC rule, the SMF will trigger PDU session modification procedure to setup a QoS Flow for the Stream and resources between the UE and UPF as defined in current QoS framework.

6. The SMF sends the updated SRP message to the UPF. Before that, the SMF updates the SRP message accordingly based on the PCC rule, by adding the PDB as the worst internal processing time of the “5GS TSN Bridge” to the AccumulatedLatency value.

NOTE: The AccumulatedLatency is related to the Stream requirements for bounded latency. If the AccumulatedLatency for the Stream exceeds the maximum latency from Talker to Listener(s) for a single frame of the Stream, the Stream will be rejected by the SMF/UPF.

7. The UPF sends the SRP message received from the SMF to the UE.

8. The UE updates the SRP message by adding the propagation time between the UE and the connected TSN host and sends the updated SRP message to the TSN hose.

9. The TSN End Station connected to the UE or co-located with the UE sends response of the SRP message to the UE. The response of the SRP message is a Listener Ready message defined in IEEE 802.1 Qcc [X] if the Stream requirement can be fulfilled. 

10. The UPF forwards the response of SRP message to the next Bridge in the TSN.
For a UL Stream, the UE acts as an ingress port of the “5GS TSN Bridge” to receive a SRP message from the TSN End Station connected to the UE or co-located with the UE. Similar TSN user/network configuration procedure will be implemented by the 5GS. 

· The UE will forward the SRP message to the UPF and the UPF then forwards it to the SMF as indicated by the SMF.
· The SMF triggers the establishing a QoS Flow for the Stream and updates the SRP message by the PDB related to the QoS Flow and sends the updated SRP message to the UPF. 

· The UPF updates the SRP message received from the SMF by adding the propagation time between the UPF and the next TSN Bridge, and sends the updated SRP message to the next Bridge in the TSN. 
6.18.3
Impacts on Existing Nodes and Functionality

Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.18.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.

* * * * End of Change (all new) * * * *
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