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Abstract of the contribution: This contribution updates solution #3 to remove editor’s note in clause 6.3.2.1 of authentication procedure.
1. Discussion
There is an editor’s note about supporting authentication procedures for solution #3.
Editor's note:
It is FFS if the authentication data is fully valid for 5GS.
It has been supported in R15 specification that the 5G subscriber can be authenticated by 5GS when UE use legacy USIM, which means the 5GS has to use legacy authentication data to authenticate the subscriber.
It is also the understanding that the same authentication data applies to 3G, 4G and 5G if the legacy USIM is used. The different keys for integrity protection and encryption for different systems are all derived from the same authentication information.
Based on above consideration, for solution #3, it can be asserted that the authentication data stored in EPS UDR is fully valid for both 4G and 5G.
2. Proposal

It is proposed to remove the editor’s note in clause 6.3.2.1.
* * * * First Change * * * *
6.3.2
Solution on Authentication Procedure

6.3.2.1
Architecture
A new interface, Shu, between UDM and HSS FE is introduced, by which UDM initiates interactions with HSS FE to retrieve or update user data stored in EPS UDR. Shu is a Point-to-Point reference point.

UDM is the only access point both to 5GC and EPC.
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Figure 6.3.2.1.1: Solution architecture
In some 5G deployment, when a 4G subscriber is updated to 5G subscriber, the 4G subscription profile keeps stored in EPS UDR while the new 5G subscription data is provisioned in 5GS UDR. In this case it is assumed that the authentication data is only stored in EPS UDR and is reused by 5GS authentication.

For new 5G subscriber, all the subscription data is stored in 5GS UDR. Therefore, the solution described in this clause does not apply.

In this scenario, when a UE with 5GS subscription registers on 5GS, the UDM needs to interact with HSS FE to retrieve authentication information data stored in EPS UDR.
NOTE 1:
The UDM is a combo node which simultaneously supports UDM and HSS FE functionality.
In case of single registration in 5G, in order to cancel the registration in the other RAT, the UDM supports to perform a fake 4G registration in the HSS, as shown in Figure 6.3.2.2-2. This trigger the HSS to cancel the 4G registration. When the UE moves back to 4G, the HSS sends cancel location to UDM which trigger the UDM to deregister the UE in 5G.

* * * * End of Changes * * **
