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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution proposes conclusion on I-SMF selection, SM context retrieval and forwarding tunnel establishment. 
1 Introduction
In S2#129 meeting, architecture in solution 1 has been selected as basis for normative work. However, the following issues have not been discussed:
· How the I-SMF is selected during mobility and during PDU session establishment
· How the new I-SMF retrieves the SM context from old I-SMF
· How the Forwarding tunnel is established between old I-UPF controlled by old I-SMF and new I-UPF controlled by new I-SMF for N2 handover procedure and service request procedure
Several solutions in the TR have been proposed on how to resolve these issues. This contribution compares these solutions, and proposes conclusions on these issues.
2 Discussion
2.1 I-SMF Selection
There are 5 solutions that support I-SMF selection based on the adopted architecture, and they can be categorized into 3 groups: solution 1&2, solution 3&4, solution 6.
Table 1: I-SMF selection comparing
	 
	Mobility
	PDU Session Establishment

	Solution 1&2
	AMF determines the need of I-SMF reallocation:
· AMF determines based on SMF SA; or
· AMF query NRF whenever UE location changes (e.g. TA)
AMF selects I-SMF:
· AMF provides UE location and an optional SA indication to NRF, NRF returns I-SMF ID and SMF SA if SA indication included.
	N/A

	Solution 3&4
	AMF determines the need of I-SMF reallocation:
· SMF sends SMF SA to AMF; or
· SMF SA is configured in AMF
AMF selects I-SMF:
· AMF provides UE location to NRF, NRF returns selected I-SMF(or A-SMF) to AMF
	N/A

	Solution 6
	AMF determines the need of I-SMF reallocation:
· SMF SA is configured in AMF or collected by AMF
· If old I-SMF is not in the same region as A-SMF, I-SMF selection is needed
· AMF may query NRF whenever UE location changes (e.g. TA)
AMF Selects I-SMF:
· AMF provides UE location and S-NSSAI to NRF, NRF returns selected I-SMF to AMF
	AMF selects A-SMF based on S-NSSAI and DNN:
· AMF sends S-NSSAI and DNN to NRF, NRF returns A-SMF list.
AMF determines whether I-SMF is needed:
· Based on SMF SA and UE location
· Query NRF providing UE location and S-NSSAI, NRF returns I-SMF list, determine whether combined I-SMF and A-SMF is possible, if not, select an I-SMF from I-SMF list, and an A-SMF from A-SMF list.


To support I-SMF selection during UE mobility, the common thing among the solutions includes: 
· The AMF determines whether I-SMF re-selection is needed or not (all 3 solutions)
· AMF selects I-SMF based on UE location. AMF provides UE location to NRF (all 3 solutions). Even the S-NSSAI is only mentioned in solution 6, we think it shall also be included for the I-SMF selection to support the potential slice isolation requirement. 
The differences includes:
· How the AMF is aware of the SMF service area, i.e. whether the I-SMF reselection is needed? 
According to 29.510, the SMF service area is already included in the SMF profile, which is returned to AMF by NRF during SMF discovery. If the SMF service area is not included in the SMF profile, it is assumed that the SMF can serve the whole PLMN. Hence, SMF service area is available at the AMF and AMF configuration is not needed. However, considering the case when AMF is relocated, the target AMF may not have the NF profile of the source I-SMF, thus cannot determine whether a new I-SMF needs to be selected. In this case, it is proposed that the AMF query the NRF by providing UE location and S-NSSAI, and based on the response of NRF, the AMF determines whether I-SMF should be changed.
Proposal 1: 
· For UE mobility, the AMF determines whether new I-SMF re-selection is needed based on service area of A-SMF and/or old I-SMF and selects new I-SMF by providing UE location and S-NSSAI to NRF. When the AMF cannot determine whether the old SMF can serve the UE location, AMF always query the NRF, e.g. during AMF reallocation and the new AMF are unaware of the old I-SMF service area.
· The SMF service area is stored at the NRF and provided to AMF in SMF profile in discovery response.
For the PDU session establishment, it is possible that I-SMF need be inserted. Only solution 6 has described the I-SMF selection during PDU session establishment. It is hence suggested that solution 6 is adopted as base line.  
Proposal 2: 
· For PDU establishment, the AMF first selects A-SMF based on DNN and S-NSSAI, and determines whether I-SMF is needed based on service area of A-SMF and UE location. If I-SMF is needed, the AMF selects I-SMF based on UE location and S-NSSAI.
2.2 SM Context Retrieval/Indirect Forwarding Tunnel info exchange
When the UE moves and the I-SMF reallocation happens, the new I-SMF need retrieve the SM context. In the TR, there are 3 solutions on how to retrieve the SM context:
· Solution 1: source AMF retrieves SM context from source I-SMF, and sends it to new AMF, new AMF forwards it the new I-SMF.
· Solution 6: The new I-SMF retrieves SM context from old I-SMF directly, the AMF provides the old I-SMF ID to the new I-SMF after new I-SMF is selected.
· Solution 3 can be regarded as a special case as solution 6 in which old I-SMF does not exist, in which case, the new I-SMF retrieves SM context from A-SMF.
In addition, the indirect forwarding tunnel between old I-UPF controlled by old I-SMF and new I-UPF controlled by new I-SMF for N2 handover case, or forwarding tunnel between old I-UPF and new I-UPF for Service Request procedure may need to be established. To support the forwarding tunnel establishment between old I-UPF controlled by old I-SMF and new I-UPF controlled by new I-SMF, 2 solutions have been introduced in the TR:
· Solution 1: The forwarding tunnel is established via AMF, i.e. the target I-SMF sends forwarding tunnel info to AMF, and AMF sends the forwarding tunnel info to the source I-SMF.
· Solution 6: The forwarding is established directly between target and source I-SMF, i.e. if forwarding tunnel is needed, the new I-SMF sends the tunnel info to the source I-SMF directly.
In S2-1810237 submitted to S2#129 meeting, it argued that solution 6 needs NRF lookup and TCP exchange to setup TCP session. However, the NRF lookup can be avoided if the URI of the old I-SMF is provided to the new I-SMF by AMF. For the TCP exchange, if it is inter AMF mobility, the TCP session needs to be setup between the 2 AMFs as well. Besides, for HTTP/2.0 the TCP session can be shared among different transaction. If the two I-SMFs had already communication between them, the TCP session has already been setup. So, in our view, the TCP session setup delay can be ignored.
In Rel-15, the AMF is required to retrieve SM context only for mobility between EPS and 5GS. In that case, the SMF has no interface with MME, and SMF provides EPS SM context. But within 5GC, the SMFs already have service based interfaces which made it possible for target SMF to retrieve the SM context and establish forwarding tunnel directly without AMF involvement.
The comparison of the 2 solutions on SM context retrieval and forwarding tunnel establishment is as in following table: 
Table 1: Summary of impact of each solution
	
	Solution 1 
	Solution 3/6

	Extra signalling needed
	Yes: between AMF and A-SMF / old I-SMF 
	Yes: between new I-SMF and A-SMF / old I-SMF

	Total number of extra signalling round trips 
	2 per PDU Session 
	2 per PDU Session 

	Extra “interface” across admin area / PLMN border
	0
(existing AMF-AMF signalling used between admin areas, new signalling only inside admin area)
	0, 
no new interface is introduced, but new service operations are defined for SMF context retrieval and forwarding tunnel establishment.

	Number of extra signalling round trips across admin area / PLMN border
	0 extra signalling between admin areas, 

2 extra round trips per PDU session inside admin area (step 2/13)
	0 extra new signalling inside admin area 
2 extra round trips per PDU Session between neighbour admin area (step 5/13).For multiple PDU sessions, the signalling are executed in parallel

	Service operation used
	Nsmf_PDUSession_Context can be re-used by AMF (same as for EPC IWK) and extended to support also 5G SM context
However the SMF need differentiate on whether the EPS or 5GS SM context is to be retrieved. 
	Extend existing ContextRequest to support SM context retrieval, by adding I-SMF as consumer.

	AMF impact
	Needs to retrieve and forward SM context from old I-SMF to new I-SMF. In addition, the AMF always need wait the response from source I-SMF before it continue with the T-AMF.
Needs to forward forwarding tunnel info from new I-SMF to old I-SMF. 
	No impact due to SM context transfer or forwarding tunnel management.  

	Inter AMF case
	It is not clear how the old AMF knows whether I-SMF will be changed. Thus each time when the AMF reallocation happen, the SM context is always to be retrieved, no matter whether the SMF need be reallocated.
	The I-SMF knows whether I-SMF has changed.


Comparing the 2 approaches, both solutions have 2 additional round trip per PDU session. The evaluation of two solution can be listed as below, 
· When the mobility is within one PLMN, the solution 3/6 introduce the signalling across the neighbour admin domain comparing to the singling within one admin domain, the signalling transmission time shall be similar. Also the signalling interaction between the I-SMF can be executed in parallel. 
· When the mobility is between different PLMN, the signalling transmission time can be different. And the inter PLMN may require add some additional delay. However normally the normally between PLMN is not a common case and parallel signalling interaction can help to reduce the potential additional delay.  
· For inter AMF case, the old AMF cannot predict whether the I-SMF will be changed or at the new AMF. Solution 1 always retrieve SM context from old I-SMF. Solution 6, there is no such issue. Furthermore, solution 6 has no impact on AMF. Hence, it has clearer split of SM and MM. 
Based on above analysis, it is proposed that the new I-SMF retrieves SM context from old I-SMF directly and the forwarding tunnel is established directly via SMFs without involvement of AMF.
Proposal 3: 
· The new I-SMF retrieves SM context from old I-SMF directly.
· Forwarding tunnel is established directly between SMFs without involvement of AMF.
3 Proposal
It is proposed to add the following text into TR 23.726.

/*************************** Start of the first change ************************/
[bookmark: _Toc528786140]7.1	Conclusions for Key issues #1, #4 and #5
-	The architecture described in 6.1.2.2, which is the same as the architecture described in 6.6.2.1, is used as a baseline (shown below).


Figure 7-1: Non-Roaming system architecture in reference point representation, with no UL-CL/BP
-  For I-SMF selection:
The SMF service area is provided to AMF in SMF profile by NRF as part of SMF discovery procedure
During mobility procedure, AMF determines whether I-SMF re-selection is needed based on service area of old I-SMF or A-SMF and UE location. AMF selects new I-SMF by providing UE location and S-NSSAI to NRF.
If the AMF does not have I-SMF service area, e.g. during AMF relocation, the AMF queries NRF to determine whether new I-SMF should be selected.
During PDU Session establishment, the AMF first selects A-SMF based on DNN and S-NSSAI, and determines whether I-SMF is needed based on service area of A-SMF and UE location. If I-SMF is needed, the AMF selects I-SMF based on UE location and S-NSSAI.
-	For SM context retrieval, the target I-SMF retrieves SM context directly from source I-SMF or A-SMF.
-	For forwarding tunnel establishment between source I-UPF and target I-UPF, it is established directly via source and target I-SMF, without involvement of AMF.
-	For the case where a UL-CL/BP is controlled by I-SMF, solution #15 is used as a baseline (shown below), i.e. the I-SMF has no interface to PCF or CHF.
-	The Nxx interface allows the A-SMF to provide rules to the I-SMF for traffic steering, usage reporting, QoS enforcement to support scenarios with UL-CL/BP controlled by I-SMF. Based on information received via Nxx, the I-SMF supports selection of UPF(s) acting as UL-CL/BP and PSA.
-	The Nxx interface allows the I-SMF to provide usage reports to A-SMF for traffic broken out in a UPF controlled by I-SMF.
-	Home-routed roaming scenarios with UL-CL/BP in VPLMN is not supported.
Editor's note:	Further details on the information carried over Nxx to support UL-CL/BP controlled by I-SMF is FFS.


Figure 7-2: Non-Roaming system architecture in reference point representation, with UL-CL/BP
******************************* End of Changes *********************************
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